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Presentacion de los trabajos

de los subgrupos de la

Red Iberoamericana de Proteccion
de Datos Personales

Moderador: José Luis Pifnar Manas. Presidente de |a Red Iberoamericana de Proteccion de Datos
Personales.

Voy a ser sumamente breve, tan sélo queria explicar el contexto en el que se mueven los cuatro
documentos de la Red Iberoamericana de Proteccidon de Datos, que en este momento vamos a
presentar.

Como ya tuve ocasion de senalar ayer, la Red Iberoamericana de Proteccion de Datos se constituye
en el ano 2003, en particular en el Encuentro Iberoamericano que tuvo lugar en la ciudad de la
Antigua, en Guatemala.

En mayo del afno 2004 se celebra el Encuentro de Cartagena de Indias, en el que se aprueba una
declaracion, junto con unas conclusiones de entre las que en este momento me interesa resaltar la
que se refiere al desarrollo de la Red Iberoamericana de Proteccion de Datos.

Como ayer senalé, habiamos recibido la muy grata noticia de que en la XlIl Cumbre Iberoamericana
de Jefes de Estado y de Gobierno, celebrada en Santa Cruz de la Sierra, Bolivia, en noviembre de
2003 se habia hecho una expresa referencia a los trabajos de la Red Iberoamericana de Proteccion
de Datos impulsandola, potenciandola y apoyandola en su labor.

Habiamos, por tanto, asumido un compromiso que no se podia quedar en simples declaraciones,
aun siendo éstas sumamente importantes. No se podia quedar tampoco en simples buenas
intenciones, sino que tenia que materializarse en algo concreto, en una aportacion concreta a la
comunidad iberoamericana en el ambito de la proteccion de datos personales.

Y esto es lo que en estos momentos queremos presentar ante todos ustedes. Uno de los resultados
del trabajo intenso, creo que serio, bien hecho de cuatro subgrupos de trabajo constituidos
precisamente en la Cumbre de Cartagena de Indias en el ambito de |la Red Iberoamericana de
Proteccion de Datos. Estos cuatro subgrupos han elaborado, como digo, cuatro documentos, sendos
documentos que vamos a hacer publicos, que se van a colgar en las paginas Web de las instituciones
que constituyen la Red Iberoamericana, que van a ser objeto de una publicacion.




Tales documentos son los siguientes:

Primero: Acceso a la Informacion y Proteccion
de Datos Personales.

Segundo: Viabilidad de creacion de Autoridades
de Control de Proteccion de Datos en
Iberoamérica.

Tercero: Gobierno Electrénico y
Telecomunicaciones en el ambito o su
incidencia en la proteccién de datos.

Cuarto: Estrategia de la Red Iberoamericana de
Proteccion de Datos.

Estos documentos han sido elaborados y la labor
de coordinacion de relatoria se encargé a uno
de los miembros de la Red Iberoamericana.

En particular la coordinadora relatora del
documento sobre Acceso a la Informacion y
Proteccion de Datos Personales, se acordé que
fuese el IFAl, evidentemente, y dentro del IFAl ha
sido la maestra Lina Ornelas la que se ha
encargado de la coordinacion de los trabajos.

Va ser ella quien nos va a hacer la presentacion
de dicho documento y a continuacion se
presentara también el resto de los documentos.

Ponente: Lina Ornelas. Directora General de
Clasificacion y Datos Personales del IFAL

En lo particular yo coordine el grupo, a nombre
del IFAI, de Acceso a la Informacién y Proteccion
de Datos Personales.

Y a grosso modo les voy a explicar cuales fueron
los hallazgos del grupo respecto de este tema.

Basicamente lo que se hizo fue introducirlo
planteando, por una parte, la necesidad de que
las sociedades democraticas cuenten con un
derecho de acceso a la informacién con

autoridades o mecanismos institucionales que
lo garanticen y se desarrollan los principios del

acceso a la informacion como que el derecho
debe ser gratuito, que toda persona puede
pedirlo sin explicar las razones, cdmo deben ser
los procedimientos, etc.

Por otra parte, en una sociedad democratica
debe existir la proteccion de los datos personales,
desarrollando también sus principios, como lo
son el de calidad, proporcionalidad, seguridad en
los datos, etc.

Y luego para entrar ya a la parte medular que
plantea el documento de trabajo, que seria que
existe en ocasiones tensiones entre ambos
derechos, pero lo que propone el grupo en este
documento es mas bien plantear que no se esta
frente a una tensién, sino mas bien frente a un
equilibrio de derechos, porque todos los derechos
no son absolutos en si mismos y encuentran
limitaciones.

Entonces, esta necesidad de conciliar, por una
parte, el derecho a conocer y el derecho de las
personas a acceder a informacion, también tiene
que equilibrarse evidentemente con el derecho
a la privacidad. En este juego todos los
involucrados deben respetar reglas claras y
entonces se habl6 de, por ejemplo, una prueba
del interés publico o del equilibro, en casos de
tension.

Tanto el derecho como el acceso a la
informacion publica como el de proteccion de
datos personales, podrian someterse a una
especie de prueba de equilibrio por parte de las
autoridades competentes.

Y en estos casos tenemos que ponderar y valorar
varias cuestiones. Por una parte, en el acceso a
la informacion encontramos excepciones y una
de esas excepciones son las relativas a las
causales que la misma ley establece, por razones
de Estado, que son del interés general, como lo
seria informacion relativa a la seguridad
nacional, etc.

Pero también las leyes de acceso traen
excepciones por informacion confidencial que



es de los particulares. Entonces, en cuanto a
modelar una especie de prueba de equilibrio,
nosotros encontramos que podrian aplicarse
algunos principios.

Por ejemplo, que deberian tomarse en cuenta
los siguientes elementos. Una autoridad debe
resolver el conflicto, de manera fundada y
motivada. El fundamento debe encontrarse
previsto de manera expresa en alguna ley. Luego,
deben  establecerse condiciones de
procedimiento tales que aseguren la debida
garantia de audiencia a los titulares de los
derechos en conflicto, y finalmente debera
realizar esto a peticién de parte.

Es muy importante que ustedes después
conozcan el contenido detallado del
documento. Dado que no tenemos el tiempo
suficiente no podriamos ahondar mas en los
casos practicos que se modelan en el mismo.

Pero les puedo adelantar que se establecieron
algunos supuestos concretos de este equilibrio
de derechos. Por ejemplo, en el caso de
informacion ambiental en donde la informacion
sobre la calidad del medio ambiente se considera
de interés publico y cuando hubiera una
solicitud de acceso a la informacion, por ejemplo,
acerca de una persona que con su actividad
empresarial contamina un rio o la atmésfera,
etcétera. Si el conocimiento de ciertos datos
personales llegara a constituir en un elemento
esencial a través del cual se puedan determinar
las causas que motivaron ese dafno al
ecosistema, entonces podria justificarse la
publicidad de los mismos en razén de acciones
que pudieran adoptarse para revertirlo o impedir
su avance. A través de una prueba de interés
publico, necesariamente tendria que darse a
conocer los datos personales del que esta
contaminando y el consentimiento para
difundirlos por parte de su titular se encontraria
disminuido.

Otro caso es el de la informacion acerca de
funcionarios gubernamentales. Cuidadosa-
mente se analizdé que las personas tienen el
derecho a conocer datos personales de los

servidores publicos, pero éstos tienen que estar
establecidos en normas y de no ser asi entonces
también tendriamos que aplicar una prueba del
equilibrio para determinar si la informacion que
se esta solicitando esta estrictamente ligada a
la funcién publica del mismo funcionario o del
mismo servidor.

Y ahi planteamos algunos ejemplos novedosos
que se han dado, por ejemplo, sobre solicitudes
de acceso al curriculum vitae de los funcionarios
o sobre las fotografias en donde se piden
sistemas de datos personales en donde ha habido
un avance jurisprudencial y administrativo y
también de los tribunales, en algunos casos.

En este caso la prueba del equilibrio se enfocaria
en si existen excepcionas a favor de la publicidad
de dichos supuestos en leyes respectivas y si con
la divulgacion de los datos personales se puede
vincular o conocer el correcto desempeno de las
responsabilidades o tareas asignadas a un
funcionario publico. También si dichos datos son
considerados como informaciéon propia del
individuo o no, en fin.

Otro caso muy importante, y ya casi termino, es
el de los expedientes médicos, donde ustedes
saben que los datos relativos a la salud son datos
personales, los estados de salud fisicos o
mentales. Estos estan contenidos a su vez en
archivos clinicos y se parte del supuesto de que
el paciente goza de una prerrogativa para
conocer la informacioén sobre su estado de salud
fisico o mental.

Sin embargo en algunas regulaciones se precisa
que el acceso a los datos de caracter médico
Unicamente puede obtenerse a través de un
profesional de la medicina o bien que el paciente
solo tiene derecho a un resumen del expediente
médico, el cual no contiene, por ejemplo, notas
evolutivas.

Aqui también se somete a una prueba para
tomar e cuenta que son datos objetivos relativos
a informacion clinica del paciente y que podria
ser una informaciéon subjetiva. En fin, lo
interesante del documento es que se enfoca al




ambito iberoamericano, pero también en las
conclusiones observamos que existen
diferentes modelos que guardan grandes
diferencias entre los sistemas de garantia y
tutela del derecho de acceso a la informacion,
asi como de proteccion de datos personales.

Estas diferencias sustantivas afectan de manera
real y efectiva su proteccion, poniéndose de
manifiesto la necesidad de contar no sélo con
instrumentos legales especificos en cada
materia que comprendan los mecanismos
institucionales y procedimentales adecuados,
pudiéndose apuntar a la conveniencia de contar
con autoridades de control independientes.

Observamos distintas deficiencias en cuanto a
la delimitacion de conceptos tales como
intimidad, informacion publica y
confidencialidad que deberian ser definidos con
mayor precision posible a fin de limitar el grado
de discrecionalidad de los érganos decisorios
ante las solicitudes de acceso a la informaciéon
publica.

De todo lo analizado, finalmente, se desprende
que las leyes de acceso a la informacion publica
existentes responden a ciertos criterios: el
derecho de toda persona fisica o moral para
tener acceso a documentos administrativos
generados u obtenidos por el Estado sin
acreditar su personalidad juridica; la
determinacion de los sujetos obligados por la ley
que no corresponde en Iberoamérica a criterios
uniformes, no todas las leyes de acceso tienen
los mismos sujetos obligados.

Y un procedimiento expedito y un recurso de
revision ante las negativas que pueda ejercer el
ciudadano ante uno érgano eficaz y, por su parte
las leyes de proteccion de datos personales
deberian responder a un modelo que tuviera una
serie de principios y derechos reconocidos a favor
del titular de los datos personales y parte de
principios basicos que ya hemos mencionado.

En los casos de tension es importante contar con
un procedimiento para dirimir y lograr el
equilibrio del que hablamos porque se considera

que entre el derecho a la informacion y el
derecho a la proteccion de datos personales no
existe a priori una verdadera colision, pugna o
conflicto, por lo que no debiera dirigirse la
atencion a una realidad filosofica previa, sino
mas bien es necesario que las autoridades
administrativas competentes o bien aquellas
con facultades  jurisdiccionales 0
coasijurisdiccionales en la materia resuelvan de
manera armonica y ad casum la cuestion.

Moderador: José Luis Pinar Manas. Presidente
de la Red Iberoamericana de Proteccion de Datos
Personales.

A continuacion tiene la palabra Maria José
Blanco, para presentar como coordinadora
relatora del documento el referido a viabilidad
de creacién de autoridades de control de
proteccion de datos en Iberoamérica.

Ponente: Maria José Blanco. Subdirectora
General de Registro de Proteccion de Datos
Personales de la Agencia Espanola de Proteccion
de Datos.

El documento de viabilidad de creacion de
autoridades de control en el entorno
Latinoamericano refleja el resultado del grupo
de trabajo creado en la declaracion de Cartagena
de Indias, en el Encuentro Iberoamericano del
pasado ano.

Y parte de la consideracién de que consolidar el
derecho fundamental a la proteccion de datos
exige una contrapartida y es que existan
mecanismos rapidos y efectivos de garantia y
defensa de los ciudadanos en relacion con el
derecho a la proteccion de datos, ya sea de los
poderes publicos o de los particulares.

Partiendo de la conveniencia y necesidad de
disponer de estas autoridades de control, el
documento recoge algunas recomendaciones
dirigidas a los paises de la Comunidad
Iberoamericana en la que se describe un modelo
marco de autoridad con amplios poderes de
control que seria el modelo éptimo de creacién
de una autoridad de control y modelos



alternativos que puedan cumplir estas mismas
funciones, pero con wuna estructura,
competencias y organizacion diferentes, lo
suficientemente flexible para que se pueda
adaptar a cado Estado en funcién de sus
peculiaridades juridicas y sociales.

En el grupo de trabajo los participantes y los
miembros de la Red somos conscientes de las
posibles dificultades econémicas y sociales que
podria dificultar la creacién de una autoridad. Y
por ello propone el documento unas reflexiones
para facilitar la creacion de o6rganos de
proteccion de datos que permitan garantizar
este derecho.

En el documento, en el grupo de trabajo se
realizé un analisis general de la situacion en la
que se pone de manifiesto que los flujos de datos
transfronterizos son necesarios para el
desarrollo comercial y social de los paises
iberoamericanos, que es necesario este flujo de
datos transfronterizos tanto entre empresas
establecidas en diferentes paises de la
comunidad, como entre las administraciones
nacionales con fines de colaboracion.

Se establece, por tanto, necesario impulsar la
racion de medidas que garanticen un nivel de
proteccion de datos adecuado y homogéneo en
todos los paises de la region, para eliminar esas
barreras que en estos momentos podrian estar
impidiendo el desarrollo de este flujo
transfronterizo de datos.

Teniendo en cuenta que hay importantes
diferencias en el nivel de proteccion de datos
entre los paises iberoamericanos y los paises de
la Unién Europea, ahies donde se central el grupo
de trabajo para intentar buscar alternativas a
esta situacion.

Si queremos que los paises de la Comunidad
Iberoamericana garanticen un nivel de
proteccion adecuado respecto a la Unidn
Europea, segtn la Comision Europea la autoridad
de control es un elemento esencial en la
proteccion de los datos personales.

En el documento se reflejan los distintos
modelos de autoridad de control de proteccion
de datos que se centran basicamente en el
modelo europeo, creados segun las previsiones
del Convenio 108 del Consejo de Europa, de 1981,
que luego recoge la Directiva 95 46.

Y las otras caracteristicas de esta autoridad que
preveia ya el Convenio 108 y la Directiva 95 46,
que es el modelo que se transpone en el modelo
espanol, las caracteristicas de esta autoridad es
una autoridad independiente, es el requisito,
quiza, mas importante, debe estar presidida por
un director.

En el caso de la Agencia Espanola de Proteccion de
Datos elegido entre los miembros de un consejo
consultivo, con un mandato de cuatro aios, sus
decisiones sélo pueden ser revocadas por la
Audiencia Nacional; actua con transparencia en
su actividad. Tiene la obligacion de presentar una
memoria anual en el Parlamento todos los anos.
La autoridad de control debe contar con poderes
de supervision para poder realizar investigaciones,
inspecciones y, en su caso, imponer sanciones,
garantiza la publicidad de los tratamientos de
datos personales a través de un registro de
proteccion de datos.

Facilita a los ciudadanos la tutela de sus derechos
y resuelve las denuncias de vulneracion de la
Ley de Proteccion de Datos, y en el caso de la
Agencia Espanola su presupuesto anual esta se
financiado por los presupuestos generales del
Estado y mediante otros sistemas de
autofinanciacion.

Se hace también un estudio de la situacion
latinoamericana, en la que el ejemplo de
autoridades de control es la Direccion Nacional
de Proteccion de Datos de la Republica
Argentina, que se crea con un sistema de
organizacion muy similar al que establece la
directiva de proteccion de datos, y que en base a
esto consigue la decision de adecuacion de la
Comision Europea, decisién por la que se
considera la Republica Argentina como un pais
que ofrece un nivel de proteccion de datos




adecuado. Lo que favorece este flujo de
informacién, de transferencias internacionales
de datos.

El Grupo de Viabilidad establece unas
reflexiones sobre una ponderacion para elegir
un modelo de proteccion de datos, un modelo
de autoridad de control de proteccion de datos y
en base a estos criterios realiza unas
conclusiones en las que se ratifica en el
documento que las autoridades de control
cumplen un rol fundamental en la proteccion
efectiva de los datos personales. Y propone como
modelo de referencia el modelo europeo de
autoridad de control que se describe en el
documento.

No obstante, de acuerdo con las circunstancias
de cada Estado, circunstancias econémicas,
sociales, los proyectos ideales de creacién de
estas autoridades pueden ir precedidos de
soluciones alternativas y complementarias no
excluyentes entre si, y ofrece una serie de
soluciones provisionales. La primera alternativa
es utilizar la estructura administrativa,
constitucional y judicial ya existente, y las
funciones esenciales que debe reunir la
autoridad de control. El grupo plantea que
puedan ser asumidas por érganos
administrativos, constitucionales o judiciales ya
existentes, siempre con la condicion de que
mantengan su independencia en la toma de
decisiones sobre proteccion de datos.

Otra alternativa seria crear organos y
mecanismos complementarios de proteccién en
el ambito publico. El documento hace unas
consideraciones de aquellos Estados en donde
se va a implementar politicas de gobierno
electronico y modernizacion del Estado, se
podria tener en cuenta las implicaciones de
estas politicas en el ambito de la proteccion de
datos, y se propone que cuando un Estado vaya
a adoptar estas politicas, se sopese la posibilidad
de crear supervisores o encargados de proteccion
de datos en este ambito.

También se plantea como una posible solucién,
alternativa, la reestructuracion de 6rganos
administrativos y asistentes, creando nuevas
unidades que no supongan incremento del gasto
publico, pero que si permitan una racionalidad
de los bienes materiales y personales, para
garantizar este derecho fundamental que ha
sido asumido en la Declaracion de Santa Cruz
de la Sierra.

Y por ultimo, ya como ultima alternativa, en el
caso de que no sea posible promover ninguna
de las anteriores, promover una mayor
colaboracion del sector privado; favorecer el
funcionamiento de expertos u oficiales de
proteccion de datos, como medio eficaz de
alcanzar mayores niveles de cumplimento e
incentivar la autorregulacion por los propios
agentes interesados, por ejemplo, a través de
codigos de conducta.

Moderador: José Luis Pinar Manas. Presidente
de la Red Iberoamericana de Proteccion de Datos
Personales.

Y a continuacion tiene la palabra la doctora
Maria Alejandra Sepulveda, Coordinadora
Relatora del Documento sobre Gobierno
Electronico y Telecomunicaciones.

Ponente: Maria Alejandra Sepulveda. Ministerio
de la Secretaria General de |la Presidencia del
Gobierno de Chile.

Realmente junto a Jesus Rubi, Ana Viang, a
Alfredo Chirinoy con la colaboracion de Fernando
Arguello, hemos hecho un trabajo realmente
muy coordinado, a pesar de que cada uno esta
en su propio pais, que se deriva y se desprende
del compartir visiones, del compartir anhelos,
inquietudes, en torno a lo que significa el
desarrollo de las tecnologias de la informacién y
las comunicaciones y la consiguiente
proteccion de datos.



Qué duda que vivimos en un tiempo nuevo, en
un mundo en que las maneras de comunicarnos,
de trabajar, de constituir nuestras comunidades,
de constituir nuestras organizaciones, cambia
de una manera muy rapida y muchas veces dificil
de seguir y de asimilar adecuadamente.

Se contraen los conceptos de espacio y de
tiempo y la forma en que lo vivimos; caen las
fronteras, y es asi como todos nosotros asistimos
a este proceso de globalizacion, pero lo vivimos
de manera distinta, dependiendo de nuestro
desarrollo econémico, del tipo de insercion
internacional que tengamos, de la madurez de
nuestras instituciones, de la cultura de nuestras
comunidades.

Es por ello que nos sentimos nosotros muy
convocados dentro de este mundo nuevo, para
preocuparnos del desarrollo armoénico de la
tecnologiay de la proteccion de los datos, ya que
sabemos que incide directamente en el
desarrollo competitivo de nuestros paises y en
la generacion de un mayor bienestar social para
nuestras comunidades.

Definicion de gobierno electrénico. Nosotros
entendemos el gobierno electronico como el uso
de las tecnologias de la informacion y de las
comunicaciones que hacen los érganos del
Estado, con el objeto de mejorar la atencion y
los servicios prestados a los ciudadanos, la
eficiencia y la eficacia de la gestion de lo
organismos publicos y, a la vez, fortalecer la
transparencia y la participacion de los
ciudadanos.

De este concepto de gobierno electronico se
desprenden los ambitos en que éste se expresa,
que es en atencion al ciudadano. En este ambito
se busca el establecimiento, por medio de la
utilizacion de la tecnologia, de nuevas formas
de relacion entre el Estado, el ciudadano, el
inversionista y el empresario, que permitan
realizar una gestion mas eficaz, mas eficiente y
con independencia del lugar fisico.

El buen gobierno se expresa en la utilizacion de
las nuevas tecnologias, con el objeto de poner
nuevas formas y procedimientos internos de los
servicios que permitan el intercambio de
informacion, compartir recursos y mejorar la
gestion operativa de los mismos.

Y en el desarrollo de la democracia es como
abrimos, a través de las tecnologias de la
informacion, nuevos canales de comunicacion
que promuevan la participaciéon del ciudadano.

Es importante en este punto hacer presente que
el desarrollo del gobierno electrénico tiene como
sentido un proyecto estratégico; es decir, la
incorporacion de las tecnologias por si solas no
bastan. Es necesario un proyecto estratégico y
que se tenga claro cuales son los aspectos
juridicos y tecnologicos que estan asociados a
ese proyecto, como también los culturales y de
capacitacion de los de los distintos funcionarios
publicos.

En nuestro grupo de trabajo abordamos y vimos
todo lo relativo a proteccion de datos, de lo cual
se ha hablado en este Encuentro largamente,
del recurso de la Habeas data, los temas de
privacidad, de seguridad de redes, seguridad de
instalaciones, seguridad de comunicaciones,
seguridad de los documentos electroénicos,
normas estandares, todo lo relativo al acceso, la
brecha digital y su inclusién, lo relacionado con
la institucionalidad, que es necesaria tener para
desarrollar en buena forma al gobierno
electronico, los temas vinculados a la firma
digital y muy fundamentalmente todo lo
relacionado con educacion y con capacitacion,
tanto del ciudadano como de los funcionarios
publicos y, lo concerniente al tema de la
neutralidad tecnolégica.

Ambito de las telecomunicaciones. Aqui
desprendemos de la Declaracion de Cartagena
de Indias que advierte sobre el riesgo en el
tratamiento de los datos personales en el sector
de las telecomunicaciones y se propone la
necesidad de establecer garantias.




¢A qué se refieren estas garantias? A los datos
de trafico, al tratamiento de los datos de
localizacién, a la prestacion de servicios de valor
agregado, a la introduccion de facturas
desglosadas, a servicios avanzados de telefonia,
a guias de abonados a servicios de comunicacion
electronica y a garantias tecnoloégicas. Estos son
los aspectos fundamentales a los que se refiere
el tema vinculado a las telecomunicaciones.

Vamos al tercer tema. El Spam. Consecuencias
del Spam que se analizaron en el grupo de
trabajo.

En primer término atenta contra la intimidad
del ciudadano, viola el derecho de la proteccién
de datos personales, hay un abuso del sistema
de comunicaciones a nivel global, se crean
problemas de seguridad, hay recursos de
Internet utilizados con malos fines, hay
problemas de confiabilidad en la Red que inhibe
al ciudadano para realmente realizar aquellos
tramites que sile van a aportar beneficios, genera
perjuicios econémicos en la Red y tiene costos
generales para la economia global.

De ahi la necesidad de definir politicas y
estrategias tanto  nacionales como
internacionales que nos permitan hacernos
cargo de este tema y de todas sus derivaciones
que seria muy largo detallar.

Finalmente, tenemos multiples desafios desde
el acceso hasta la inter operabilidad y tenemos
mucho camino por recorrer.

Pero lo que si queremos senalarles es que en el
Red estamos comprometidos a avanzar en esta
materia, a profundizarla porque tenemos
claridad de que el desarrollo del gobierno
electrénico y la proteccion de los datos
personales contribuye al desarrollo econémico
sustentable en nuestros paises, a la generacion
de mayor bienestar social para nuestras
comunidades, especialmente para aquellos que
estan aun marginados y rezagados del progreso.

Moderador: José Luis Pinar Manas. Presidente
de la Red Iberoamericana de Proteccion de Datos
Personales.

A continuacién tiene la palabra el doctor Alvaro
Canales para exponernos como relator y
coordinador el documento: Estrategia de la Red
Iberoamericana de Proteccion de Datos.

Ponente: Alvaro Canales. Subdirector General de
Inspeccion de la Agencia Espanola de Proteccion
de Datos Personales.

Creo que va a haber un antes y va haber un
después del IV Encuentro Iberoamericano o de
la Red Iberoamericana de Proteccion de Datos
Personales.

Hablando para todos y no solamente para los
miembros de la Red, como es obvio, en el auditorio
que nos reune hoy aqui, se dan ustedes cuenta
de que el tema de la proteccion de datos de
caracter personal es un tema dinamico; las
tecnologias de la informacion y de las
telecomunicaciones dia a dia nos van
facultando, nos van posibilitando un
tratamiento mas eficiente y mas agil de
nuestros datos personales.

Y estos avances son muy significativos y muy a
valorar, pero creo que la proteccion de datos de
caracter personal tiene como derecho
fundamental que es un ambito que trasciende
a todos los ciudadanos, es un ambito universal y
es un ambito integral.

Ninguno de los que estamos aqui ahora nos
podemos ver sustraidos al tema del derecho
fundamental, porque como ciudadanos, como
clientes, como proveedores, en nuestra vida
diaria se estan tratando datos de caracter
personal por parte de responsables publicos y
empresas privadas y de ese tratamiento de los
datos personales no se infieren resultados
neutrales, resultados que no nos afecten,
resultados que aunque no lo percibamos en un
primer momento no puedan causarnos
trastornos a nuestra vida, a nuestra intimidad, a



nuestro desarrollo de la vida tal y como nosotros
hemos querido configurarla, en un ambiente
individual, en un ambiente familiar, en un
ambiente social de nuestra dimensiéon como
ciudadanos y como personas.

Les quiero manifestar que el documento
estratégico es un documento que prevé que la
organizacion de la Red Iberoamericana es una
organizacion que esta abierta a todos los
sectores.

En este Encuentro de México, por primera vez
en este nacimiento ya se vislumbra que ya no es
un pequeno bebé que da los primeros pasos, sino
que ya es un, yo me atreveria a decir un
adolescente, un mozuelo, una chica, un chico,
que ya empieza a tener una problematica y una
presencia en muchos sectores y, por tanto,
creemos en este documento estratégico que
deben ustedes saber que todos los sectores
pueden estar representados en la Red
Iberoamericana, si bien es cierto que con
diferente presencia, en funcion de que los
representantes que participen en la Red sean
representantes de instituciones nacionales,
sean representantes de instituciones privadas,
universidades o simplemente sean personas
fisicas, particulares que tengan una inquietud y
que quieran estar al tanto del conocimiento de
trabajos y de actividades que tiene la propia Red
Iberoamericana de Proteccion de Datos.

Y en este sentido abierto de la Red, el papel que
ocupa es un papel muy académico, muy
universitario, porque manifiesta el documento
estratégico tres grandes preocupaciones: Una
preocupacion de surtir de informacion a todos
aquellos que pretenden participar de la Red o
que quieren consultar documentos de la Red,
servir también de un asesoramiento técnico y
especifico para el tema de proteccion de datos y
sirve como un foro de debate, porque ni todas
las sociedades tienen un mismo nacimiento y
una misma configuracion a la proteccion de
datos, al honor, a la intimidad, en fin, cada
Constitucion y cada sociedad es diferente y, por
tanto, este Foro de la Red Iberoamericana es un

foro muy enriquecedor en el cual nadie parte en
una postura preeminente respecto de nadie,
cualquiera  puede proponer, porque
legitimamente nadie se le puede negar su propio
modelo y su propia actuacion y su propia
conformacion de como quiere y hasta donde
quiere llegar en materia de proteccion de datos.

Siempre teniendo en cuenta los principios y
garantias que disciplinan comidnmente el
respeto al ciudadano y la consideracion de su
propia voluntad en el tratamiento de los datos
que son propiedad del propio ciudadano.

Los nuevos retos que tiene la red en el
documento estratégico se manifiestan muy
rapidamente, de acuerdo con lo que les he
venido relatando en dos aspectos: Uno
importantisimo es la divulgacion de la cultura
de la proteccion de datos de caracter personal.

No sé si ustedes recuerdan y yo me permito
poner este ejemplo en materia de consumo: no
hace muchos anos, todos los ciudadanos cuando
nos hablaban de los posibles derechos, los
posibles arbitrajes, las posibles sanciones, las
posibles reconvenciones entre un fabricante y
el ciudadano, entre un distribuir, entre un
producto, entre un servicio, entre un producto
financieroy el ciudadano, no lo veiamos del todo,
aunque todos o la mayoria apreciabamos que
iba a ser un avance significativo en lo social y en
las sociedades democraticas desarrolladas.

Pues, bien, en la proteccién de datos la Red
Iberoamericana aporta esta inquietud y
entiende que es la promulgacion y la difusion
de la cultura de proteccion de datos es
fundamental para esas sociedades
democraticas. Y en este sentido, se crea en el
documento estratégico un grupo de impulso
normativo y de armonizacion de la legislacion
en materia de proteccion de datos.

Para finalizar, la Red cree que el documento
estratégico lo recoge, que la Red Iberoamericana
tenga una pagina Web propia dentro de Internet,
actualmente debido a estos dos primeros anos,




la Red Iberoamericana viene ubicando sus
contenidos, sus foros, sus informaciones, sus
estados de situacion en los paises en un apartado
especifico que aparece en la «<home» de |a pagina
Web de la Agencia Espanola de Proteccion de
Datos.

Creo que la mayoria de edad de este proyecto
requiere, y asi lo ha visto y lo ha recogido el
documento estratégico que la Red
Iberoamericana tenga su propia pagina Web y
tenga su propia identidad y su propia dinamica
de funcionamiento y de independencia respecto
de la Agencia Espanola que ha venido, por
decisién de la propia Red, asumiendo la funcion
de Presidencia y Secretaria Permanente de la
propia Red Iberoamericana.

Sin mas, agradeciéndoles en nombre de |a Red a
este maravilloso pais que nos haya acogido tan
calurosamente, doy sinceramente las gracias.




