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1. INTRODUCCION

El tratamiento de datos personales de menores de edad y su utilizacion, entre otros, con fines
publicitarios, es cada vez mas frecuente y ha generado en los tltimos afios un gran debate acerca
de las medidas que deben adoptarse para aumentar su proteccion, y sobre el papel que deben
jugar los representantes legales (en relacion con el consentimiento, acceso a los datos, etc.). A
ello hay que afiadir el desarrollo de la sociedad de la informacién y la posibilidad de acceso
cada vez mas sencilla y frecuente por parte de los menores a las distintas herramientas de

Internet y otras tecnologias de tltima generacion®.

Los riesgos que se derivan de la ingente cantidad de datos que pueden acumularse en la
actualidad, tanto por entidades publicas como por empresas privadas, son por todos conocidos.
Pero, en el caso de los menores, hay que tener en cuenta una serie de factores que hacen que

estos riesgos se incrementen.

En primer lugar, hay que destacar la mayor facilidad para obtener sus datos. La falta de
un completo desarrollo y madurez de los menores hace que estos no sean del todo conscientes
de los riesgos o de la vulneracion que para sus derechos puede suponer el proporcionar
informacién personal. Ademas, la propia personalidad en la adolescencia, mas propensa a
asumir riesgos, conlleva que no siempre se pongan reparos a la hora de facilitar datos
personales. Por ello, los menores suelen proporcionar datos a terceros sin que esto les preocupe

o moleste en especial, como si sucederia en muchos casos con los adultos.

* Profesora de Derecho civil de la Universidad de Murcia (Espaiia).

! Este trabajo se enmarca dentro del proyecto de investigacion financiado por el Ministerio de Ciencia e
Innovacion espafiol: “Los desafios juridicos de Internet para la proteccion de los datos personales: hacia un marco
normativo de tercera generacion” (ref. DER2009-09157).

% Segiin encuestas del Eurobarometro de 2008, en Europa el 75% de los nifios usan Internet y el numero es cada
vez mayor entre los mas pequeiios (6-10 afios), que llega al 60% (vid. el estudio financiado por la Union Europea: EU
Kids Online: Final Report, 2009).


www.juridicas.unam.mx

Por otra parte, esta falta de desarrollo o desconocimiento del menor puede ser
aprovechado para obtener informacion no sélo respecto del propio menor, sino sobre terceras
personas, en particular sobre la familia (situacion economica, religion, etc.). La informacion

tanto del menor como de su familia se suele obtener a cambio de premios, acceso a juegos, etc.

Igualmente, la inmadurez o inexperiencia del menor lo hace mas vulnerable frente a la
publicidad, en especial, cuando se trata de publicidad engafiosa. Los menores no siempre
disponen de los elementos necesarios para comprender esa parte de exaltacion, a veces
exagerada, del producto, o para defenderse frente a una publicidad muchas veces agresiva, y su

credulidad puede ser explotada por terceros.

Junto a todo esto, el hecho de disponer de datos de las personas desde edades tempranas
abre una gran puerta a la creacion de perfiles de personalidad detallados, que pueden ser

explotados y ampliados a lo largo de su vida.

En el caso del tratamiento de datos a través de Internet, a los problemas anteriores hay
que afadir la brecha generacional en el dominio de las nuevas tecnologias, que hace a los
menores mucho mas duchos en el manejo de éstas que sus padres, lo que dificulta su tarea de

educacion, control y proteccion del menor.

Los problemas especificos en el tratamiento de los datos personales de los menores
derivan, como vemos, de su falta de plena capacidad y de tratarse de personas en formacion, que
precisan, por ello, de una especial proteccion. No obstante, la legislacion en materia de
proteccion de datos no se ha preocupado, hasta fechas recientes, de este sector de la poblacion,

aplicandosele sin mas las reglas generales sobre proteccion de datos.

En efecto, las Directivas europeas en la materia (Directiva 95/46/CE, de 24 de octubre;
Directiva 2002/58/CE de 12 de julio) no mencionan de manera expresa la proteccion de datos de
los menores de edad. Tampoco lo hace la Ley Organica de Proteccion de Datos Personales
espafiola. Ha sido el Reglamento de desarrollo de esta Ley del afio 2007 el que ha incluido una
regulacion con caracter general del tratamiento de los datos personales de los menores de edad
en su articulo 13. Pero, evidentemente, la regulacion que se contiene en el articulo 13 del
Reglamento espaiiol no surge de la nada. Este precepto tiene en cuenta los estudios y trabajos
previos llevados a cabo sobre todo por los organismos y grupos de trabajo internacionales en

materia de proteccion de datos.

En este articulo analizaremos, en primer lugar, los textos que a nivel internacional han

abordado la proteccion de los datos personales de los menores de edad, principalmente en los
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EUA y en la Unién Europea, y que sirven de guia para la regulacion de esta materia.
Posteriormente, nos centraremos en los requisitos que ha introducido la legislacion espafiola
para el tratamiento de los datos de los menores, y que son aplicables de cara a su utilizacion con

fines publicitarios.

2. LA REGULACION EN EUA: LA CHILDREN'S ONLINE PRIVACY PROTECTION
ACT

Los Estados Unidos de Norteamérica promulgaron en 1998 la Children’s Online Privacy
Protection Act (COPPA). Fue una de las primeras normas a nivel internacional dedicadas a la
proteccion de la informacion personal de los menores de edad, y constituye un modelo de

referencia a la hora de abordar la regulacion de esta materia.

La COPPA regula el tratamiento por parte de los sitios web de los datos personales de los
menores de 13 afios de edad, estableciendo una serie de mecanismos para que los padres puedan
controlar la informacion personal que se recaba de sus hijos. Esta Ley tiene su origen en un
informe realizado en el afio 1996 por la asociacion Center for Media Education (cuyo titulo era
“Web of Deception: Threats to Children from Online Marketing”), en el que se analizaban las
practicas de recogida de datos de menores en Internet. Como consecuencia de este informe, se
inicio por parte de la Federal Trade Commision (Comision Federal de Comercio, en adelante,
FTC) una campaiia de supervision, que puso de relieve la existencia de numerosos defectos en
el tratamiento de datos personales de menores (ausencia de politicas de privacidad, de
consentimiento parental, etc.), y que derivdo en una peticion al Congreso para regular esta
materia. En octubre de 1998 se aprobo la COPPA, que se desarrolla mediante unas normas
promulgadas por la FTC en noviembre de 1999, y que entran en vigor el 21 de abril de 2000

(“Children’s Online Privacy Protection Rule”)’.

La COPPA estadounidense se aplica unicamente a los datos personales recabados online
de los menores por debajo de los 13 afios de edad’. Respecto al ambito subjetivo de aplicacion,

la Ley afecta a los operadores de sitios web dirigidos a menores, asi como a webs dirigidas a un

3 Puede consultarse tanto el texto de la Ley como su normativa de desarrollo aprobada por la FTC en
http://www ftc.gov/privacy/privacyinitiatives/childrens_Ir.html

* También se contienen en la Ley y sus normas de desarrollo (Sec.1302 (8) de la COPPA y § 312.2 de las normas
de desarrollo) una definicion de “personal information” o datos personales a los efectos de su aplicacion. Esta
incluiria: el nombre; direccion; correo electronico; teléfono; n°. de la Seguridad Social; informacion que el menor
revele sobre si mismo o su familia y que se asocie a los anteriores datos; cualquier otro dato identificador que, segiin
la FTC, permita contactar (presencial o virtualmente) con una persona y que se recabe via online. Por lo tanto, el
elemento clave para considerar que estamos ante un dato personal protegido por la Ley es que permita identificar y
con ello contactar con una persona. Se excluye, en cambio, datos (como por e¢j., una direccion IP) que no estén
asociados a informacion personal.



publico en general que tengan un ‘“conocimiento efectivo” de que estan tratando datos
personales de dichos menores. Ese “conocimiento efectivo” se puede adquirir, por ejemplo, si se
recaba la edad o fecha de nacimiento de la persona. En cualquier caso, la COPPA no obliga a
estos operadores de webs genéricas a comprobar la edad del usuario que facilita sus datos

personales.

Los principios que establece la COPPA para el tratamiento de los datos personales de los
menores en los supuestos descritos anteriormente son los siguientes: 1) Es necesario dar
publicidad de las politicas de privacidad sobre el tratamiento de datos de los menores; 2) Hay
que informar y obtener el previo consentimiento de los padres o representantes legales del
menor para el tratamiento de sus datos personales; 3) Se reconoce a los padres el derecho a
acceder y conocer los datos personales recabados del menor, solicitar la cancelacion de los
mismos y rechazar cualquier recogida o tratamiento posterior, debiendo establecerse los
mecanismos para ejercitar estos derechos; 4) Se prohibe condicionar la participacion de un
menor en un juego, la obtencion de un premio o cualquier otra actividad a la comunicacion de
mas datos de los necesarios para tomar parte en dicha actividad; 5) Es necesario adoptar
mecanismos de proteccion de la confidencialidad, seguridad e integridad de los datos personales

de los menores.

Tanto la Ley como sus normas de desarrollo hacen especial hincapié en el primero de los
principios sefialados, esto es, el de la publicidad de las politicas de privacidad sobre el
tratamiento de datos de los menores’. Se dispone, asi, que las politicas de privacidad deben estar
redactadas de forma clara y comprensible, el enlace a las mismas debe encontrarse en la pagina
principal y en cada una de las paginas en las que se recaben datos personales de los menores,
debiendo ser dicho enlace claro y facilmente visible en estas paginas (no lo seria, por ej., un
enlace en letra muy pequefa), y, ademas, se establece su contenido minimo obligatorio
(identificacion del operador, datos personales que se solicitan y forma en que se recaban,

finalidad para la que seran tratados, etc.).

Otro de los elementos fundamentales de la Ley es la informacion y consentimiento de los
representantes legales. El operador del sitio web debe informar a los padres sobre su intencion
de recabar datos personales del menor, sobre el contenido obligatorio de las politicas de

privacidad al que se acaba de hacer referencia, asi como de los mecanismos para prestar el

5 Vid. § 312.4 de las normas de desarrollo de la FTC.
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consentimiento. También debera informar de cualquier modificacion posterior en las

.. . 6
condiciones del tratamiento’.

Antes de recabar o ceder datos personales del menor, se debe contar con el
consentimiento de los representantes legales’. Para ello, los operadores de sitios web deben
realizar “esfuerzos razonables”, teniendo en cuenta la tecnologia disponible, para conseguir el
consentimiento parental y asegurar que la persona que lo presta es el progenitor del menor®. Las
vias para conseguir este consentimiento de forma “verificable” es uno de los aspectos mas
polémicos de la Ley. La FTC ha propuesto una serie de mecanismos que varian segun el uso
que se pretenda dar a los datos personales de los menores (o que se ha denominado “sliding

scale™).

De esta manera, cuando los datos recabados van a utilizarse unicamente para fines
internos de la propia empresa (por ¢j., envio de comunicaciones o publicidad al menor) y no se
van a comunicar a terceros, se admite un método sencillo (denominado “email plus”): el
consentimiento del progenitor a través de un correo electronico (conforme a la direccion
proporcionada por el propio menor), unido a otros mecanismos adicionales para asegurarse de
que ha sido éste quien ha otorgado el consentimiento (ej., solicitando confirmacion a través de
otro e-mail, carta o llamada telefonica). En cambio, se establecen mecanismos mas exigentes si
los datos van a ser comunicados a terceros o publicados en una web: entre otros, enviar al
progenitor un documento de consentimiento para su firma y posterior remisioén por correo o fax;
la utilizacién por el progenitor del numero de una tarjeta de crédito en relacion con una
transaccion, mediante una llamada del progenitor a un teléfono gratuito encomendado a
personal entrenado al efecto (para distinguir voces o contestaciones adultas); o a través de

correo con firma electronica’.

©§312.4 (c) de las normas de desarrollo de la FTC.

7 Salvo que concurra alguna de las excepciones previstas por la COPPA al consentimiento parental previo (Sec
1303 (b) (2) de la COPPA; y § 312.5 (c) de las normas de desarrollo de la FTC). Asi, por ¢j., se pueden recabar los
datos de nombre y correo electronico para poder solicitar el consentimiento de los padres; se puede tratar la direccion
de correo electronico del menor para contestar a una Unica solicitud del mismo, si después se borra la informacion
(“one-time contact exception”); o también cuando dicha solicitud del menor requiere mas de una contestacion
(aunque en este caso es necesario informar a los padres para que puedan oponerse al tratamiento; ej., para enviar un
boletin informativo); también se pueden recopilar datos del menor para proteger su seguridad, la del sitio web o para
el cumplimiento de obligaciones legales impuestas al sitio web o a peticion judicial.

8 Vid. § 312.5 (b) de las normas de desarrollo de la FTC.

® Un andlisis de los principales aspectos de esta Ley y los problemas de aplicacion de los sistemas de verificacion
de edad y obtencién del consentimiento parental, puede consultarse en WARMUND, J., “Can COPPA work? An
analysis of the parental consent measures in the Children’s Online Privacy Protection Act”, Fordham Intellectual
Property, Media and Entertainment Law Journal, Autum 2000; SKOZA, B./THIERER, A., COPPA 2.0: The New
Battle over Privacy, Age Verification, Online Safety & Free Speech, The Progress & Freedom Foundation, June
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Por altimo, la COPPA recoge unas normas de “puerto seguro” (“safe harbor™), en las que
se potencia la autorregulacion por parte de la industria. De esta manera, las empresas o grupos
de empresas pueden presentar a la FTC para su aprobacion codigos autorregulatorios (“Self-
regulatory Guidelines™) en los que se concreten los criterios para el tratamiento de los datos
personales de menores de edad. Una vez aprobado el Cdodigo por la FTC, su aplicacion por parte

de una empresa debe asegurarle el cumplimiento de las obligaciones establecidas en la COPPA.

De entre los Cddigos aprobados por la FTC, destaca el primero de ellos (aprobado en
enero de 2001), presentado por la Children’s Advertising Review Unit (CARU)". Se trata de un
codigo de buenas practicas impulsado por la industria de la publicidad, y que pretende regular la
que se dirige a los menores por cualquier medio''. Su wltima versién es del afio 2009. En él se
recogen, por un lado, una serie de principios aplicables a la publicidad dirigida a los menores en
general, y con los que se pretende evitar que la publicidad explote la inexperiencia o falta de
madurez del menor'”. Ademés, dispone de una seccion especifica sobre privacidad online de los
menores, en la que se recogen los principios establecidos en la COPPA y se detallan cuestiones
como los mecanismos de verificacion de edad y los enlaces entre webs. Asi, por ejemplo, se
establece la obligacion de informar de forma clara y detallada en la web sobre los datos que se
van a recabar y los mecanismos que se utilizaran para ello (directos o indirectos), las finalidades
del tratamiento, si se van a comunicar a terceros, la obligacion de obtener el consentimiento de
los representantes legales del menor, la prohibicion de que se recaben mas datos de los
necesarios para la actividad de que se trate, etc. Las webs en las que es previsible un nimero
significativo de usuarios menores de edad deberan incorporar pantallas de verificacion de edad,
establecidas de forma neutral (en cuanto a las preguntas que se realicen'”), junto con otros
medios tecnoldgicos que aumenten su eficacia (ej. uso de cookies que eviten dar marcha atras

para modificar la edad una vez denegado el acceso al menor).

103

2009; JASPER, M.C., Privacy and the Internet: Your expectations and rights under the law, Oxtord University Press,
New York, 2009, p. 57 y ss.

19 Actualmente hay aprobados cuatro codigos autorregulatorios. Puede consultarse la informacion al respecto en
http://www ftc.gov/privacy/privacyinitiatives/childrens_shp.html.

"' El Cédigo se denomina “Self-Regulatory Guidelines for Children’s Advertising” y puede consultarse en
http://www.caru.org/guidelines/.

12 Por ¢j., se hace mucho hincapié en la forma en que debe presentarse la publicidad para que no induzca a error
al menor sobre qué es lo que se presenta y en que la informacion se adapte a su capacidad de entendimiento, en no
animar al menor a que pida a sus padres o terceros la compra de un producto, o en otras medidas de presion para la
compra (mediante la utilizacion de palabras como “cémpralo ya”, “cuesta s6lo...”), en los requisitos para el uso de
personajes famosos en la publicidad a menores, de los “Kid’s Club”, etc.

13 Se trata de que las preguntas que se realicen estén destinadas a conocer la edad real del usuario, y no se
redacten de tal forma que pretendan evitar la aplicacion de la Ley. Por ¢j., permitiendo que el usuario establezca su
edad real, en lugar de poner casillas predeterminadas del estilo “tengo mas de 12 afios”, etc. Se sigue con ello las
indicaciones que habia dado la FTC sobre el tema.



La CARU realiza ademas una labor de revision, evaluando las webs dirigidas a menores,
para comprobar que cumplen con la COPPA y su normativa de desarrollo. Si detecta
violaciones de la legislacion, lo pone en conocimiento del sitio web en cuestion y, en caso de
que no se rectifique, lo notifica a la FTC para que se inicien las acciones oportunas de

responsabilidad'.

3. EL TRATAMIENTO DE LOS DATOS PERSONALES DE LOS MENORES EN LA
UNION EUROPEA

Como hemos sefialado anteriormente, las principales Directivas europeas en materia de
proteccion de datos (Directiva 95/46/CE, de 24 de octubre, de proteccion de las personas frente
al tratamiento de sus datos personales y a la libre circulacion de estos; Directiva 2002/58/CE de
12 de julio, sobre privacidad y comunicaciones electronicas) no contienen una regulacion
especifica del tratamiento de los datos personales de los menores de edad. Pero ello no significa
que esta materia no sea objeto de atencion. En particular, las autoridades de control en materia
de proteccion de datos de los Estados miembros, a través de diversos grupos de trabajo, han
abordado la problematica que plantea el tratamiento de los datos de los menores en distintos
ambitos. Aqui vamos a centrarnos en dos de estos grupos de trabajo: el denominado Grupo de
Berlin (International Working Group on Data Protection in Telecomunications, en adelante,

IWGDPT) y el Grupo de Trabajo del Articulo 29 (en adelante, GdT).

3.1. El Grupo de Berlin

El IWGDPT se creo a instancia de la autoridad de control del Lander de Berlin, donde
tiene su sede, por lo que se le conoce también como “Grupo de Berlin”. Su objetivo principal es
el estudio de las implicaciones que tienen las telecomunicaciones en la intimidad y la proteccion
de los datos personales de los individuos. En marzo de 2002, en el marco del 31° Encuentro del
Grupo de Trabajo, se adoptd en Auckland (Nueva Zelanda), el Documento de Trabajo: “La

privacidad de los menores en Internet: El papel del consentimiento parental”"”. Como su nombre

14 Esto fue, por ¢j., lo ocurrido en el caso de la empresa UMG Inc., que se saldé con una sancion de $400.000 por
incumplimiento de la COPPA. La CARU denunci6 a esta empresa discografica que disponia de diversas webs de
promocion de sus productos. Alguna de ellas estaba dirigida a menores (por las estrellas del pop y las actividades que
contenia), y las webs genéricas recababan el dato de fecha de nacimiento, por lo que tenian un “conocimiento
efectivo” de que trataban datos de menores, sin consentimiento previo de sus representantes legales.

'S Puede consultarse en http://www.datenschutz-berlin.de/content/europa-international/international-working-
group-on-data-protection-in-telecommunications-iwgdpt
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indica, en €l se analiza cuando es necesario contar con el consentimiento de los representantes

legales del menor para el tratamiento de sus datos personales en el contexto de Internet.

Ante todo, el Grupo de Trabajo reconoce en dicho documento la dificultad de establecer
unos estandares sobre consentimiento parental de forma clara y practica, aplicables
internacionalmente. Por un lado, determinar cuando el consentimiento de los padres es preciso
atendiendo a la madurez del menor no es viable en el contexto de Internet, en el que dificilmente
se puede analizar dicha circunstancia. Por otro lado, acudir a la edad como criterio objetivo
plantea también el problema de su comprobacion por este medio. En cualquier caso, se sefiala
que el consentimiento parental s6lo debe entrar en juego cuando sea necesario para representar
los intereses mas favorables del menor, evitando que se convierta en un mecanismo de control
parental en circunstancias donde la intervencion de los padres no es necesaria. Igualmente se
destacan los problemas que en la practica plantea el hecho de que el consentimiento parental,
cuando éste sea preciso, debe ser verificable. Ahora bien, la dificultad de obtener un
consentimiento parental verificable no debe llevar a estandares menos restrictivos que puedan
colocar en riesgo a los menores. Se trata de una obligacién que debe asumir el responsable del

tratamiento si quiere recabar datos de menores.

En el documento se establecen una serie de recomendaciones para el tratamiento online
de los datos personales de los menores de edad. Es importante destacar que en dicho documento
se entiende por menor el individuo por debajo de los 16 afios de edad. En relacion con estos
menores se establecen, entre otras, las siguientes recomendaciones: obtencion del
consentimiento verificable de los representantes legales del menor, tanto para el tratamiento,
como para la cesion o difusion publica de sus datos; la informacién o publicidad dirigida a los
menores no debe explotar su falta de experiencia o credulidad; no debe incitarse a los menores a
que divulguen sus datos personales a cambio de regalos o similares; no debe utilizarse al menor
para obtener informacion de terceros (ej. padres); los menores puede dejar sin efecto el
consentimiento prestado por sus representantes legales una vez alcancen la madurez suficiente

para decidir por si mismos'’.
3.2. El Grupo de Trabajo del Articulo 29

Este Grupo se cred en virtud del articulo 29 de la Directiva 95/46/CE, describiéndose sus

funciones en el articulo 30. Se trata de un organismo de la UE, con caracter consultivo e

' Un analisis del documento puede consultarse en GOMEZ-JUAREZ SIDERA, 1., “La proteccion de los datos
del menor como e-consumidor”, en COTINO HUESO, L. (coord.), Consumidores y usuarios ante las nuevas
tecnologias, Tirant lo Blanch, Valencia, 2008, p. 729 y ss.
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independiente, para la proteccion de la intimidad y los datos personales de los ciudadanos,
formado, entre otros, por las autoridades de control en materia de proteccion de datos de los
Estados miembros. A pesar de su caracter meramente consultivo, goza de gran autoridad y
reconocimiento en esta materia. De ahi que sus documentos de trabajo marquen las pautas de

actuacion en las principales cuestiones que afectan a la proteccion de datos.

El GdT ha abordado tangencialmente el tema de los menores en distintos documentos de
trabajo'’. Asi, principalmente, el Dictamen 3/2003, relativo al Codigo de conducta europeo de la
FEDME sobre comercializaciéon directa; el Dictamen 5/2005, sobre geolocalizacion; el

Dictamen 3/2007, sobre visados y biometria; o el Dictamen 5/2009, acerca de las redes sociales.

Pero, ademas, ha elaborado un documento especifico en el que se analiza con caracter
general el tratamiento de los datos personales de los menores: el Documento de trabajo 1/08, de
18 de febrero (WP 147), sobre la proteccion de datos personales de los nifios (Directrices
generales y el caso especial de los colegios). Vamos a analizar a continuacion las ideas basicas

contenidas en algunos de estos documentos.
3.2.1. EL CODIGO DE CONDUCTA EUROPEO SOBRE LA COMERCIALIZACION DIRECTA

Consideramos de especial trascendencia este Cdodigo en la medida en que recoge un
conjunto de buenas practicas a nivel europeo en el tratamiento de datos personales para la
industria del marketing directo. Este Cdodigo fue analizado en el Dictamen 3/2003, de 13 de
junio (WP 77), en el que se destaca la importancia de la proteccion de los menores en cuanto
consumidores, y se considera que las medidas incorporadas al Codigo para su proteccion
ofrecen suficiente valor afiadido. No obstante, aconseja el GdT seguir desarrollando estas
medidas para el contexto de la recogida de datos en linea, en donde la proteccion de los menores

es fundamental, y para ello sefiala como modelo el de la COPPA estadounidense.

Este desarrollo se llevd a cabo a través de un Anexo, que fue objeto de revision por el
GdT a través del Dictamen 4/2010, de 13 de julio (WP 174). En el apartado sexto de este Anexo
se recogen una serie de medidas para la proteccion de los menores. Entre ellas, se sefialan
algunas basicas, como la obligacion de contar con el consentimiento de los representantes
legales del menor para el tratamiento de sus datos (cuando éste no tenga capacidad para prestar
dicho consentimiento de conformidad con la legislacion nacional aplicable), o la prohibicion de
obtener datos de otros miembros de la familia o de terceros a través del menor (salvo los datos

de los representantes legales con la finalidad de obtener el consentimiento parental). Pero

'7 Pueden consultarse en http:/ec.curopa.eu/justice/policies/privacy/workinggroup/index_en.htm
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ademas, destacan otras, como la de considerar ilicito solicitar al menor la revelacion de datos
sensibles (tales como origen racial, étnico, religion, opiniones politicas, datos de salud, vida
sexual, o situacion financiara del propio menor o de terceros) sin previo consentimiento
parental; o incentivar al menor para que proporcione datos personales con fines publicitarios a

cambio de premios o de participar en juegos, sorteos, etc.

En cualquier caso, el propio Anexo remarca que corresponde al responsable del
tratamiento adoptar las medidas que garanticen de modo efectivo, usando esfuerzos razonables,
la edad del menor y la autenticidad del consentimiento prestado por los representantes legales,
eso si, teniendo en cuenta que no existe a dia de hoy un método facilmente accesible y aceptado

universalmente de verificacion de edad en Internet.

3.2.2. LA GEOLOCALIZACION DE MENORES

Este tema se aborda en el Dictamen 5/2005, de 25 de noviembre (WP 115), sobre el uso
de los datos de localizacion con vistas a prestar servicios de valor afiadido. En él se dedica un
apartado especifico al tema de la localizacion de menores como servicio que se puede ofrecer a
los padres a través, por ej., del uso de los teléfonos moviles. EI GdT destaca la necesidad de
mantener en este tema un equilibrio entre los distintos intereses y derechos en juego, de manera
que el deseo de los proveedores de servicio de posicionarse en un mercado en expansion no
ponga en riesgo principios basicos en materia de proteccion de menores, como “el interés
superior del nifio” o su derecho a la intimidad. Y es que, como sefiala el GdT, con este tipo de
servicios se corre el riesgo de perturbar las relaciones normales de confianza mutua entre padres
e hijos, ademas del peligro de acostumbrar a las personas desde edades muy tempranas a estar
permanentemente controlados, de manera que cuando sean adultas ya no lo perciban como una
intromision en sus derechos. De ahi que el documento aborde el tema del consentimiento del
menor a ser objeto de localizacion, asi como la necesidad de garantizar la identificacion y

restringir el servicio a los padres.

En cualquier caso, es de alabar que el documento avise ya sobre la necesidad de controlar
el uso de estas herramientas tecnoldgicas que afectan de forma importante a la intimidad y

autonomia, por lo que a nosotros interesa, de los menores.

3.2.3. REDES SOCIALES

El Dictamen 5/2009, de 12 de junio (WP 163) aborda el tema de las redes sociales en
linea, de enorme actualidad y que estd planteando grandes retos para la proteccion de la

privacidad de las personas. En el documento se recogen medidas que intentan garantizar el
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cumplimiento del Derecho comunitario por parte de los proveedores de SRS (servicio de red
social), en la medida en que son responsables de tratamientos de datos. En este sentido, se
establecen una serie de obligaciones para los SRS, como la de informar a los usuarios sobre su
identidad, vias de captacion de datos personales y finalidades del tratamiento, establecimiento
de parametros de confidencialidad por defecto respetuosos con la intimidad, recomendar a los
usuarios no introducir informacion o imagenes de terceros sin su consentimiento, no tratar datos
sensibles sin consentimiento expreso, suprimir los datos personales con la actualizaciéon o
supresion de la cuenta y establecer periodos maximos de conservacion para las cuentas

inactivas, etc.

Pero, ademas, en la medida en que los menores constituyen un importante numero de
usuarios de estos servicios, deben adoptarse acciones especificas para su proteccion, con el fin
de limitar los riesgos que para su intimidad conlleva el uso de estas herramientas. No hay que
olvidar que el principio rector del “interés superior del menor” esta igualmente presente en el

ambito de las redes sociales.

Ante las dificultades para la comprobacion de la edad y la prueba del consentimiento
parental, el GdT propone adoptar una estrategia pluridimensional para abordar la proteccion de
los datos de los menores en este ambito. Esta estrategia incluiria iniciativas de sensibilizacion (a
través de los distintos agentes implicados en el ambito escolar), tecnologias que mejoren la
proteccion de la intimidad (parametros por defecto respetuosos con la intimidad, programas
informaticos de verificacion de edad...), autorregulacion por la propia industria (a través de
Cédigos de buenas practicas que incluyan medidas de ejecucion eficaces y sanciones
disciplinarias), y medidas legislativas ad hoc que desalienten practicas desleales y fraudulentas.
En particular, se considera como tratamiento justo y legal contar con el consentimiento previo
de los padres antes del registro o no pedir datos sensibles. Pero son especialmente interesantes
dos de las medidas propuestas: el establecer grados de separacion adecuados entre las
comunidades de de nifios y adultos'®, y el no realizar comercializacion directa destinada

’ 19
espec1ﬁcamente a menores .

'8 Con lo que se pretende conseguir una mayor seguridad de los primeros, reduciendo en la medida de lo posible
los contactos “peligrosos”, pero sin eliminar la relacion con los adultos necesaria para su formacion.

1% Ademas de este dictamen, en el ambito de las redes sociales es importante tener en cuenta los “Principios de la
Unién Europea para Redes Sociales mas seguras”, promovidos por la Comisiéon Europea a modo de Codigo
autorregulatorio, y que han sido adoptadas en el afio 2009 por veinte de las principales redes sociales que operan en
Europa. En ¢l se contienen siete principios basicos, que tienen como finalidad aumentar la seguridad de los menores
en el uso de las redes sociales. Adicionalmente, la Comisién ha promovido una evaluaciéon por expertos
independientes sobre la implementacion de estos principios por los operadores firmantes. Las conclusiones de esta
evaluacion se hicieron publicas en febrero de 2010, y han dado lugar a ciertas modificaciones por parte de las redes
sociales para adecuarse a los defectos de cumplimiento sefialados en el informe. Puede consultarse la documentacion

108



3.2.4. DIRECTRICES GENERALES EN EL TRATAMIENTO DE LOS DATOS DE LOS MENORES Y

EN EL AMBITO ESCOLAR

Como se ha sefialado anteriormente, el GdT adopté un documento en el afio 2008 en el
que se analiza con caracter general el tratamiento de los datos personales de los menores y su
aplicacion al ambito escolar. Se trata del Documento de trabajo 1/08, de 18 de febrero (WP
147), sobre la proteccion de datos personales de los nifios (Directrices generales y el caso
especial de los colegios)™. Con él se pretende reforzar el derecho fundamental de los nifios a la
proteccion de sus datos personales, y recoge de una manera estructurada los principios
fundamentales para la proteccion de los datos de los menores, para posteriormente aplicarlos

especificamente al ambito escolar.

En el documento se sefialan, por un lado, los principios fundamentales que rigen en
materia de proteccion de menores, y que se contienen en los principales instrumentos
internacionales sobre la materia (entre otros, el Convenio de la ONU sobre los derechos del nifio
de 1989) y, por otro, su aplicacion al ambito de la proteccion de datos, a la vista de los
principios basicos en la materia que se contienen en la Directiva 95/46/CE. Por tltimo, se ilustra

. , . 21
con referencias al ambito escolar”.

Por lo que se refiere a los principios fundamentales para la proteccion de los menores,
incorporados actualmente a la mayor parte de las legislaciones nacionales, destaca el “interés
superior del nifio” como principio rector en la materia. Ademas, se sefialan la necesidad de una
mayor “proteccion y cuidado”, al tratarse de personas en formacion; la titularidad en cuanto
seres humanos de los derechos fundamentales, entre ellos, del derecho a la intimidad; la
“representacion legal” para el ejercicio de sus derechos, representacion que debe estar adaptada
al grado de madurez del menor, de manera que vaya adquiriendo una mayor capacidad
conforme aumente su desarrollo fisico y psicoldgico; y el “derecho a ser oido” en las cuestiones
que le afecten. Como sefiala el propio documento, estos principios se aplican igualmente en el
ejercicio de los derechos a la proteccion de datos. Se ponen como ejemplos, entre otros, el
relativo al consentimiento, que dara lugar a distintas soluciones atendiendo al grado de madurez
del menor (desde la mera consulta, al consentimiento paralelo de representante y menor, y el

consentimiento Unico del menor cuando sea maduro para el acto de que se trate). Ademas, una
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al respecto en la siguiente direccion:
http://ec.europa.eu/information_society/activities/social_networking/eu_action/selfreg/index_en.htm

20 Que posteriormente da lugar al Dictamen 2/2009, de 11 de febrero (WP160), sobre la proteccion de los datos
personales de los nifios (Directrices generales y especial referencia a las escuelas).

21 Un amplio analisis de este documento puede consultarse en PEREZ LUNO, A.E., “La proteccion de los datos
personales del menor en Internet”, Revista Espaiiola de Proteccion de Datos, n° 5, julio-diciembre 2008, p. 44 y ss.



vez que ha alcanzado la mayoria de edad, podra dejar sin efecto el consentimiento prestado por
su representante para el tratamiento de sus datos. También destaca el documento el posible
conflicto entre el derecho a la intimidad y el interés superior del menor, que en ciertos casos
puede implicar que el primero ceda ante el segundo (ej., respecto a datos médicos, cuando un
servicio de bienestar juvenil necesite informacion de un menor en caso de abusos; o la
informacion proporcionada por un profesor a un trabajador social par proteger al nifio fisica o

psicologicamente).

En cuanto a los principios en materia de proteccion de datos recogidos en la Directiva
95/46/CE y su coordinacién con los anteriores, analiza el documento el de calidad de los datos,
legitimidad, seguridad y los derechos del interesado en esta materia. Asi, por ejemplo, en
relacion con la calidad de los datos y atendiendo al desarrollo constante de los nifios, se hace
hincapié en la obligacion de mantener los datos actualizados, o en el “derecho al olvido”, con la
correspondiente cancelacion de la informacidn, que cobra especial relevancia cuando se trata de
menores. En relacion con la legitimidad, deben tenerse presentes los principios del interés
superior del nifio y la representacion. La actuacion del representante legal a la hora de otorgar el
consentimiento debe estar guiada en todo momento por el interés superior del menor. No
obstante, en determinados casos el menor puede ser lo suficientemente maduro como para
decidir por si mismo y, en consonancia, permitir el tratamiento de sus datos (ej. en un contexto
médico). Por otra parte, son de especial trascendencia el derecho a la informacion y el derecho
de acceso. El documento sefiala que la informacion que se preste a los menores debera estar
adaptada a sus capacidades de comprension, expresandose en un lenguaje sencillo y conciso, y
presentada en el lugar y momento correctos (ej., en un entorno online, en pantalla antes de
recabar la informacién). En cuanto al derecho de acceso a los datos personales, se analiza el
aspecto especialmente problematico de quién puede ejercitarlo. Normalmente seran los
representantes legales, aunque dependiendo del grado de madurez, puede ejercitarse junto con el
menor o éste por si solo. En determinados contextos (ej. ambito médico o datos sexuales), puede
plantearse la posibilidad de que los menores se opongan al acceso por parte de sus
representantes legales. En la solucién habra que tener en cuenta los distintos intereses de las

partes implicadas y, en especial, el interés superior del nifio.

Por altimo, el documento estudia de forma especial el tema de la proteccion de los datos
de los menores en el ambito escolar. En concreto, se recogen los principios aplicables a los
ficheros de alumnos, sefialandose, entre otras cuestiones, los limites a la publicacion de los
resultados escolares. También se analizan distintas cuestiones sobre proteccion de datos
relacionadas con la vida escolar. Asi, por ejemplo, la utilizacion de datos biométricos para el

control de accesos (que, en determinadas situaciones, puede considerarse desproporcionada,
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debiendo tener los padres un método sencillo para oponerse al tratamiento); el uso de
videovigilancia con fines de seguridad (que debera responder de manera especial al principio de
proporcionalidad, de manera que s6lo deben instalarse cuando el objetivo no se pueda conseguir
con un método menos intrusivo, y debera hacerse en lugares o momentos que menos afecten al
derecho a la intimidad -ej., en las entradas o salidas del colegio, en horarios no lectivos, etc.-); la
utilizacion de fotografias de los menores (que debera contar con su consentimiento o el de sus
representantes legales); o el uso de los teléfonos moviles (advirtiendo a los alumnos sobre las
infracciones que para el derecho a la intimidad de terceros pueden suponer las grabaciones de

video, audio o fotografias).

En conclusion, el documento destaca como la proteccion eficaz de los datos personales de
los menores implica la aplicacion de la legislacion sobre proteccion de datos a la vista del
“interés superior del menor” y el resto de principios contenidos en los Convenios
internacionales de protecciéon de menores. El documento hace especial hincapié en el ambito
escolar, no s6lo como el primer nivel en el que el GdT ha querido analizar la proteccion de los
datos de los menores, sino también como el primer ambito en el que los menores deben
aprender la importancia de la intimidad y la proteccion de sus datos. Para el GdT, esta materia
deberia incluirse en los planes de estudio, de manera que en el futuro les permitiera adoptar
decisiones informadas sobre qué datos desean o no divulgar, a quién y en qué condiciones.
También se destaca un aspecto que consideramos decisivo en la sociedad actual, y es la
necesidad de equilibrio entre la intimidad de los menores y su seguridad. Debe evitarse un

control excesivo de los menores que limite su autonomia.

4. LA PROTECCION DE LOS DATOS PERSONALES DE LOS MENORES EN
ESPANA. EL ARTICULO 13 DEL REGLAMENTO DE PROTECCION DE DATOS.

En Espaiia, la Ley Organica de Proteccion de Datos Personales de 1999 (Ley Organica
15/1999, de 13 de diciembre, en adelante, LOPD) no dedicé ningin articulo a regular
especificamente la proteccion de los datos personales de los menores de edad, por lo que les

eran aplicables las reglas generales recogidas en la legislacion sobre proteccion de datos™.

22 Sobre la necesidad de establecer una proteccion reforzada para el tratamiento de los datos personales de los
menores de edad (por ¢j., a través de un consentimiento expreso para el tratamiento de sus datos personales, o por
medio del régimen de infracciones y sanciones), vid. GOMEZ-JUAREZ SIDERA, 1., “Reflexiones sobre el derecho a
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Paralelamente, este sector de la poblacion se ha ido convirtiendo en un importante nicho de
mercado para empresas y entidades, lo cual se ha acrecentado con la generalizacion del uso de
las nuevas tecnologias®. En efecto, junto a los aspectos positivos que para el desarrollo del
menor puedan tener las TIC’s, no se puede obviar los importantes riesgos que conllevan para su
derecho a la intimidad e incluso su seguridad®’. De ahi que sea habitual observar como el menor
facilita sus datos personales a multitud de empresas u organizaciones a veces de manera

inconsciente y, en cualquier caso, de forma poco controlada.

Hay que esperar hasta la promulgacion del Reglamento de desarrollo de la LOPD en el
aflo 2007 (Real Decreto 1720/2007, de 21 de diciembre, en adelante Reglamento), para
encontrar la primera norma que regula con pretensiones de generalidad el tratamiento de los
datos personales de los menores de edad. Se trata del articulo 13 del Reglamento, que establece
basicamente las condiciones para la prestacion del consentimiento por parte de los menores para
el tratamiento de sus datos personales. Esta norma no solo recoge algunos de los criterios
asentados en los textos internacionales que han sido objeto de estudio en los apartados
anteriores, sino que incorpora la doctrina que al respecto habia ido creando la Agencia Espafiola

de Proteccion de Datos (en adelante, AEPD) en sus informes y resoluciones™.

En este apartado analizaremos las principales cuestiones reguladas en el articulo 13 del
Reglamento espafiol, en particular, el deber de informacion y la capacidad del menor para
consentir el tratamiento de sus datos™. El analisis del articulo 13 sera completado con la
referencia a una norma de caracter autorregulatorio, como es el Cddigo Tipo “Confianza
Online”, en el que se concreta el tratamiento de datos de los menores en el ambito de la

publicidad y el comercio electronico.
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la proteccion de datos de los menores de edad y la necesidad de su regulacion especifica en la legislacion espaiiola™,
Revista Aranzadi de Derecho y Nuevas Tecnologias, n® 11,2006, p. 73 y ss.

2 Sobre las practicas publicitarias de las empresas con los menores, vid. STEEVES, V., “It’s not child’s play:
The online invasion of children’s privacy”, University of Ottawa Law & Technology Journal, 169, 2006.

% Sefiala PEREZ LUNO, A.E., ob. cit., p- 36 y ss., como la revolucién tecnologica comunicativa ha
redimensionado las relaciones del menor con su espacio vital (aumentando su vision del mundo), con los demas
(enriqueciendo sus relaciones sociales) y consigo mismo (permitiéndole un mayor conocimiento de si mismo).

% Junto a ello, tanto la AEPD como las Agencias de las Comunidades Auténomas, han creado diverso material de
caracter formativo y orientador sobre la proteccion de su intimidad y datos personales, dirigido a los propios menores,
padres, profesores, etc. Asi, por ejemplo, la AEPD ha elaborado guias para el tratamiento de datos de los datos de los
menores de edad y para los usuarios de Internet (incluido menores). También las Agencias autonémicas, junto con la
Comision de Libertades e Informatica han creado guias para el uso de las TIC’s por edades (hasta los 11 afios, de 12 a
14 y de 15 a 17 afios). Pueden consultarse en las webs de las distintas Agencias: http://www.agpd.es,
http://www.apdcat.net, http://www.avpd.euskadi.net, http://www.apdcm.org.

6 No entraremos a analizar otras cuestiones que plantean también importantes problemas, como los derechos
ARCO en materia de proteccion de datos (acceso, rectificacion, cancelacion y oposicion), y cuando pueden
gjercitarse por el menor o cuando por los representantes legales. Esta cuestion no estd regulada en el art. 13 del
Reglamento, haciéndose tnicamente una referencia general en el art. 23. Sobre el tema pueden consultarse los
informes de la AEPD 409/2004, 466/2004, 227/2006, 114/2008, sobre acceso por los padres a los datos sanitarios y
escolares de sus hijos.



4.1. El consentimiento del menor para el tratamiento de sus datos personales

4.1.1. LA CAPACIDAD PARA CONSENTIR

Un tema que ha suscitado mucho debate, incluso antes de la entrada en vigor de la LOPD,
ha sido el de la posibilidad de que los menores presten por si solos el consentimiento para el
tratamiento de sus datos personales. El articulo 13 del Reglamento entra de lleno en esta
cuestion estableciendo en su apartado 1° que “podrad procederse al tratamiento de los datos de
los mayores de catorce aiios con su consentimiento”. Con ello, se establece en principio la
barrera de los 14 afios en relacion con el ejercicio del derecho fundamental a la proteccion de

datos.

El criterio recogido en este precepto sigue las lineas de actuacion marcadas por las
normas que regulan la capacidad del menor de edad. Como ya se ha sefialado, en la actualidad el
principio cominmente aceptado en relacion con la capacidad de obrar de los menores es el de su

adquisicion progresiva conforme al desarrollo fisico y mental.

En el Derecho espaiiol, este principio se recoge con caracter general en el articulo
162.2.1° del Codigo Civil, que excluye de la representacion legal de los padres “los actos
relativos a derechos de la personalidad u otros que el hijo, de acuerdo con las Leyes y con sus
condiciones de madurez, pueda realizar por si mismo”. Para los derechos de la personalidad,
este mismo criterio se establece en la Ley Organica 1/1982, de 5 de mayo, de proteccion civil de
los derechos al honor, intimidad y propia imagen, que remite a las “condiciones de madurez del
menor” a la hora de permitir que éste pueda prestar el consentimiento para la intromision
legitima en estos derechos (art. 3). La Ley Organica 1/1996, de proteccion juridica del menor se
inserta también en esta tendencia de reconocer una progresiva capacidad de obrar al menor de
acuerdo con su proceso evolutivo. Asi, en su articulo 2, se establece un principio general de

interpretacion restrictiva de las limitaciones a la capacidad de obrar de los menores.

Por tanto, el criterio a tener en cuenta para determinar la capacidad del menor a la hora de
ejercitar por si mismo un determinado derecho es el de las “condiciones de madurez”,
condiciones que no se alcanzan con caracter general a una edad especifica, sino que para
determinarlas habra que atender al acto de que se trate y a la edad del menor. Lo que si
encontramos en el Derecho espafiol son normas dispersas que establecen para determinados
actos una edad concreta en la que se adquiere capacidad. Edad que varia de unos supuestos a
otros, aunque suele estar en el arco de los 12 a los 16 afios. Por citar algunos casos, a partir de
los 12 afios el menor debe consentir su acogimiento o adopcion (art. 173 y 177 Codigo Civil), o

puede otorgar consentimiento matrimonial a partir de los 14 con dispensa judicial (art. 46.1
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Cdédigo Civil). En el ambito sanitario, se establece con caracter general que a los 16 afios el
menor puede consentir por si sélo un acto clinico, pero antes de esa edad también podria hacerlo
por si mismo si “es capaz de comprender intelectual y emocionalmente el caracter de la

intervencion” (art. 9.3 Ley 41/2002, basica reguladora de la autonomia del paciente).

En este contexto, el articulo 13 del Reglamento de proteccion de datos establece una
presuncion general de madurez a los 14 afios, recogiendo asi el criterio mantenido por la
AEPD?. Con ello, se pretende otorgar una mayor seguridad juridica, evitando los problemas de
tener que comprobar caso por caso las condiciones de madurez del menor, lo que resultaria muy
complicado en entornos como Internet®®. Ahora bien, jeso significa que por debajo de los 14
aflos prestan siempre el consentimiento los representantes legales del menor? A pesar de que la
AEPD habia acudido en estos casos al criterio de la madurez (siguiendo con ello las reglas
generales arriba sefialadas)”, el articulo 13 del Reglamento es tajante cuando establece que en el
caso de menores de 14 afios “se requerira el consentimiento de los padres o tutores”. Por lo
que se deja claro que la capacidad para consentir el tratamiento de los datos personales no se

adquiere antes de los 14 afios™.

En sentido contrario, podemos también preguntarnos si a partir de los 14 afios siempre
prestan el consentimiento los propios menores. En este caso, el Reglamento no es tan tajante, ya
que exceptua de la regla general “aquellos casos en los que la Ley exija para su prestacion la
asistencia de los titulares de la patria potestad o tutela”. De ello se deduce que habra que
atender al acto de que se trate para comprobar si el menor tiene o no capacidad para prestar el
consentimiento por si solo. Esto ocurrira, por ejemplo, en el ambito médico, en el que segun

hemos sefialado el menor adquiere con caracter general la mayoria de edad sanitaria a los 16

" La AEPD ya analizo esta cuestion en su memoria anual del afio 2000. En ella, la Agencia parte del criterio
general sentado en el articulo 162 Codigo Civil (en el que se exceptiian de la representacion legal de los padres los
actos que el menor pueda realizar por si mismo conforme a las leyes y sus condiciones de madurez), para analizar a
partir de cuando un menor tendria suficiente madurez para consentir el tratamiento de sus datos personales. Pues bien,
a la vista de otras normas presentes en el ordenamiento juridico espafiol, que reconocen capacidad a los mayores de
14 afios para determinados actos de la vida civil (ej. adquisicion de la nacionalidad espaiiola por derecho de opcién o
residencia, capacidad para testar, etc.), la AEPD traslada este criterio al ambito de la proteccion de datos. Puede
consultarse este documento en
https://www.agpd.es/portalwebAGPD/canaldocumentacion/informes_juridicos/consentimiento/common/pdfs/2000-
0000_Consentimiento-otorgado-por-menores-de-edad.pdf

2 En este sentigo, PUENTE ESCOBAR, A., “Consentimiento del afectado y deber de informacion”, en
MARTINEZ MARTINEZ, R. (coord.), Proteccion de datos. Comentarios al Reglamento de desarrollo de la LOPD,
Tirant lo Blanch, Valencia, 2009, p. 43.

% En la Memoria de la AEPD del afo 2000 citada anteriormente, se sefiala que para los restantes menores, es
decir, los que estén por debajo de 14 afios, “no puede ofrecerse una solucion claramente favorable a la posibilidad de
que por los mismos pueda prestarse el consentimiento al tratamiento, por lo que la referencia deberd buscarse en el
articulo 162.1° del Cddigo Civil, tomando en cuenta, fundamentalmente, sus condiciones de madurez”.

3% Asi lo dice expresamente la AEPD en su informe juridico 308/2008, para el caso de SMS recibidos por una
menor en su teléfono movil. Los informes de la AEPD pueden consultarse en su web en la siguiente direccion:
https://www.agpd.es/portalwebAGPD/canaldocumentacion/informes_juridicos/index-ides-idphp.php
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aflos. Si se considera que el menor no es capaz para consentir un determinado acto médico (e;j.
una intervencion quirurgica), tampoco podra consentir por si solo el tratamiento de los datos
médicos derivados de dicha actuacién®. Igualmente, esto suele darse en el ambito contractual en
el que, con caracter general, el Codigo Civil excluye la capacidad para contratar de los menores

de edad no emancipados (art. 1263.1°).

La AEPD ha resuelto algunos casos de tratamiento de datos de menores de edad sin el
correspondiente consentimiento parental. Asi, por ej., la Resolucion de 11 de noviembre de
2008, en la que se sancion6 a la empresa Telefonica Mdéviles Espaifia al quedar acreditada la
adquisicion de un pack telefonico y la emision de una factura a una menor de 13 afios sin que

constara el consentimiento de sus representantes legales™.

Una ultima cuestion que es importante destacar en relacion con este tema es que el
consentimiento del menor es valido unicamente para el tratamiento de los datos que le
conciernen (art. 13.2 Reglamento). Aunque esto se deduce de los principios generales en
materia de proteccion de datos, el Reglamento quiere dejar claro que no se puede utilizar al
menor para obtener informacion de su ntcleo familiar, salvo que se trate de los datos de
identidad y direccién del representante legal y con la unica finalidad de recabar su

consentimiento para el tratamiento de los datos del menor.

4.1.2. LOS MECANISMOS DE PRUEBA DE LA EDAD Y CONSENTIMIENTO DE LOS

REPRESENTANTES LEGALES

Una vez determinado que la capacidad para consentir el tratamiento de datos se adquiere,
con caracter general, a los 14 afios, la siguiente cuestion que se plantea es la relativa a la
comprobacion de la edad y, en su caso, la autenticidad de la autorizacion de los representantes
legales. Se trata de una de las cuestiones clave para el funcionamiento del sistema y, desde

luego, la que plantea mayores dificultades en el ambito de Internet.

31 Sobre el tema, vid. TRONCOSO REIGADA, A., “La proteccion de los datos sanitarios del menor”, en
LAZARO GONZALEZ, 1LE/MAYORAL NARROS, LV. (coord.), Nuevos retos que plantean los menores al
Derecho. Ill Jornadas sobre Derecho de los menores, Publicaciones de la Universidad Pontificia de Comillas,
Madrid, 2004, p. 213 y ss., y en AGENCIA DE PROTECCION DE DATOS DE LA COMUNIDAD DE MADRID,
Proteccion de datos personales para servicios sanitarios publicos, Thomson-Civitas, Madrid, 2008, p. 102 y ss.

32 Ademas, la empresa habia incluido a la menor por el impago de la factura de unos 150 € en los conocidos como
“ficheros de morosos”. En total, se le impuso una sancién por infraccion de los arts. 6 y 4.3 LOPD de 70.000 €
(Procedimiento n° PS/00315/2008; Resolucion R/01349/2008). Otras resoluciones sobre el tema son la 905 y 914 de
2008 (PS/00499/2007 y AP/00003/2008), en las que se sanciona la cesion de los datos de los alumnos por parte de
una escuela primaria a una editorial para realizar una publicacion, sin que se hubiera solicitado el consentimiento de
algunos representantes legales. También la Resolucion R/02285/2009 (PS/00010/2009), en la que se sanciona a una
federacion deportiva por publicar en su web los resultados de competiciones de menores sin consentimiento de los
padres. Pueden consultarse los procedimientos sancionadores en la web de la AEPD en la siguiente direccion:
https://www.agpd.es/portalwebAGPD/resoluciones/procedimientos_sancionadores/index-ides-idphp.php

115



Siguiendo los criterios internacionales ya vistos en apartados anteriores, el articulo 13.4
del Reglamento atribuye al responsable del fichero o tratamiento la obligacion de articular los
procedimientos que garanticen que se ha comprobado de modo efectivo tanto la edad del sujeto,
como la autenticidad del consentimiento prestado por los padres en el caso de que éste sea

preciso.

El problema se encuentra en determinar qué debe entenderse por “modo efectivo”. Desde
luego no exige una comprobacion absoluta, pero si algin mecanismo dotado de cierta
fiabilidad™. Asi, por ejemplo, parece un método poco fiable de comprobacién la mera pregunta
de la edad en un formulario web en el caso ademas de que las contestaciones estén ya
establecidas por defecto (ej., cuando s6lo puede ponerse que se es mayor de 14 afios para poder
continuar), o cuando se incorporan clausulas por las que el usuario declara ser mayor de edad
(sin darle la opcion de introducir su verdadera edad), o haber obtenido el consentimiento
parental en el caso de ser menor de 14 afios. En este sentido, pueden servir de guia los criterios

establecidos en la COPPA estadounidense™.

La AEPD ya ha tenido alguna ocasion de pronunciarse sobre el tema. En su Resolucion
de 14 de marzo de 2008 analiz6 el caso en el que un menor recibié en su domicilio una
promocion comercial de un banco para la contratacion de una tarjeta de crédito. La entidad

bancaria habia contratado con una empresa la realizacion de la campaiia publicitaria. Los

33 En este sentido, PUENTE ESCOBAR, A., 0b. cit., p. 44. Sefiala este autor que la comprobacién normalmente
se hara exigiendo determinados datos o mediante “preguntas de control” que en principio sélo puede contestar
razonablemente un menor. ZABIA DE LA MATA, J., “Articulo 13. Consentimiento para el tratamiento de datos de
menores de edad”, en AAVV, Proteccion de datos. Comentarios al Reglamento, Lex Nova, Valladolid, 2008, p. 189
y ss., diferencia segun el contexto en el que se soliciten los datos. En el &mbito de Internet, dada la complejidad para
comprobar de manera efectiva la edad, bastaria con una declaracion formal de que se es mayor de 14 afios por parte
de la persona que facilita los datos. En el caso de cupones-respuesta a promociones, podria distinguirse entre aquellos
casos en que se solicite datos identificativos para fines sin especial transcendencia, bastando entonces con la firma del
representante legal en el cupon si se trata de un menor de 14 afios, de aquéllos otros en que se trate datos de mayor
trascendencia o se formalice una relacion contractual, en cuyo caso seria necesario un documento acreditativo de la
edad del menor o el documento de identificacion del representante legal para comprobar la firma. Cuando se recaben
datos de forma presencial, podria entregarse al menor un documento de autorizacion para que se firme por el
representante legal, acompaiiado de un documento acreditativo de su identidad, para verificar la firma.

En cualquier caso, existen ya, aunque no estén muy extendidas, herramientas tecnoldgicas de verificacion online
de identidad o edad, ofrecidas por diversas empresas (ej. Integrity o Idology), incluso utilizando elementos
biométricos, como la densidad de los huesos de la mano (ej. Verificage), al margen de los documentos de
identificacion electronica. Un sistema utilizado, por ej., por las redes sociales, es el del analisis semantico de las
palabras utilizadas en los perfiles, para detectar usuarios menores de edad.

3* Tuenti, una de las redes sociales mas populares entre los jovenes espafioles, no permite en el registro
seleccionar fechas de nacimiento de las que se derive una edad inferior a los 14 afios. Facebook solicita la fecha de
nacimiento, impidiendo el registro si se es menor de la edad minima sefialada en las condiciones de uso. Utiliza
ademas cookies para impedir un nuevo registro cambiando simplemente la fecha, si bien una vez eliminada la cookie
es posible el registro (vid. LOBE, B. & STAKSRUD, E. (ed.), Evaluation of the implementation of the Safer Social
Networking Principles for the UE. Part II: Testing of 20 Social Networking Services in Furope, European
Commission Safer Internet Programme, Luxembourg, 2010, p. 20 y ss., 102).

33 Procedimiento n° PS/00281/2007, Resolucion R/00284/2008.
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ficheros de datos que dicha empresa manejaba se nutrian, entre otros, de los datos facilitados
por los usuarios de un determinado sitio web. En el formulario de inscripcion del sitio web se
solicitaban una serie de datos personales (entre ellos, la fecha de nacimiento), debiéndose
marcar las areas de interés del usuario (automdviles, juegos, informatica, etc.) para recibir
promociones comerciales. Una vez registrado, el usuario podia acceder a diversos servicios,
entre ellos, trucos en el uso de videojuegos. Ademas, en los términos y condiciones de uso del

servicio se sefialaba expresamente que su uso no estaba permitido a los menores de edad.

Pues bien, a pesar de que se solicitara la fecha de nacimiento y el programa impidiera
continuar en el caso de tratarse de un menor, el interesado consiguid registrarse en la web, ya
que, al parecer, al no completar correctamente los campos solicitados, el sistema lo identificd
como mayor de edad™. La AEPD rechazo los argumentos presentados por las empresas acerca
de la capacidad del menor para consentir el tratamiento de datos (es decir, que el menor tenia la
madurez suficiente ya que habia sido capaz de acceder a Internet, buscar paginas con trucos para
videojuegos, facilitar sus datos, saber que debia aceptar las condiciones de uso para poder
registrarse, etc.”’), o la culpa in vigilando de los padres (al encontrarse el menor conectado un
dia laborable por la noche). En este caso, ante el evidente error del sistema de verificacion de
edad, la AEPD sanciond a las empresas, por lo que no tenemos un pronunciamiento explicito
acerca de si el sistema de solicitar la fecha de nacimiento constituye un “modo efectivo” de
comprobacion de la edad, a los efectos del articulo 13 del Reglamento. No obstante, a la vista de
las declaraciones de la AEPD en la propia Resolucion, puede deducirse que la solicitud de la
fecha de nacimiento, junto con otras garantias adicionales, puede considerarse un mecanismo

-7 38
adecuado de comprobacion™.

En la Resolucién de 26 de abril de 2010°°, en la que ya era plenamente aplicable el

articulo 13 del Reglamento'’, la AEPD sanciona a un portal web dirigido a un piiblico infantil y

3¢ Aunque la fecha de nacimiento del menor no quedo registrada junto con el resto de sus datos en el fichero de la
empresa, ésta alegaba que el usuario introdujo como fecha de nacimiento “95”, en lugar de 1995, y dado que el
sistema esta disefiado para insertar dicho dato con cuatro digitos, le atribuy6 una edad de 1911 aiios.

37 Segun sefiala la Resolucién, el menor tenia 9 afios cuando recibio la publicidad en su casa.

3% En concreto, la Agencia sefiala que la empresa advertia con caracter previo a la recogida de datos “que los
menores de edad estaban excluidos y se establecia un mecanismo para verificar la edad, al exigir el dato
correspondiente a la fecha de nacimiento de los usuarios en el formulario que debia cumplimentarse”. Ademas, la
empresa cambi6 posteriormente el sistema de introduccion de fechas, para que solo se pudieran marcar las
predeterminadas en dicho campo, y la casilla de aceptacion de los términos y condiciones, estableciéndose “Acepto
los términos y condiciones y garantizo que soy mayor de edad”. La AEPD seiiala en la Resolucion que estos cambios
acreditan que “la implantacion de medidas dirigidas a evitar el tratamiento de sus datos como usuarios del servicio,
siendo factibles, no fueron implantadas”.

39 Procedimiento n° PS/00468/2009, Resolucion R/00893/2010.

117



juvenil (que ofrece servicios de chat, juegos para interactuar con otros usuarios, etc.), por
recabar datos de menores de 14 afios sin consentimiento de sus representantes legales. En este
caso, la web solicitaba para registrarse unicamente una direccion de correo electronico, un
nombre de usuario y una contraseiia, siendo la fecha de nacimiento opcional. En la politica de
proteccion de datos se establecia que, en el caso de ser el titular menor de 14 afios, manifestaba
que contaba con el previo consentimiento de sus representantes legales y que habia
cumplimentado el formulario bajo su supervision. La Agencia considerd insuficiente esta
clausula para garantizar la autenticidad del consentimiento parental en los términos del articulo

13.4 del Reglamento".

Por dltimo, es importante sefialar que el Tribunal Supremo espafiol ha ratificado la
legalidad del articulo 13.4 del Reglamento en dos Sentencias de fecha 15 de julio de 2010*. En
ambos casos, las partes habian alegado que este precepto impone una obligacién nueva al
margen de la LOPD y de la Directiva europea de proteccion de datos, y que ademas se trataba
de una obligacion de dificil o imposible cumplimiento y desproporcionada. En las Sentencias se
afirma que las normas de la LOPD y de la Directiva comunitaria sobre el consentimiento no
contienen una regulacion especifica del consentimiento de los menores de edad, habilitandose
asi para su desarrollo a través de un Reglamento, que en nada infringe las previsiones de dichas
normas. Para el Tribunal, el articulo 13.4 del Reglamento no es mas que un complemento del
apartado primero de ese precepto, en el que se regula la capacidad de los menores para consentir
el tratamiento de sus datos personales. Afiade, ademas, que aunque la comprobacion de la edad

puede presentarse en ocasiones como dificil, ello no puede servir de excusa para que no se
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40 A diferencia del supuesto anterior, cuyos hechos se produjeron antes de la entrada en vigor del Reglamento; lo
que no impidi6 a la Agencia, como hemos visto, hacer un primer pronunciamiento sobre el tema, basandose en la
doctrina sentada en sus informes y resoluciones anteriores, que luego se plasmaria en el articulo 13 del Reglamento.

*I'No se entr6 en la cuestion de si era o no suficiente el sistema de comprobacion de la edad, pues en el caso les
constaba la fecha de nacimiento de la menor y que contaba con menos de 14 afios cuando se registrd. En realidad,
gran parte de la resolucion se dedica a dilucidar el caracter de dato personal de la direccion de correo electrénico, que
la entidad demandada discute. Por otra parte, en esta Resolucion se hace referencia al informe de la Agencia de 29 de
junio de 2009, en el que se afirma que solicitar inicamente el documento nacional de identidad a los menores y, en su
caso, a los representantes legales, no es un medio de acreditacion suficiente de que el consentimiento se haya
prestado por éstos, aconsejando que se acompaiie ademas un documento en el que el representante exprese dicho
consentimiento, de manera que se pueda comprobar que la firma del representante en el documento de autorizacion
coincide con la de su documento de identidad. Igual solucion aporta la AEPD en el informe 0046/2010, sobre
tratamiento de datos de menores de edad a los que se facilita una tarjeta de fidelizacién en un comercio. Sefiala la
Agencia que tanto si la solicitud de la tarjeta se realiza por los padres, como si éstos autorizan la solicitud realizada
por el menor, es necesario que se acompaiie a dicha solicitud o cupdén el documento nacional de identidad de los
padres, a fin de comprobar la veracidad de la firma. Vid., también, la Resolucién R/01974/2009 (PS/00293/2009).

2 Dictadas por la Sala de lo Contencioso-administrativo de dicho Tribunal (seccion sexta), que es quien tiene
competencia para declarar la adecuacion de las disposiciones con rango reglamentario a lo dispuesto en las normas de
rango superior. Estas sentencias vienen a resolver sendos recursos (23 y 25/2008) interpuestos por la Asociacion
Nacional de Establecimientos Financieros de Crédito (ASNEF) y por la Federacion de Comercio Electrénico y
Marketing Directo (FECEMD), por los que se pretendia que se declarara la nulidad de diversos preceptos del
Reglamento de desarrollo de la LOPD, por infringir esta Ley y la Directiva comunitaria de proteccion de datos.



adopten las medidas de garantia adecuadas, sin que pueda considerarse esta exigencia

desproporcionada, al incidir en un ambito especialmente sensible como es el de los menores.
4.2. El deber de informacion

El articulo 5 LOPD establece, como unos de los pilares basicos en materia de proteccion
de datos, la obligacion de informar al interesado sobre ciertos extremos del tratamiento
recogidos en ese precepto (asi, de la existencia de un fichero de datos, la finalidad de la recogida
de éstos y de los destinatarios de la informacion, de la identidad y direccion del responsable,
etc.). Se trata de una obligacién tan basica que existe incluso cuando no es necesario el
consentimiento del titular para el tratamiento de sus datos. En aquellos casos (la mayoria) en
que el consentimiento si es necesario, la informacion es un requisito basico para la validez del

mismo, que se caracteriza, entre otros requisitos, por tratarse de un “consentimiento informado”.

Pues bien, el deber de informar adquiere caracteres especiales en el caso de los menores.
En efecto, al tratarse de personas en desarrollo, la informacion que se dirija a ellos debe estar
adaptada a sus capacidades de entendimiento. Solo asi se puede garantizar el cumplimiento de
este deber, y que el menor presta el consentimiento habiendo comprendido la informacion
relativa al tratamiento de sus datos, es decir, siendo consciente de para qué lo presta. Dispone,
asi, el 13.3 del Reglamento que “cuando el tratamiento se refiera a datos de menores de edad,
la informacion dirigida a los mismos deberd expresarse en un lenguaje que sea fdacilmente
comprensible por aquéllos, con expresa indicacion de lo dispuesto en este articulo”. Como
vemos, el precepto indica como debe redactarse la clausula informativa y también cual debe ser

su contenido.

En cuanto a la redaccién, el precepto hace hincapié en el lenguaje utilizado, esto es,
deben usarse palabras que permitan su comprensién por el menor, evitando un lenguaje
excesivamente formal o tecnicismos que a veces solo son comprensibles por expertos. Pero,
ademas, la referencia al lenguaje deberia incluir también el tamafio de la letra, que permita que

. 43 . . ., .
el texto sea legible™, e incluso la denominacién del enlace a este texto, que permita comprender
. . , .y 44 . . ,
a primera vista cual es su contenido ™. El precepto no dice nada sobre como y cuando dar esta

informacién, por lo que habra que aplicar los criterios generales (con caracter previo al

* De modo similar a lo previsto para las condiciones generales en contratos con consumidores (art. 80 de la Ley
General para la Defensa de los Consumidores y Usuarios -Real Decreto Legislativo 1/2007, de 16 de noviembre-;
arts. 5y 7 Ley 7/1998, de 13 de abril, de Condiciones Generales de la Contratacion).

* Puede dar lugar a dudas incluir la informacion sobre privacidad en un enlace denominado “advertencia legal” o
en el de “ayuda”.
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tratamiento de los datos, en lugar visible y facilmente accesible, debe asegurarse que el

interesado ha tenido la oportunidad de leerlo, etc.*).

Respecto al contenido de la clausula informativa, debera incorporar no sélo la
informacioén del articulo 5 LOPD, sino también lo establecido en el articulo 13 del Reglamento.
Asi, la edad a partir de la cual puede prestar consentimiento el menor por si s6lo, la prohibicion
de recabar datos de otros miembros de la familia, la obligacién de contar con el consentimiento
de los padres o tutores en el caso de ser menor de 14 afios, pero también el mecanismo a traves

del cual los representantes legales podran prestar dicho consentimiento de forma efectiva.

Por ultimo, es importante tener en cuenta que el incumplimiento del deber de informacién
en los términos establecidos en los articulos 5 LOPD y 13.3 Reglamento, supone una infraccion
de la normativa de proteccion de datos (art. 44 LOPD), lo que puede conllevar importantes

sanciones®.
4.3. El Cédigo Tipo “Confianza Online”

Al tratamiento de datos de los menores de edad con fines de publicidad o prospeccion
comercial le son aplicables las reglas generales establecidas en la LOPD vy, en particular, el
articulo 13 del Reglamento. Pero en este ambito hay que hacer referencia, ademas, al Cdodigo
Tipo “Confianza Online”, sobre comercio electronico y publicidad interactiva, promovido por
las principales asociaciones espafiolas en estos sectores'’. Aunque se trata de un texto de
caracter autorregulatorio y, por tanto, cuya aplicacion depende de la propia industria, es
importante tenerlo en cuenta como complemento a la legislacion sobre proteccion de datos,
sobre todo, a la vista del sector al que afecta y de que dedica un capitulo especifico a los

menores.

*> Pueden consultarse, por ejemplo, las recomendaciones para el sector del comercio electronico realizadas por la
AEPD en el afno 2000
(https://www.agpd.es/portalwebA GPD/canaldocumentacion/recomendaciones/common/pdfs/recomendaciones_come
rcio_electronico.pdf).

* Vid. Informe juridico de la AEPD 0308/2008. En la Resolucién de la AEPD n° R/01974/2009 (PS/00293/2009),
se sanciond a la empresa Panini por recabar datos personales de menores para participar en un sorteo a través de
cupones en la revista High School Musical. En el caso, la empresa habia publicado en uno de los numeros de la
revista el cupon de participacion en el sorteo sin cldusula informativa, y en los siguientes numeros, con una clausula
que no cumplia los requisitos del art. 5 LOPD (y mucho menos los del art. 13 del Reglamento). La AEPD considera
que la empresa ha incurrido en la infraccion leve prevista en el art. 44.2.d) LOPD (incumplimiento del art. 5 LOPD),
teniéndose en cuenta el hecho de que los datos en su mayoria sean de menores de edad para graduar la infraccion
(esto es, para elevar la sancion que se impone, que asciende a 6000 euros).

47 Principalmente, por la Asociacion Espafiola de Comercio Electronico y Marketing Relacional (AECEM) y la
Asociacion para la Autorreglacion de la Comunicacion Comercial (AUTOCONTROL), en colaboraciéon con IAB
Spain (Interactive Advertising Bureau Spain) y junto a muchas otras Asociaciones participantes. Puede consultarse el
texto del Coddigo en la web de la AEPD, en la seccion dedicada a los Codigos Tipo
(https://www.agpd.es/portalwebAGPD/canaldocumentacion/codigos_tipo/index-ides-idphp.php#rgpd).
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El articulo 32 LOPD prevé la posibilidad de que empresas o agrupaciones de éstas
puedan formular Codigos de buenas practicas (llamados por la Ley “Cddigos Tipo™), con la
finalidad de adecuar y conseguir una mejor aplicacion de lo previsto en la legislacion sobre
proteccion de datos a las especificidades de los tratamientos del sector empresarial de que se

trate48.

En este marco, surge en el afio 2002 el Cdédigo de Confianza Online, cuya ultima
actualizacion es de 2009. Su titulo V se destina especificamente la proteccion de los menores.
En concreto, en el articulo 36, dedicado al tratamiento de datos de menores, se recogen las
previsiones del articulo 13 del Reglamento. Se establece, asi, la necesidad de consentimiento de
los representantes legales para el tratamiento y cesién de datos de menores de 14 afios”, la
prohibicion de recabar datos del grupo familiar, la informacién adaptada a las capacidades de
comprension de los menores y la obligacion de establecer mecanismos que aseguren de forma
razonable, de acuerdo con el desarrollo de la tecnologia, la edad del menor y el consentimiento

de los representantes legales.

Con el fin de limitar la publicidad que reciben los menores, el Cddigo reconoce a los
padres el derecho a oponerse al envio de publicidad o informacion solicitada por los menores a
su cargoso. Y, ademas, se establece otra medida importante, como es el que las entidades
adheridas al Cddigo limiten la utilizacion de los datos de los menores con “la unica finalidad de
promocion, venta y suministro” de productos o servicios aptos para dichos menores. Se
reconoce asi la necesidad de reducir el exceso de publicidad que los menores reciben en
nuestros dias, pues no hay que olvidar que se trata de personas que no tienen todavia plena
capacidad de discernimiento. Junto a ello, y aunque no se refiera especificamente al tratamiento
de datos, el Cdédigo contiene otras normas sobre proteccion de menores y publicidad, que
intentan evitar que ésta se aproveche de la inexperiencia del menor o protegerle frente a

contenidos perjudiciales (arts. 34, 35)°".

*8 Esta prevision se desarrolla en el Titulo VII del Reglamento (arts. 71 y ss.).

* Que el Codigo denomina como “nifios”, para diferenciarlos de los mayores de 14 afios, a los que considera
“adolescentes” (art. 1).

3% Derecho de oposicion que consideramos discutible en el caso de menores perfectamente capaces para consentir
por si mismos el tratamiento de sus datos, sobre todo, en el caso de adolescentes cerca de la mayoria de edad.

31 Asi, deben identificarse los contenidos dirigidos unicamente a adultos, no se debera incitar a los menores a la
compra de un producto o servicio explotando su inexperiencia o credulidad, o a que persuadan a sus padres o tutores
0 a los de terceros a dicha compra. Parecidos requisitos sobre el contenido de la publicidad se pueden encontrar para
otros sectores en el art. 7 de la Ley 7/2010, de 31 de marzo, General de Comunicacion Audiovisual. Vid., asimismo,
la Recomendacion del Parlamento Europeo y del Consejo 2006/952/CE, relativa a la proteccion de los menores y de
la dignidad humana y al derecho de réplica en relacion con la competitividad de la industria europea de servicios
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El Cédigo supone un intento loable por regular la proteccion de los datos de los menores
en un tema tan sensible con el de la publicidad online o el comercio electronico, e incluso
incorpora alguna medida adicional (por ej., en cuanto a la publicidad dirigida a menores, el
ejercicio de los derechos en materia de proteccion datos por los representantes legales o en el
establecimiento de medidas informativas y educativas dirigidas a los padres para ayudarles en la
proteccion de la intimidad de sus hijos). Sin embargo, peca de cierta imprecision, sobre todo al
recoger las obligaciones establecidas en el articulo 13 del Reglamento, que apenas desarrolla,
concediendo asi un gran margen de actuacion a las empresas que deben aplicarlo. Hubiera sido
deseable, por ejemplo, una mayor concrecion sobre el deber de informacion dirigido a menores,

mecanismos para recabar el consentimiento de los representantes legales, etc.

5. CONCLUSIONES

Como se puede comprobar de los documentos analizados en este articulo, existen una
serie de criterios basicos para el tratamiento de los datos personales de los menores de edad
comunmente aceptados, y que se han recogido en la regulacion espafiola contenida en el articulo
13 del Reglamento de proteccion de datos. Las divergencias se pueden encontrar en la edad a la
que se considera a un menor maduro en relacion con el derecho a la proteccion de datos
personales (normalmente entre los 13 y los 16 afios), pero los principios para el tratamiento de
su informacion personal son semejantes. Asi, la obligacion de informar y obtener el previo
consentimiento de los representantes legales en el caso de menores no maduros, y reconocerles
el ejercicio de los derechos de acceso, rectificacion, cancelacion u oposicion al tratamiento de
datos de sus hijos, la prohibicion de obtener datos del grupo familiar u otros terceros a través del
menor, o la necesidad de adaptar la informacion sobre el tratamiento de los datos personales a

las capacidades de comprension del menor.

De entre ellas, la que plantea mayores problemas es la obligacion para el responsable del
tratamiento de los datos de verificar la edad del usuario y la autenticidad del consentimiento
prestado por los representantes legales, en particular, en el caso de los datos recabados online.
Esta obligacion debera adaptarse a las particularidades del medio a través del cual se recaban los
datos y a los instrumentos tecnoldgicos existentes en cada momento, sin que el hecho de la
dificultad de su aplicacion constituya en una excusa para eliminar o rebajar su exigibilidad. Mas
bien, hay que aceptar que cierto nimero de fallos en el sistema son inevitables, al menos hasta

que no se incorporen al entorno online medios de comprobacion mas seguros.
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audiovisuales y de informacion en linea, y la Directiva europea 2010/13/UE del Parlamento y del Consejo, de 10 de
marzo de 2010, de servicios de comunicacion audiovisual.



En cualquier caso, estos criterios constituyen un importante comienzo para la proteccion
de los datos personales y la intimidad de los menores de edad. Con ellos se quiere conseguir un
mayor control de la informacién que se refiere a los menores, por ellos mismos si tienen
suficiente capacidad, o por sus representantes legales. Medidas que desde luego habra que ir
completando con otras adicionales que los protejan frente a una comercializacion directa
agresiva, bien en el ambito de la proteccion de datos (limitando claramente el uso de los datos
de los menores con estos fines), bien a través de otras normas para la proteccion de los
consumidores (evitando, por ej., que la informacién o publicidad dirigida a los menores explote

su falta de experiencia o credulidad).
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