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Presentacion

La transparencia se ha convertido en uno de los valores fundamenta-
les de la democracia contemporanea, en la medida en que con su co-
bijo se resguardan la honestidad y la rendicion de cuentas de algunos
de los agentes del Estado. Sin embargo, no toda la informacién puede
ser publica, aun cuando sea gubernamental. La principal razén estri-
ba en cuestiones de seguridad, las cuales también aplican cuando se
trata de particulares. En el caso de México, por ejemplo, no es gratui-
to que la institucion creada para promover y cuidar la transparencia,
asf como el acceso a la informacion publica, sea la misma que tiene
la responsabilidad de velar por la proteccién de los datos personales.
Se trata del Instituto Federal de Acceso a la Informacién y Proteccion
de Datos (Ifai).

Esto pone de manifiesto que, como en muchos otros casos, la de-
mocracia no implica derechos absolutos, por lo que el derecho a la
informacion encuentra sus limites en la proteccion de los datos per-
sonales, cuya transgresion significaria trastocar la esfera de derechos
de terceros.

En esta entrega de Comentarios a las Sentencias del Tribunal Elec-
toral se aborda la cuestiéon de la proteccion de datos a partir de la re-
solucion SUP-RAP-37/2013. El caso que le dio origen consistio en un
recurso de apelacion promovido por el Partido Accion Nacional (PAN)
en contra del acuerdo CG84/2013, emitido por el Consejo General del
entonces Instituto Federal Electoral (IFE), el 27 de febrero de 2013, que
versaba en torno a “la modalidad en que serén incorporados los datos
de calle, numero exterior y numero interior del domicilio de los ciuda-
danos en la credencial para votar”. Ello, luego de que el mismo Con-
sejo General decretara

modificar el modelo de la credencial de elector [...], realizar un estudio
técnico y juridico con el objeto de evaluar la viabilidad para incluir en
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forma impresa u oculta, los datos de la calle, nimero interior y exterior
del domicilio del elector en el cuerpo de la credencial [y aprobar] los
Lineamientos para el Acceso, Rectificacion, Cancelacion, Oposicion
y Validacion de Datos Personales en Posesion de la Direccion Ejecu-
tiva del Registro Federal de Electores.

Lo anterior, mediante los acuerdos CG732/2012, CG733/2012 y
CG734/2012 del 21 de noviembre de 2012. Los tres acuerdos fueron
controvertidos por los partidos de la Revolucion Democratica y Accion
Nacional ante la Sala Superior del Tribunal Electoral del Poder Judicial
de la Federacion (TEPJF), mediante los recursos SUP-RAP-525/2012,
SUP-RAP-529/2012 y SUP-RAP-530/2012. En cada caso, la Sala Su-
perior resolvio confirmar los acuerdos impugnados.

En el caso que aqui ocupa, las razones del promovente para im-
pugnar el acuerdo CG84/2013 consistian, en sintesis, en la pertinen-
cia de que en la credencial para votar con fotografia no apareciera de
manera visible el domicilio completo del elector por cuestiones de se-
guridad y porque, en contraste, resultaba poco util para acreditar ple-
namente la autenticidad del domicilio del ciudadano. La Sala Superior
emitié sentencia en el sentido de revocar el acuerdo a fin de que la
autoridad responsable realizara un ejercicio de ponderacion para de-
terminar si en el nuevo modelo de la credencial para votar se debfan
mantener visibles los datos del domicilio completo del elector o, en su
caso, era factible encriptarlos o codificarlos. Ello, a la luz del derecho
a la autodeterminacion informativa y a la proteccion juridica del dere-
cho a la identidad, principalmente.

La doctora Delia Ferreira Rubio es la responsable de analizar la
sentencia SUP-RAP-37/2013. Al respecto, comienza por compartir al-
gunos antecedentes de la proteccion de la vida privada desde el de-
recho romano y como la proteccion de los datos personales ha tenido
auge durante los ultimos cinco lustros en América Latina, en particu-
lar considerando el avance tecnolégico que facilita y agiliza el flujo de
la informacion.

La autora advierte desde el inicio que la sentencia analizada tie-
ne cuando menos dos dilemas juridicos y dos mas practicos. Acerca
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de los primeros sefala que, de acuerdo con las normas mexicanas de
proteccion de datos, tienen un caracter confidencial y entre ellos se
encuentra el domicilio, pero, al mismo tiempo, la norma electoral dicta
que el domicilio debe formar parte de la credencial para votar. Acerca
de los dilemas practicos, considera que la inclusion del domicilio visi-
ble puede favorecer la realizacion de tramites en los que se necesite
acreditar el lugar donde se habita, pero el extravio o robo del docu-
mento puede acarrear efectos de gravedad no deseados, principal-
mente relacionados con la integridad fisica y patrimonial de la persona
de que se trate.

A continuacion, la autora describe el caso que dio origen a la sen-
tencia, destacando los antecedentes mas relevantes acerca de las ra-
zones que llevaron al Consejo General del IFE a tomar la decision de
que la credencial para votar con fotografia conservara de manera vi-
sible el domicilio completo del ciudadano. Entre ellos sefala los resul-
tados de una encuesta nacional y una encuesta abierta en linea, asi
como los resultados de una serie de consultas a organismos publicos
y privados, al Ifai y a expertos en el tema. También se refiere a los prin-
cipales argumentos del PAN para controvertir el acuerdo CG84/2013.

Aborda después los criterios seguidos por la Sala Superior del TEPJF
para resolver la controversia planteada, primordialmente en el sentido
de que la autoridad responsable no motivé suficientemente el acuer-
do impugnado. En palabras de la autora:

se exponen suficientemente los argumentos a favor de la visibilidad
del domicilio en la credencial para votar, pero no se aclaran los argu-
mentos por los que se desestima la opcién opuesta, esto es, la incor-
poracion de los datos en forma codificada o encriptada.

Al respecto, se muestra de acuerdo con la resolucion tomada por
la Sala Superior, destacando el derecho de autodeterminacion infor-
mativa, que ella define como “la facultad de cada persona de contro-
lar el flujo de informacién de los datos que hacen a su vida privada”.

Como consecuencia de la sentencia, mediante el acuerdo CG
292/2013, el IFE resolvid modificar la decision original y establecio la

La credencial para votar y la proteccién de los datos personales 13
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obligacion de consultar a los ciudadanos en forma expresa y por €s-
crito acerca de la incorporacion visible de los datos de domicilio en el
anverso de la credencial para votar. Asi, la inclusion del domicilio en
dicho documento se conservo, pero se dio al ciudadano la posibilidad
de que elija si este aparece de manera visible o encriptada.

A partir del caso analizado, la autora hace una aportacion con-
ceptual acerca del registro, tratamiento, constancia y difusion de los
datos personales en la era digital. Mencion especial merece la dife-
renciacion que hace de los datos personales en general y de los da-
tos personales confidenciales, de acuerdo con las leyes mexicanas. Al
respecto, concluye que el domicilio es un dato que recae en la subes-
pecie confidenciales. La exposicion en torno a esto es quiza la parte
mas enriquecedora para entender el tema de la proteccion de los da-
tos personales, que es el que subyace en todo el andlisis de la senten-
cia. A partir de los argumentos de esta seccion, la autora se muestra
de acuerdo con el sentido de la sentencia, pero al mismo tiempo reco-
noce que la decision original del IFE tampoco atentaba contra la pro-
teccion de los datos personales, considerando el registro, tratamiento
y Uso que se daba a estos y al documento que los contenia, es decir,
la credencial para votar con fotografia.

La claridad con la que la autora aborda el tema facilita su compren-
sion y hace que la lectura del texto sea agil y sencilla. En el TEPJF se
hacen votos porque el lector comparta esta opinion.

Tribunal Electoral
del Poder Judicial de la Federacion
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Nota introductoria

Daniel Juan Garcia Hernandez
José Luis Ceballos Daza

Presentamos con agrado el trabajo de la doctora Delia Matilde Ferrei-
ra Rubio, titulado La credencial para votar y la proteccion de los datos
personales, en el cual reflexiona, por un lado, acerca del derecho de
todo individuo a la proteccion de sus datos personales, concretamen-
te el del domicilio, y, por otro, acerca de la conveniencia o necesidad
de hacer este visible en la credencial de elector para efectos de los
procesos electorales del Estado.

El derecho a la proteccion de los datos personales tiene su funda-
mento en el articulo 16 constitucional, parrafo 2, el cual establece que

Toda persona tiene derecho a la proteccion de sus datos persona-
les, al acceso, rectificacion y cancelacion de los mismos, asi como a
manifestar su oposicion, en los términos que fije la ley, la cual esta-
bleceréa los supuestos de excepcion a los principios que rijan el tra-
tamiento de datos, por razones de seguridad nacional, disposiciones
de orden publico, seguridad y salud publicas o para proteger los de-
rechos de terceros.

Esta garantia constitucional fue introducida en el articulo 16 de
la Constitucion Politica de los Estados Unidos Mexicanos en 2009; la
reforma al articulo fue publicada en el Diario Oficial de la Federacion
el 1 de junio de ese afio.

El derecho a la autodeterminacion informativa, que constituye el as-
pecto positivo del derecho a la privacidad y a la proteccién de los datos,
implica la facultad de toda persona no solo de la no intromisiéon de terce-
ros en la informaciéon que le concierne, sino el derecho activo a la infor-
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macion de caracter personal que obra en manos de terceros, mediante
los derechos de acceso, rectificacion y cancelacion de datos, y el de
oposicion al tratamiento de estos, que se consagra en la Constitucion.

Dicho derecho constitucional se desarrolla e incluye en leyes se-
cundarias, entre ellas la Ley Federal de Proteccion de Datos Persona-
les en Posesion de los Particulares, vigente desde el 6 de julio de 2010,
y la Ley Federal de Transparencia y Acceso a la Informacion Publica
Gubernamental, que entré en vigor en el afio 2002 y que continuara
vigente en lo que no se oponga a lo previsto por la nueva Ley Gene-
ral de Transparencia y Acceso a la Informacion Publica, vigente a par-
tir del 5 de mayo de 2015, incluyendo lo relativo a la proteccion de los
datos personales.

La Ley Federal de Proteccion de Datos Personales en Posesion de
los Particulares, como lo indica su nombre, tiene por objeto la protec-
cion de los datos de personas fisicas que estén en poder de particu-
lares, con la finalidad de regular su tratamiento legitimo, controlado e
informado, estableciendo los principios que deben observar quienes
obtengan, usen, divulguen y almacenen datos personales, asi como
las herramientas necesarias para que los titulares de estos hagan va-
ler los derechos de acceso, rectificacion, cancelacion y oposicion res-
pecto a su tratamiento.

Por su parte, la Ley Federal de Transparencia y Acceso a la Infor-
macion Publica Gubernamental y la nueva Ley General de Transpa-
rencia y Acceso a la Informaciéon Publica establecen, para los sujetos
obligados por dichas leyes,! tanto el deber general de proteccion de
los datos personales que obren en su poder como los principios que
deben observar en relacion con los datos y la obligacion de adoptar
procedimientos y medidas para garantizar a sus titulares el acceso y
la correccion.

En la colaboracion que ofrece la doctora Ferreira Rubio se anali-
za concretamente el caso de la exclusion del domicilio de la creden-

T El Poder Ejecutivo federal, la administracion publica federal y la Procuraduria General de la
Republica; el Poder Legislativo federal; el Poder Judicial de la Federacién y el Consejo de
la Judicatura Federal; los érganos constitucionales auténomos; los tribunales administrativos
federales y cualquier otro érgano federal.

16 Delia Matilde Ferreira Rubio
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cial para votar con fotografia —emitida anteriormente por el Instituto
Federal Electoral y actualmente por el Instituto Nacional Electoral—,
documento de gran importancia para el ciudadano, ya que le permite,
ademas de ejercer sus derechos politico-electorales, realizar un sinfin
de tramites cotidianos, al servir como documento oficial de identifica-
cioén y, en ocasiones, como comprobante de domicilio.

La inclusion de este trabajo en la coleccion Comentarios a las
Sentencias del Tribunal Electoral constituye una aportacion a la cultura
juridico-electoral vigente, la cual se va construyendo con el analisis de
casos tan relevantes como el que aqui se aborda.

La credencial para votar y la proteccién de los datos personales 17
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La credencial para votar
y la proteccion de
los datos personales

Delia Matilde Ferreira Rubio

Sumario: |. Conflicto de fondo; Il. Sentencia y
decisiones posteriores; Ill. Datos personales.
Registro, tratamiento, constancia y difusion; IV.
Valoracion de la solucion adoptada, V. Fuentes
consultadas.

I. Conflicto de fondo

La proteccion de los datos personales ha sido una pre-
ocupacion en la agenda publica latinoamericana, en
particular en los ultimos 15 afios, en conexion —en mu-
chos paises— con la busqueda de garantizar el dere-
cho de acceso a la informacion publica. La primera ley
de proteccion de datos en laregion fue la Ley argentina
25.326 de 2000." En la actualidad Brasil, Bolivia, Chile,
Colombia, Ecuador, El Salvador, Guatemala, Honduras,
México, Nicaragua, Peru, Panama, Paraguay, Republi-
ca Dominicana, Uruguay y Venezuela cuentan también
con normas —de rango constitucional o de ley— de pro-
teccion de datos personales (Remolina 2014).

T El texto de la Ley 25.326 puede consultarse en http://www.jus.gob.ar/
media/33481/ley_25326.pdf. En Europay Estados Unidos las primeras leyes
de acceso a la informacién y proteccion de datos personales se remontan a
la década de 1970. La primera ley fue la del estado de Hesse, en Alemania,
de 1970. Al respecto, véase Jori (2007), en especial, el capitulo 3.

19
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El disparador central de la preocupacion por la proteccion de los da-
tos personales ha sido el desarrollo de las tecnologias de la informacion,
que hoy en dia permiten el cruce de datos y el acceso a ellos con gran fa-
cilidad y rapidez, y los controles caracteristicos de la era preinformatica o
preinternet no son eficientes o adecuados para impedir abusos.

La proteccion de la vida privada o la intimidad ha sido una constante
en la legislacion, desde el derecho romano hasta la actualidad, pero ha
sido necesario cambiar y ampliar esa proteccion a medida que la tecno-
logia ha facilitado nuevas formas de intromision. Siglos atras bastaba la
proteccion fisica del domicilio o de la correspondencia. Luego aparecie-
ron la fotografia, la grabacion de voz y, recientemente, la acumulacion de
datos en registros de facil acceso (Ferreira 1982), y con estos desarrollos
tecnologicos surgié la necesidad de prever nuevas medidas juridicas de
proteccion (Bustillos 2011, 317-46).

El conflicto al que se refiere la sentencia que se comenta se relaciona
con un dato personal en particular: el domicilio, que no solo forma parte
de la informacion de rastreo y ubicacion de una persona, sino que es con-
siderado —desde el derecho romano— como un atributo de la personali-
dad. ¢ Se puede hacer publico el domicilio en un instrumento emitido por
el Estado, como la cédula para votar? Tradicionalmente habia sido asi en
muchos de los paises de América Latina, y la cuestion no habia generado
mayores debates o planteos.

En la actualidad, el tema despierta inquietud en parte por razones ju-
ridicas y en parte por el contexto social en el que se vive. En cuanto a las
razones juridicas, en el caso de la sentencia que se comenta, el proble-
ma se plantea porque las normas de proteccion de datos personales es-
tablecen que estos tienen el caracter de confidenciales, y entre ellos se
incluye el domicilio de una persona, pero las normas electorales disponen
que el documento habilitante para votar —la credencial para votar— de-
be contener el domicilio.

A este conflicto juridico se suman consideraciones practicas que tam-
bién deben ser tenidas en cuenta y que dividen la opinion de la ciudada-
nia. Entre dichos factores practicos o funcionales, la inclusion del domicilio
puede facilitar la realizacion de tramites en los que es necesario acreditar-
lo. Por otro lado, en contextos de violencia e inseguridad, la inclusion del

20 Delia Matilde Ferreira Rubio
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domicilio de la persona en un documento puede traer problemas de gra-
vedad en caso de robo o pérdida.

Este es el conflicto que constituye el nudo de la discusion en este caso.
La sentencia de la Sala Superior del Tribunal Electoral del Poder Judicial
de la Federacion (TEPJF) y las decisiones a las que dio lugar han contribui-
do a dar una solucion satisfactoria al problema. En efecto, a la sentencia
que se comenta siguid la revision del acuerdo del entonces Instituto Fe-
deral Electoral (IFE) —hoy Instituto Nacional Electoral (INE)—, que decidié
que al momento de la tramitacion de la credencial para votar sea el ciuda-
dano el que decida la forma en que el domicilio constara en el documen-
to, ya sea en forma visible —como habia sido habitual—, ya sea en forma
encriptada. Esta Ultima decision fue avalada por el propio Tribunal en su
sentencia SUP-RAP-182/2013 en enero de 2014.

Las sentencias de los tribunales pueden ser analizadas desde dis-
tintos puntos de vista y diversos angulos juridicos y legales. Muchas
de las consideraciones de la sentencia que se comenta tienen que ver
con cuestiones procesales o de procedimiento especificas del derecho
mexicano, que no se abordaran en este comentario, que estara cen-
trado en los aspectos relacionados con el conflicto de fondo: la forma
en que el domicilio —dato personal confidencial— debe aparecer en
la credencial para votar.

Il. Sentencia y decisiones posteriores

Decision cuestionada

La sentencia dictada el 29 de mayo de 2013 por la Sala Superior del TEPJF
(SUP-RAP-37/2013) resovio¢ la impugnacion interpuesta por el Partido
Accion Nacional (PAN) contra el acuerdo CG84/2013 del Consejo Ge-
neral del entonces IFE adoptado en la sesion del 27 de febrero de 2013.

En 2012 el IFE decidié modificar el modelo de la credencial para
votar y encargo a la Direccion Ejecutiva del Registro Federal de Elec-
tores la realizacion de un estudio técnico especifico en relacion con la

La credencial para votar y la proteccién de los datos personales 21
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viabilidad de incluir el domicilio del ciudadano en forma visible en la
credencial para votar (acuerdos CG732/2012 y CG733/2012, respec-
tivamente).

El acuerdo CG84/2013 disponia “mantener los datos de calle, nu-
mero exterior y numero interior del domicilio de los ciudadanos, de ma-
nera visible en la Credencial para Votar” (articulo 1).

Para adoptar la resolucién acerca de la inclusion del domicilio en
forma visible en la cédula para votar, el Consejo General del IFE tomé
en cuenta los resultados de una encuesta nacional y de una encuesta
abierta en linea, asi como los resultados de una serie de consultas a
organismos publicos y privados, al Instituto Federal de Acceso a la In-
formacion y Proteccion de Datos (Ifai) y a expertos en el tema.

La encuesta nacional reflejé una preferencia mayoritaria de los ciu-
dadanos en favor de la inclusion del domicilio completo en forma visible
en la credencial para votar. El total de apoyo fue de 49.7%, mientras
qgue en las areas no urbanas el nimero se elevo a 67 por ciento. Evi-
dentemente, esto se vincula con la utilizacion practica de la cédula pa-
ra votar y asi surge de la propia encuesta. Entre los fundamentos de
su preferencia, los consultados mencionaron que el domicilio visible
en la credencial es util para realizar tramites, acreditar la identidad,
poder avisar en caso de emergencias y acreditar la residencia; 32.2%
de los encuestados prefirid la opcion de ocultar los datos de domicilio.

Los datos de la consulta abierta en linea arrojaron un resultado
distinto: 57% de los mas de 5,000 participantes estuvo a favor de lainclu-
sion del dato en forma cifrada o codificada, no accesible a simple vista.

De las 134 instituciones publicas y privadas consultadas, 42 dijeron
que utilizan los datos de domicilio que figuran en la cédula para votar
como informacion para la realizacion de diversos tramites administra-
tivos. De estas 42, 24 instituciones respondieron que si el domicilio no
figuraba en forma visible podrian implementar mecanismos tecnologi-
cos para leer la informacion cifrada. Las 18 restantes contestaron que
no estaban dispuestas a recurrir a herramientas tecnoldgicas para leer
la parte cifrada de la credencial si el domicilio no estaba visible.

Dado que México cuenta con una legislacion especifica para la pro-
teccion de datos personales y ha creado un organismo especializado en
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la materia —el Ifai—, la opinidn de este es de gran peso en la cuestion. En
los fundamentos del acuerdo CG84/2013 se afirma al respecto que

El Instituto Federal de Acceso a la Informacion y Proteccion de Datos
considerd que la inclusion visible de los datos de la calle, nimero ex-
terior y numero interior en la Credencial para Votar no pone en ries-
go la proteccion de los datos personales del ciudadano, “en tanto se
genere para el ciudadano informacion suficiente sobre la importancia
de los datos ahi contenidos para que estos adopten ciertas medidas
elementales de cuidado y en tanto se propicie una cultura de cuida-
do responsable para toda persona que en el desarrollo de activida-
des legitimas posea datos de la credencial para votar”.

Finalmente, el Consejo General del IFE entendié que la inclusion vi-
sible del domicilio en la credencial para votar era necesaria para que
se llevaran a cabo las actividades de notificacion, visita y capacita-
cion de los ciudadanos designados para cumplir funciones en el pro-
ceso electoral.

Argumentos de la impugnacion

El PAN impugno el acuerdo el 5 de marzo de 2013 y el 11 de marzo el
representante del Partido de la Revolucién Democrética (PRD) presen-
té un escrito como tercero interesado. Cabe recordar, como deja claro
el Tribunal en la sentencia, que el tercero interesado contradice la pre-
tension del apelante y su interés es el de mantener vigente el acto cues-
tionado. En sintesis, en cuanto al conflicto de fondo, el PAN estaba en
desacuerdo con que el domicilio del ciudadano figurara en forma visi-
ble en la credencial para votar, mientras que el PRD estaba a favor de
mantener esa informacion visible, tal como habia decidido el Consejo
General del IFE.

Laimpugnacion del PAN se sostiene en su calidad de entidad de interés
publico, que le permite actuar en defensa del interés publico, colectivoy
difuso cuando considere que se ha violado el principio de legalidad, como
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reconoce el Tribunal en el considerando segundo, punto d, de la sen-
tencia que se comenta.

Los cuestionamientos al acuerdo CG84/2013 se basaron en ar-
gumentos de procedimiento y argumentos de fondo. Desde el punto
de vista del procedimiento, el PAN cuestiona el acuerdo por estar de-
ficientemente fundado y motivado. El agravio de fondo que esgrime el
PAN se refiere a que el acuerdo violarfa el derecho de las personas a
la proteccion de sus datos personales, derecho amparado tanto en el
ambito constitucional como legislativo.

Para el PAN, el estudio técnico que incluyo la realizaciéon de la en-
cuesta nacional y las consultas referidas mas arriba resulta insuficien-
te, lo que determina que el acuerdo no esta debidamente fundado y
motivado. El PAN hace hincapié en la respuesta del Ifai que, si bien in-
dico que “en general” la visibilidad del domicilio en la credencial para
votar no afecta la proteccion de los datos reservados, agrego que ello
era asi siempre que se dieran tres condiciones:

1) Que se instruya al ciudadano acerca de la importancia del dato in-
cluido en la credencial y la necesidad de que adopte medidas de
cuidado al usarla.

2) Que se construya una cultura de cuidado del uso de la credencial.

3) Que se faciliten al ciudadano mecanismos para la proteccion de
su informacién personal.

La interpretacion del PAN de la respuesta del Ifai es que, dado que
esa cultura de cuidado de los datos personales no existe adn, la inclu-
sion del domicilio en forma visible si presenta riesgos para la protec-
cién de los datos personales.

El PAN resalta que, en su respuesta a la consulta del IFE, el Ifai se
refiere al cumplimiento del articulo 20 de la Ley Federal de Transparen-
cia y Acceso a la Informacion Publica Gubernamental (LFTAIPG), que
dispone la obligacion de los sujetos responsables de bases de datos
y registros de datos personales de tratar los datos solo cuando “sean
adecuados, pertinentes y no excesivos en relacion con los proposi-
tos para los cuales se hayan obtenido”. Adecuacion, pertinencia y no
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exceso son los criterios que deben guiar el “tratamiento de datos”, es
decir, su utilizacion, cruce, distribucién, ordenamiento y clasificacion.

El PAN aduce que el estudio técnico debid analizar la inclusion del
domicilio en forma visible, a la luz del principio de protecciéon consti-
tucional del derecho a la protecciéon de los datos personales y de los
tres criterios establecidos en la LFTAIPG, asi como de los principios ge-
nerales aplicables a la cuestion: licitud, consentimiento, informacion,
calidad, finalidad, lealtad, proporcionalidad y responsabilidad. En la
medida en que este andlisis no figura en los antecedentes, el acuerdo
esta insuficientemente motivado.

Otra linea argumental del PAN se relaciona con los efectos de la no
inclusion del domicilio en forma visible en la credencial para votar para
las tareas de notificacion y capacitacion de los ciudadanos que lleva
a cabo el IFE. El PAN afirma, con razén, que el IFE cuenta con la infor-
macion de localizacion de los ciudadanos en sus registros y no nece-
sita ponerla en forma visible en la credencial para acceder a ella. En
efecto, los organismos pertinentes del IFE pueden consultar las bases
de datos de electores y utilizar su domicilio para notificarlos o locali-
zarlos a fin de capacitarlos. Surge aqui una distincion importante res-
pecto de la funcion de la credencial, que es la de identificacion, no la
de localizacién o georreferenciacion del ciudadano.

En cuanto a las entidades consultadas, el PAN sefiala que se debid
recurrir a la Comision Nacional Bancaria, como organismo regulador, y
no alos bancos o las entidades intermedias que los nuclean. Mas alla de
cudles sean las préacticas en algunos bancos, el PAN resalta que la legisla-
cién noincluye a la credencial para votar como comprobante valido para
acreditar el domicilio. Por lo tanto, la inclusion visible de este dato perso-
nal resulta absolutamente irrelevante desde el punto de vista bancario.

El PAN cuestiona asimismo que el estudio técnico no haya dado
suficiente importancia a la opinion emitida por la Secretaria de la
Defensa Nacional, en el sentido de que la inclusion cifrada o codificada
del domicilio en la credencial para votar estaria en coincidencia con la
politica de seguridad adoptada por el Estado.

Otro argumento que fundamenta la impugnacion es que el estudio
técnico no analiza si la encriptacion o codificacion del domicilio afecta
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algun derecho —mas alla de la opinion o las preferencias subjetivas
de los ciudadanos—.

La credencial para votar cumple dos funciones primordiales: habi-
litar al elector para votar y acreditar la identidad del elector. Para nin-
guna de estas funciones hace falta que el domicilio aparezca en forma
visible. Ademas, y hasta que se emita la cédula de identidad, la cre-
dencial para votar puede servir como medio de identificacion personal
para tramites administrativos. EI domicilio no forma parte de la identi-
dad de la persona, por lo tanto, tampoco esta funcion justificaria la ne-
cesidad de que figure en forma visible en el documento.

Para el PAN, puesto que el domicilio es un dato confidencial, no
deberia figurar en forma visible en la credencial. El IFE aprobd opor-
tunamente los Lineamientos de Proteccion de Datos Personales que
establecen los principios que deben regir el tratamiento de los datos
personales. Dichos principios son los de licitud, finalidad y proporcio-
nalidad, calidad y seguridad. Supuestamente, incluir el domicilio en
forma visible contradice el principio de seguridad en el tratamiento de
datos. El principio de seguridad exige que se adopten

las medidas necesarias para garantizar la integridad, confiabilidad,
confidencialidad y disponibilidad de los datos personales mediante
acciones que eviten su alteracion, pérdida, transmision y acceso no
autorizado.

Criterio del Tribunal y la resolucién

La Sala Superior del TEPJF resolvié revocar el acuerdo CG84/2013, a
efecto de que el IFE realizara una valoracion ponderada de los argumen-
tos a favor y en contra de la inclusion en forma visible del domicilio en
la credencial para votar y evaluara la posibilidad de que el ciudadano
—en ejercicio del derecho a la autodeterminacion informativa— optara
por la visibilidad o encriptacion del domicilio en dicho documento.

En cuanto a la deficiente motivacion del acuerdo cuestionado, si-
guiendo la jurisprudencia del propio Tribunal, la Sala Superior recordd que
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tratdndose de los acuerdos generales que emite la autoridad electo-
ral, los requisitos de fundamentacién y motivacion se satisfacen bajo
premisas distintas a las que se requieren para otros actos de autori-
dad, porque en estos casos, al tratarse del despliegue de su potestad
reglamentaria, basta que tenga reconocida en la ley la facultad para
emitirlos en la materia relativa y los pronuncie apegados a la legalidad.

Conforme a esta orientacion, el Tribunal considera en su sentencia
que el IFE tiene competencia para emitir la credencial y determinar su
formato, con lo cual estarian satisfechos los requisitos de fundamen-
tacion y motivacion. Sin embargo, para la Sala Superior “el acuerdo
impugnado [...] examinado de manera integral en estricto sentido de-
satiende el mandato de la debida motivacion” por dos razones:

1) En el acuerdo impugnado se exponen suficientemente los argu-
mentos a favor de la visibilidad del domicilio en la credencial para
votar, pero no se aclaran los argumentos por los que se desesti-
ma de la opcién opuesta, es decir, la incorporacion de los datos
en forma codificada o encriptada. Aunque esto parezca un juego
de palabras, en sintesis, la sentencia sostiene que el acuerdo ex-
plica por qué esta a favor de la visibilidad del domicilio pero le fal-
ta explicar por qué esta en contra de la encriptacion del dato.

2) En el acuerdo impugnado no se consideré la posibilidad —pro-
puesta por el PAN— de dar al ciudadano la opcién de elegir entre
la inclusion del domicilio en forma visible o en forma codificada,
opciéon que se basa en la autodeterminacion informativa, derecho
consagrado en materia de proteccion de datos personales.

En cuanto a la necesaria proteccion de los datos personales, co-
mo el domicilio, el Tribunal destaco la legitimidad del IFE para colec-
tar la informacion del domicilio de los ciudadanos como un elemento
central para determinar dénde les corresponde votar, lo que contribu-
ye a la certeza y credibilidad del proceso electoral. Asimismo, desta-
c6 que la normativa que regula la credencial para votar establece que
el domicilio es uno de los contenidos minimos que debe comprender
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el documento, conforme al articulo 200 del Cédigo Federal de Institu-
ciones y Procedimientos Electorales.

Uno de los fundamentos del acuerdo cuestionado se refiere a la
estrategia del IFE de consolidar la credencial para votar como docu-
mento de identidad, para lo cual el IFE considerd Util incluir el domicilio
en forma visible. Con respecto a este argumento, el Tribunal recuerda
que la normativa acerca de la cédula de identidad —cuando se emita
efectivamente— no exige que esta contenga el domicilio —ni visible
ni encriptado—. Por lo tanto, aunque no se incluya el domicilio en for-
ma visible, la credencial para votar podré seguir siendo utilizada co-
mo forma de identificacion para tramites administrativos, conforme al
articulo cuarto transitorio del decreto de modificacion de la Ley Gene-
ral de Poblacion.

Lo que se discute en el caso es quién tiene control de los datos
personales que se consideran confidenciales. En este punto entra en
juego el derecho de autodeterminacion informativa —reconocido cons-
titucionalmente en México—, que es la facultad de cada persona de
controlar el flujo de informacién de los datos que hacen a su vida pri-
vada. Las personas tienen derecho a saber qué datos personales po-
seen las autoridades publicas o los bancos de datos privados, a exigir
la rectificacion de la informacién cuando sea incorrecta y a decidir quién
puede acceder a esos datos en tanto informacion individual.

Como recuerda el Tribunal, la proteccion de los datos persona-
les tiene rango constitucional en México. En efecto, el articulo 6-Il de
la Constitucion Politica de los Estados Unidos Mexicanos (CPEUM) dis-
pone que “la informacion que se refiere a la vida privada y los datos
personales sera protegida en los términos y con las excepciones que
fijen las leyes”. En la misma direccion, el parrafo adicionado en 2009
al articulo 16 de CPEUM establecié con mas detalle cudles son los de-
rechos de las personas sobre los datos personales en poder de enti-
dades publicas o privadas:

Toda persona tiene derecho a la proteccion de sus datos persona-
les, al acceso, rectificacion y cancelacion de los mismos, asi como a
manifestar su oposicion, en los términos que fije la ley, la cual deter-
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minard los supuestos de excepcion a los principios que rijan el trata-
miento de datos.

Estos derechos son expresion del principio de autodeterminacion
informativa.

El Tribunal también destaca que la proteccion constitucional de la in-
timidad y los datos personales se instrumenta en el ambito legislativo por
medio de la LFTAIPG, que define qué debe entenderse por datos persona-
les. El Tribunal sostiene que

la Ley Federal de Transparencia y Acceso a la Informacion Publica
Gubernamental, tutela el derecho a la proteccion de datos persona-
les de las personas fisicas, y se encauza al respeto del derecho per-
sonalisimo de la intimidad, asi como al de su confidencialidad, en los
términos siguientes: Articulo 3. Para los efectos de esta Ley se enten-
deré& por: [...] Il. Datos personales: La informacién concerniente a una
persona fisica, identificada o identificable, entre otra, la relativa a su
origen étnico o racial, o que esté referida a las caracteristicas fisicas,
morales o0 emocionales, a su vida afectiva y familiar, domicilio, nime-
ro telefénico, patrimonio, ideologia y opiniones politicas, creencias o
convicciones religiosas o filoséficas, los estados de salud fisicos o
mentales, las preferencias sexuales, u otras anélogas que afecten su
intimidad (sic) (SUP-RAP-37/2013, 64).

Llama la atencion, sin embargo, que al citar el articulo 3 de dicha
ley, el Tribunal reproduzca un texto que no es el vigente. En efecto, en
2010 la definicion de datos personales fue modificada y se eliminé la
enumeracion que es clave en el caso que se considera. El texto vigente
del articulo 3-Il de la LFTAIPG define los datos personales como “la infor-
macion concerniente a una persona fisica, identificada o identificable” 2

Dichos datos personales se consideran confidenciales cuando su di-
fusion requiera del consentimiento de los individuos, y la LFTAIPG, en el ar-
ticulo 21, aclara que

2 Fraccion reformada DOF 05-07-2010. Acerca de la evolucion de las modificaciones a la Ley
Federal de Transparencia y Acceso a la Informacién Publica Gubernamental, véase LFTAIPG.
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Los sujetos obligados no podran difundir, distribuir o comercializar
los datos personales contenidos en los sistemas de informacion, de-
sarrollados en el ejercicio de sus funciones, salvo que haya mediado
el consentimiento expreso [...] de los individuos a que haga referen-
cia la informacion.

Esta obligacion de tratamiento confidencial de los datos personales
esté avalada por una serie de normas que el Tribunal repasa cuidado-
samente. Entre estas, el Codigo Federal de Instituciones y Procedimien-
tos Electorales, en el articulo 171, inciso 3, dispone expresamente que
“los documentos, datos e informes que los ciudadanos proporcionen
al Registro Federal de Electores [...] seran estrictamente confidencia-
les y no podran comunicarse o darse a conocer”, salvo en los casos
de excepcion previstos.

Ahora bien, dichas normas se refieren al tratamiento de los datos
personales por parte de los organismos oficiales. A juicio de quien es-
to escribe, entregarle a una persona un documento oficial en el que
aparece su propio domicilio no implica difundir, distribuir ni comerciali-
zar el dato privado (se retomara el particular en el siguiente apartado.)

Un principio rector de la interpretacion de las normas de derechos
es el principio propersona, que obliga a interpretar las reglas de la
forma mas favorable a las personas, promoviendo el respeto, protec-
ciony garantia de los derechos con atencién de los criterios de univer-
salidad, interdependencia, indivisibilidad y progresividad. El Tribunal
entiende que el IFE debid realizar un ejercicio de ponderacion con ba-
se en estos criterios antes de decidir acerca de la visibilidad o no del
domicilio en la credencial para votar. Esta ponderacion entre la utilidad
de la inclusion visible del dato y la necesidad de proteger la confiden-
cialidad del dato personal hubiera dado sustento efectivo a la decision,
pero no se llevod a cabo.

Estos argumentos y razonamientos llevaron al Tribunal a revocar la
decision y exhortar al IFE para que realizara la correspondiente ponde-
racion de los derechos en juego y evaluara la opcion de dejar la deci-
sion acerca de la visibilidad del domicilio en manos de cada persona.
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¢{Qué sucedio después de la sentencia?

En cumplimiento de la decision del Tribunal, el IFE ordend realizar la
ponderacion solicitada y analizar y evaluar la posibilidad de que la for-
ma en que el domicilio apareceré en la credencial para votar depen-
da de la decision de cada ciudadano.

El 23 de octubre de 2013, por medio del acuerdo CG292/2013, el
IFE resolvié modificar la decision original y establecié la obligacion de
consultar a los ciudadanos de forma expresa y por escrito acerca de
la incorporacion visible de los datos de domicilio en el anverso de la
credencial para votar. El acuerdo dispone que, en todos los casos y
con independencia de la decision de cada persona, el domicilio figu-
rard en forma encriptada en el reverso de la credencial.

En los fundamentos del acuerdo CG292/2013 se reconoce que
—luego de realizar la ponderacion que solicitd la Sala Superior del
TEPJF— queda claro que no hay ningun impedimento legal para que
el domicilio figure en forma codificada o cifrada en la credencial para
votar y que la no visibilidad del domicilio en dicha credencial no afec-
ta su utilidad para el fin principal al cual esta destinada: la identifica-
cion de la persona y la habilitacion del voto.

Pero la historia no habfa terminado aun. En diciembre de 2013, el
PRD y el Partido del Trabajo impugnaron el nuevo acuerdo, aduciendo
falta de motivacion y violacion de normas constitucionales y legales, ya
gue —entendian— la no inclusién del domicilio en forma visible atenta-
ba contra la seguridad y certeza del sufragio. El Tribunal resolvié —en
el expediente SUP-RAP-182/2013— ratificar el acuerdo CG292/2013,
gue considerod suficientemente motivado y congruente con la senten-
cia anterior de la Sala Superior acerca de la cuestion.

El procedimiento de consultarle al ciudadano, cuando tramita la
credencial para votar, si desea que su domicilio figure en forma visi-
ble en el anverso del documento se puso en marcha a principios de
2014. Hasta el mes de mayo de 2014, de un total de mas de cinco mi-
llones de ciudadanos que tramitaron la credencial para votar, solo 8%
habia optado por la encriptacion del dato del domicilio. La cifra, se-
gun declaraciones del consejero José Roberto Ruiz, es inferior alo que
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se esperaba (Cronica). Aunque, a decir verdad, la preferencia de los
ciudadanos parece congruente con los resultados de la encuesta na-
cional antes mencionados y que el IFE habia tomado en cuenta para
decidirse —en el acuerdo CG84/2013— por la visibilidad del domici-
lio en la credencial.

Ill. Datos personales. Registro, tratamiento,
constancia y difusion

La proteccion de los datos personales y la garantia de la autodetermi-
nacion informativa son manifestaciones de la proteccion del derecho
a la vida privada o derecho a la intimidad. La concepcion del dere-
cho a la privacidad —al igual que el conjunto de datos, hechos o si-
tuaciones protegidos— ha variado con el paso del tiempo, no solo en
funcién de la aparicion de nuevas formas de ataque, sino también, y
fundamentalmente, a medida que se modifican las ideas y valoracio-
nes sociales (Cifuentes 2008, 582-702) acerca de la relacion entre lo
publico y lo privado y la funcién del Estado y el derecho de los ciu-
dadanos a mantener un control de la administracion.

Asi, se paso de una concepcion del derecho a la intimidad centrada
solo en la nocion restrictiva del derecho a ser dejado en paz a laidea de
garantizar la libertad de pensamiento y accién de la persona, para final-
mente incorporar el derecho de autodeterminacion informativa o control
de la propia informacion (Rodota 1983, 186-93). Todas estas facetas in-
tegran hoy el concepto de derecho a la privacidad y cada una supone
una serie de garantias y herramientas juridicas de proteccion. Tradicio-
nalmente, el derecho a la reserva de la vida privada fue garantizado por
medio de la consagracion de la inviolabilidad de la correspondencia y
del domicilio—entendido como el ambito fisico de residencia y no como
simple direccion—. Pero esa proteccion ya no es suficiente.3

En la sociedad de la informacion, cuando existe una inmensa canti-
dad de informacién personal en manos del Estado y de organizaciones

s Acerca de la situacion en América Latina, véase Zamudio (2012, 2-21).
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privadas y la tecnologia facilita el cruce de informacion en cuestion de
segundos, se han hecho necesarios otros procedimientos de garantia
(Alvarez-Cienfuegos 1999), no solo de exclusion de terceros, sino con
herramientas proactivas para que las personas puedan retomar el control
de su informacion personal. El derecho a la autodeterminacion informa-
tiva (Hassemer y Chirino 1997) solo puede hacerse efectivo si se otorga
a la persona la capacidad de acceder a la informacion contenida en los
bancos de datos y registros, solicitar la rectificacion si esa informacion
es erronea, pedir la cancelacion del registro en los casos en que la in-
formacion sea improcedente, y oponerse a la recoleccion y tratamiento
de algunos datos. Estas facultades son conocidas como derechos ar-
co. El Reglamento de Transparencia del INE, segun la modificacion apro-
bada en julio de 2014, contempla estos derechos en el articulo 2-XIX.

Una muestra clara de la continua evolucion y revision del ambito
de proteccion del derecho a la intimidad es la actual discusion acer-
ca de “el derecho a ser olvidado”, que se debate en el contexto de la
proteccion de la informacion personal que circula en internet, cuyo ac-
ceso se ha potenciado con la aplicaciéon de los motores de busqueda
en la red. Aunque la discusion es reciente, ya ha dado lugar a fallos,
como el de la Corte de Justicia de la Unién Europea en un caso con-
tra Google. El derecho al olvido seria un corolario de lo que se cono-
ce como privacidad digital.4

El objetivo de la proteccion de los datos personales puede ser res-
guardar la intimidad de la persona, su tranquilidad y la no perturbacion
de su espacio de reserva, que es el espacio de libertad. La persona de-
cide con quién compartir esta informacién. Otras veces se protegen
dichos datos para evitar persecuciones o discriminaciones (Guerra
2011, 103), especialmente cuando se reconoce el caracter sensible o
confidencial de datos acerca de ideas politicas o creencias religiosas.

Pero qué informacion queda comprendida bajo ese paraguas es
una cuestion que no tiene una respuesta universal, porque depende
de la idiosincrasia y la cultura, y también de la posicién y funcién que
ocupan los diversos actores sociales (Shattuck 1977; Ferreira 1982).

4 Sobre privacidad digital, véase la resolucién que aprobd Naciones Unidas en noviembre de 2014
(ONU 2014).
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Por lo tanto, los aspectos comprendidos en la proteccion de la vida
privada o intimidad varian de una sociedad a otra y de un momento
histérico a otro.

Hoy en dfa hay consenso mas o menos generalizado acerca de
algunos aspectos que integran la zona protegida, como la salud, los
afectos, lafiliacion y las relaciones de parentesco, las preferencias se-
xuales, y las creencias ideoldgicas y religiosas. En cambio, se discute
la inclusion de datos acerca de la situacion econdémica de una perso-
na, la vida profesional, y los entretenimientos y diversiones (Ferreira
1999, 129-43). La labor jurisprudencial en cada pais ha sido de funda-
mental importancia para perfilar los contornos de la zona de reserva o
protecciéon de la vida privada.

La respuesta que se dé a la pregunta anterior tendré reflejo en la
definicién de datos personales y en la proteccion que se les asigne.®
Por eso, en algunas legislaciones se distingue entre datos personales
y datos sensibles, una subespecie que merece una proteccion espe-
cial (Lavalle 2009).

En la Ley de Proteccion de Datos Personales en Posesion de Par-
ticulares se adopta esta diferenciacion. En el articulo 3-V se definen
los datos personales como “cualquier informacién concerniente a una
persona fisica identificada o identificable”, y en el punto VI del mismo
articulo se definen los datos personales sensibles como

Aquellos datos personales que afecten a la esfera mas intima de su ti-
tular, o cuya utilizacion indebida pueda dar origen a discriminacién o
conlleve un riesgo grave para éste. En particular, se consideran sensi-
bles aquellos que puedan revelar aspectos como origen racial o étni-
co, estado de salud presente y futuro, informacioén genética, creencias
religiosas, filosoficas y morales, afiliacion sindical, opiniones politicas,
preferencia sexual.

Como se sefiala en el apartado anterior, llama la atencién que el
Tribunal cite en los fundamentos de la sentencia que se comenta un

5 Al respecto, véase Directiva 95/46/CE del Parlamento Europeo (1995).
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texto de la Ley de Transparencia y Acceso a la Informacion Publica
Gubernamental ya derogado. Hasta 2010, la definicion de datos per-
sonales del articulo 3-Il era la que cita el Tribunal:

La informacion concerniente a una persona fisica, identificada o iden-
tificable, entre otra la relativa a su origen étnico o racial, o que esta
referida a las caracteristicas, fisicas, morales o emocionales, su vida
afectiva y familiar, domicilio [...], ndmero telefonico, patrimonio, ideo-
logia y opiniones politicas, creencias o convicciones religiosas o fi-
losdficas, los estados de salud fisicos o mentales, las preferencias
sexuales, o otras analogas que afecten su intimidad.®

Este articulo zanjaba claramente la discusion acerca de si el domici-
lio era o no un dato personal. En efecto, por disposiciéon de la ley, lo era.

En 2010 el articulo fue modificado y el texto vigente define los datos
personales como “cualquier informacion concerniente a una persona
fisica identificada o identificable”. La enumeracion que cita el Tribunal
ya no esta en la Ley de Transparencia.

La mencion original del domicilio entre los datos personales sin
duda influyd en la conceptualizaciéon de reglamentos y lineamientos
acerca de acceso a la informacion publica elaborados por diferentes
organismos publicos mexicanos, aun cuando la ley fuera posterior y
se optara por una conceptualizacion genérica.

Para el caso que aqui ocupa, el Reglamento del Instituto Nacional
Electoral en materia de Transparencia y Acceso a la Informacion Pu-
blica (INE/CG70/2014) —cuya modificacion fue aprobada el 2 de julio
de 2014— reproduce aquella definicion original en el articulo 2-XVII, al
definir datos personales como

la informacién concerniente a una persona fisica, identificada o iden-
tificable, entre otra, la relativa a su origen étnico o racial, o que esté
referida a las fisicas, morales o emocionales, a su vida afectiva y fami-
liar, domicilio [...], numero telefénico, patrimonio, ideologia y opiniones

6 Fraccion reformada DOF 05-07-2010. La evolucién de las modificaciones a la ley pueden
consultarse en LFTAIPG.
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politicas, creencias o convicciones religiosas o filosdficas, el estado
de salud fisico o mental, las preferencias sexuales, u otras analogas
que afecten su intimidad.

La proteccion de los datos personales asi entendidos se completa
con lo dispuesto en el articulo 35-1 del Reglamento: “los datos perso-
nales son informacion confidencial que no puede otorgarse a persona
distinta de su titular, a menos que exista una autorizacion expresa de
éste”. En el mismo sentido, los Lineamientos Generales para la Clasi-
ficacion y Desclasificacion de la Informacion del IFE, en el articulo 28,
disponen que “sera confidencial la informaciéon que contenga datos
personales de una persona fisica identificada o identificable relativos
a: [...] VII. Domicilio particular”.

Larevision de estas normas no deja dudas en larespuesta a la pre-
gunta central del caso que se comenta: el domicilio es un dato perso-
nal confidencial.

La proteccion de la vida privada mediante el derecho de autode-
terminacion informativa se vincula especialmente con la proteccion de
datos, es decir, con la informacién. En este sentido, la discusion que
aqui ocupa no se refiere a la proteccion tradicional del domicilio co-
mo espacio fisico de residencia de la persona —o sede de la persona
juridica— (Cifuentes 2008, 659-61), sino al domicilio entendido como
dato, es decir, al domicilio-direccion. Se trata de dos bienes juridica-
mente protegidos distintos y las garantias con que se les rodea tam-
bién son diversas en naturaleza. Lo mismo pasa con la proteccion de
la imagen de una persona y la proteccion de las fotografias o regis-
tros de esa imagen. También corresponde la diferenciacion entre la
ideologia o creencias religiosas de una personay los registros de afi-
liacion a un partido o de pertenencia a un credo o iglesia. Otro caso
en el que la diferenciacion es clara es el de las comunicaciones de la
persona, por un lado, y los registros de llamadas o de ubicacién de
los teléfonos celulares, que son informacién o datos relacionados con
esas comunicaciones.

Cuando el Pacto de San José de Costa Rica hace referencia al do-
micilio en el articulo 11 —citado por el Tribunal en la sentencia que se
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comenta— no se refiere especificamente al domicilio-direccion, sino al
domicilio-ambito de residencia en el esquema tradicional de proteccion
de lavida privada. La aclaracion corresponde ya que en los fundamen-
tos de la sentencia pareciera que el Tribunal interpreta este articulo co-
mo refiriéndose al domicilio-direccion (SUP-RAP-37/2013, 62).

Conforme a la normativa aplicable al caso, queda claro que el
domicilio-direccioén es un dato personal confidencial. Una cuestion dis-
tinta es dénde y cémo se puede hacer constar y, eventualmente, di-
fundir esa informacion. Registrar el dato personal en la base de datos
de un banco o en el padrén de electores, por ejemplo, es una conduc-
ta absolutamente legal y avalada, ademas, por el consentimiento de
la persona que proporciona el dato. Situacion distinta es que el ban-
co o la autoridad encargada del padron electoral ponga esa informa-
cién en internet, o la entregue o la venda —como sucede en algunos
paises— a personas o entidades privadas, sin importar qué destino se
les den a esos datos.

Los organismos publicos que tienen datos personales en sus re-
gistros son garantes de la proteccion de dichos datos. La LFTAIPG dis-
pone en su articulo 21 que

Los sujetos obligados no podran difundir, distribuir o comercializar
los datos personales contenidos en los sistemas de informacion, de-
sarrollados en el ejercicio de sus funciones, salvo que haya mediado
consentimiento expreso [...], por escrito o por un medio de autentica-
cion similar, de los individuos a que haga referencia la informacion.

En todos los casos se trata de acciones que facilitan los datos a
terceros, no al propio titular de los datos. Este hecho queda claro en
el articulo 22, que contempla las hipétesis en las cuales el organismo
puede “proporcionar” los datos sin consentimiento del titular. Todas las
situaciones contempladas en la excepcion se refieren a entregar o fa-
cilitar el acceso a los datos a terceros.

En consonancia con dicha obligacion, el Reglamento de Transpa-
rencia del INE establece, en el articulo 35-1, que
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Los datos personales son informacién confidencial que no puede otor-
garse a una persona distinta que su titular, a menos que exista una au-
torizacion expresa de éste. Los servidores publicos del Instituto que
intervengan en el tratamiento de datos personales, deberan garantizar
la proteccion en el manejo de dicha informacion, por lo que no podra
ser comunicada salvo en los casos previstos por la Ley de Transpa-
renciay la Ley.

El articulo 37 del Reglamento refuerza la prohibicion de difusion al
establecer que

El Instituto no podra difundir los datos personales contenidos en los
sistemas de informacion, desarrollados en el ejercicio de sus funcio-
nes, salvo que haya mediado el consentimiento expreso, por escrito
o por un medio de autenticacion similar, de los individuos a que haga
referencia la informacion.

Las limitaciones mencionadas se refieren precisamente al registro,
tratamiento y custodia de la informacion relativa a los datos persona-
les. Esta claro que para difundir, comunicar, proporcionar, distribuir o
compartir la informacién con terceros es necesario el consentimiento
expreso del titular de los datos. La necesidad del consentimiento deri-
va del derecho de autodeterminacion informativa de la persona. Cada
persona debe saber a quién se entregaran los datos y con qué finali-
dad, y en funcion de ello tiene derecho a consentir o no la difusién o
entrega de sus datos personales.

El hecho de que una persona haya entregado de forma voluntaria
sus datos personales al INE en cumplimiento de los requisitos legales pa-
ra obtener la credencial para votar no presume su consentimiento
para que el Instituto entregue esa informacion a terceros, salvo en los
casos de excepcion previstos en la ley.

El articulo 22 de la LFTAIPG establece las hipdtesis en las cuales no
se requiere el consentimiento del titular: se trata de casos que tienen
que ver con intereses superiores al interés personal por la reserva de
la vida privada y los datos personales. De acuerdo con la ley mexica-
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na, no se requiere el consentimiento del titular cuando los datos son
necesarios para fines estadisticos o cientificos y se trata de datos di-
sociados —es decir, que no pueden identificarse de manera individua-
lizada con persona alguna—; tampoco se requiere el consentimiento
para el cruce de informacién entre entidades u organismos del Esta-
do para el cumplimiento de sus funciones, ni cuando media una or-
den judicial para proporcionar los datos personales. Un caso especial
previsto en la ley es la posibilidad de proporcionar los datos sin con-
sentimiento del titular en el caso de tercerizar el tratamiento de datos.
Es importante sefialar que, en este ultimo supuesto, dichos terceros
estan sujetos a la obligacion de confidencialidad y demas criterios de
seguridad en el manejo de informacion y no pueden utilizar los datos
con otros fines que no sea la prestacion del servicio de tratamiento de
datos contratado por el organismo que custodia los datos.

Pero, ademas de la difusion, distribucion y comercializacion de da-
tos —conductas que estan prohibidas por la ley—, hay otra posibilidad,
que es justamente la que describe el caso en andlisis: 4es legal que se
haga constar un dato personal en forma visible en un documento (en el
sentido amplio del término, por ejemplo, un contrato, un certificado, una
escritura, etcétera)? Nadie objetaria que en un contrato figure el domici-
lio de los contratantes; es mas, fijar el domicilio es un requisito de rigor
en muchos actos juridicos. Dichos documentos quedan en control de ca-
da sujeto y cada sujeto es custodio de la reserva de los documentos. Un
ejemplo clarisimo: los datos relativos a la salud de una persona son sin
duda datos personales protegidos. Cuando se expide un certificado de
salud para presentar en la escuela o en el trabajo, ¢,se exige que el con-
tenido esté cifrado?, jse pide que se exprese por escrito la autorizacion
para que el documento contenga los datos cuya certificacion se solicita?
A nadie se le ocurre; el dato es reservado y se utiliza el certificado o los
resultados de los andlisis como se estime conveniente.

Algo similar sucede con el domicilio y otros datos que figuran en
el documento de identidad. En algunos paises se incluye el nombre
del padre y de la madre; en otros se sigue incluyendo el sexo (mas-
culino o femenino), aun cuando se han aprobado leyes de tratamiento
igualitario para otras opciones sexuales, y en otros se incluye el esta-
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do civil. Si se utilizara el criterio de pedir el consentimiento del titular
para la inclusiéon de cada uno de estos datos personales se podria lle-
gar a reducir el documento de identidad a un plastico con un numero
0 cbdigo, y hasta la inclusion de la foto estaria sujeta a consentimien-
to, por tratarse de datos personales segun la LFTAIPG, que los define
como “cualquier informacion concerniente a una persona fisica iden-
tificada o identificable” (articulo 2-1l, segun texto reformado en 2010).

Por eso es razonable, la respuesta del Ifai a la consulta del IFE fue:

la inclusion visible de los datos de la calle, numero exterior y nimero
interior en la Credencial para Votar no pone en riesgo la proteccion de
los datos personales del ciudadano, “en tanto se genere para el ciu-
dadano informacion suficiente sobre la importancia de los datos ahi
contenidos para que estos adopten ciertas medidas elementales de
cuidado y en tanto se propicie una cultura de cuidado responsable
para toda persona que en el desarrollo de actividades legitimas po-
sea datos de la credencial para votar”.

El principio de confidencialidad en el tratamiento de los datos con-
tenidos en la base de datos —en este caso, el padrén de electores—
no resultaria afectado por el hecho de incluir el domicilio completo en
forma visible en la credencial para votar.

Las normas mencionadas anteriormente se refieren a la distribu-
cion, difusion, comercializacion o entrega de datos a terceros, no a la
expedicion de un documento que se entrega en un Unico ejemplar y
al propio titular de los datos. La seguridad apunta a que no se entre-
gue esa informacion confidencial a terceros, evitar filtraciones y garan-
tizar que los datos no resulten alterables o se pierdan directamente.

En este sentido, el Tribunal Electoral resolvié un caso interesante
relativo a un pedido de acceso a la informacion publica del padrén de
afiliados de un partido. En el expediente SUP-RAP-28/2008 se decidio
que se podia entregar la informacion del nombre y apellido de los afi-
liados, asf como la entidad federativa a la que pertenecian, pero no el
dato del domicilio, ya que este es un dato personal confidencial. Con
esta solucion se respetan tanto el derecho de acceso a la informacion
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publica como el derecho a la proteccion de los datos personales. Pero,
claramente, en este caso se trata del deber de confidencialidad frente
a terceros, distinto al de la entrega de la credencial para votar a cada
ciudadano con sus propios datos.

La interpretacion de las normas debe ser razonable. La visibili-
dad de un dato personal en un documento o un certificado no implica
la difusion, distribucion ni comercializacion del dato a terceros. Si se
equiparara la visibilidad del dato en el documento a las acciones pro-
hibidas por la ley, se llegaria al absurdo de que no se podria entregar
al titular de los datos un documento con la informacién personal que
consta en la base de datos salvo en forma encriptada. Sin duda, una
interpretacion absurda, que significaria, por ejemplo, que los registros
civiles no podrian dar partidas de nacimiento o de matrimonio. Entre-
gar estos documentos o certificados es precisamente una de las fun-
ciones propias de los registros publicos.

Tanto la LFTAIPG como las demas normas reglamentarias y los li-
neamientos reseflados se refieren al registro, custodia y tratamiento de
datos cuando establecen la obligacion de confidencialidad, y es dis-
cutible que entregarle a una persona un documento oficial en el que
aparece su propio domicilio signifique violar la regla de confidenciali-
dad. Entregar el documento al titular de los datos no implica difundir,
distribuir ni comercializar el dato personal a terceros, que es lo que es-
t& prohibido sin consentimiento del titular. En esta linea, el Reglamento
del INE es claro cuando dispone que “los datos personales son infor-
macion confidencial que no puede otorgarse a persona distinta de su
titular, a menos que exista una autorizacion expresa de éste” (articulo
35). Incluir el dato del domicilio en forma visible no implica violar esta
regla. Es el titular de la credencial quien se transforma en custodio de
la confidencialidad de los datos que constan en el documento.

El domicilio, entendido como direcciéon (address), no es conside-
rado un dato personal sensible que requiere confidencialidad en to-
dos los paises. En muchos casos el domicilio-direccion se considera
un dato “libre”, generalmente accesible y usable, al igual que el nom-
bre, el apellido, la fecha de nacimiento o el nimero de identificacion
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personal.” El tratamiento del dato de domicilio en los documentos de
identidad no es unanime en los paises latinoamericanos. Se utiliza el
ejemplo del documento de identidad porgue no todos los paises cuen-
tan con una credencial especial para votar, pero todos tienen un docu-
mento de identidad. El domicilio completo no figura en el documento de
identidad en 12 paises: Brasil, Chile, Colombia, Costa Rica, Ecuador, El
Salvador, Guatemala, Honduras, Panama, Paraguay, Uruguay y Vene-
zuela. En seis paises si aparece en el anverso o reverso del documen-
to: Argentina, Bolivia, Cuba, Nicaragua, Pert y Republica Dominicana.®

IV. Valoracion de la soluciéon adoptada

Tanto la decision del Tribunal en el caso SUP-RAP-37/2013 como el
acuerdo CG292/2013 del IFE —dictado como consecuencia de la sen-
tencia— adoptan una solucion razonable y plenamente ajustada al prin-
cipio de legalidad, en tanto dejan en manos de cada persona la decision
acerca de la forma en que el domicilio aparecera en su credencial pa-
ra votar. Sin perjuicio de lo cual también habia razones para sostener
la validez y legalidad de la primera decision del IFE en cuanto a la in-
clusioén visible del domicilio en la credencial para votar.

En sintesis, la solucién adoptada se ajusta al ordenamiento juridico
mexicanoy alos principios generales aplicables a la proteccion de los da-
tos personales. Los ejes de la solucion se refieren a los siguientes puntos:

1) El domicilio debe figurar en la credencial para votar. El Cédigo Fe-
deral de Instituciones y Procesos Electorales establece expresa-
mente que el domicilio es uno de los datos que debe contener la
credencial para votar, aunque no establece nada respecto a la for-
ma en que la informacién debe estar contenida. La determinacion
del formato a adoptar es una facultad del INE.

7 Véanse Simitis (1983, 171-77) y Gregorio [(2007), en especial el punto 3 acerca de acceso a
registros publicos mediante internet)].

8 La informacion fue chequeada con colegas de cada uno de los paises entre el 23 y 24 de
noviembre de 2014.
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2) Lafuncion de la credencial para votar es identificar al elector y ha-
bilitar el sufragio. Ambas funciones pueden cumplirse en plenitud
sin necesidad de que el domicilio figure en forma visible. La no
visibilidad del domicilio en la credencial para votar no afecta los
acuerdos que permiten su utilizacion como documento de identi-
dad hasta que se implemente la cédula de identidad, ello es asi
ya que la Ley de Poblacion no incluye el domicilio entre los datos
contenidos en la cédula.

3) El domicilio es un dato personal y confidencial. Tanto la Consti-
tucion como las leyes referidas al acceso a la informacion publi-
ca gubernamental y a la que esta en manos de los particulares
reconocen la proteccion de los datos personales entendidos de
forma amplia como cualquier informacion referida a una persona
identificada o identificable. Las normas del IFE acerca de trans-
parencia y proteccion de datos expresamente reconocen que el
domicilio es un dato personal y disponen la confidencialidad de
dicha informacion salvo consentimiento expreso y documentado
del titular del dato.

4) El derecho de autodeterminacion informativa justifica la consulta a
cada persona. La Constitucion y la legislacion mexicanas garanti-
zan el derecho a la autodeterminacion informativa como una mani-
festacion mas de la proteccion a la vida privada. La resolucion de
dejar en manos de cada ciudadano la decision sobre si desea que
su domicilio figure en forma visible en la credencial para votar es
congruente con este derecho. El domicilio figuraré siempre en for-
ma cifrada en el documento ya que es uno de los contenidos exi-
gidos en la ley.

Con esta solucién se conjugan de manera armonica el interés ge-
neral por la transparencia, certeza y confiabilidad del proceso electo-
ral, y el derecho de cada persona a la proteccion de su intimidad vy el
control de la informacion relativa a sus datos personales.
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RECURSO DE APELACION.

EXPEDIENTE: SUP-RAP-37/2013.

ACTOR: PARTIDO ACCION
NACIONAL.

AUTORIDAD RESPONSABLE:
CONSEJO GENERAL DEL

INSTITUTO FEDERAL ELECTORAL.

TERCERO INTERESADO: PARTIDO

DE LA REVOLUCION
DEMOCRATICA.
MAGISTRADO PONENTE:

CONSTANCIO CARRASCO DAZA.

SECRETARIOS: DANIEL JUAN
GARCIA HERNANDEZ Y JOSE LUIS
CEBALLOS DAZA.

México, Distrito Federal, a veintinueve de mayo de dos mil

trece.

VISTOS, para resolver los autos del recurso de apelacion
cuyo numero de expediente se identifica al rubro, interpuesto por
el Partido Accidn Nacional, para impugnar el Acuerdo CG84/2013,
emitido por el Consejo General del Instituto Federal Electoral, el

veintisiete de febrero de dos mil trece y

RESULTANDO:

|. Antecedentes. La demanda y el resto de las constancias

del expediente permiten desprender lo siguiente:
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SUP-RAP-37/2013.

1. Recomendacion. El veintiocho de septiembre de dos
mil doce, la Comisién Nacional de Vigilancia del Registro
Federal de Electores del Instituto Federal Electoral,
recomendo al Consejo General del citado Instituto actualizar

el modelo de credencial para votar.

2. Proyecto de acuerdo. El trece de noviembre de dos
mil doce, la citada Comisidén aprobdé someter a consideracion
del Consejo General del Instituto Federal Electoral, el
Proyecto de acuerdo por el cual se determin6 modificar el

modelo de credencial para votar.

3. Acuerdos relacionados con la credencial para
votar. El veintiuno de noviembre de dos mil doce, el Consejo
General del Instituto Federal Electoral llevd a cabo sesion
extraordinaria en la que aprobd las siguientes resoluciones:
Acuerdo CG732/2012 mediante el cual aprobé modificar el
modelo de la credencial de elector; Acuerdo CG733/2012, en
el que instruyd a la Direccion Ejecutiva del Registro Federal
de Electores realizar un estudio técnico y juridico con el
objeto de evaluar la viabilidad para incluir en forma impresa u
oculta, los datos de la calle, numero interior y exterior del
domicilio del elector en el cuerpo de la credencial; y, Acuerdo
CG734/2012, en el que se aprobaron los Lineamientos para
el Acceso, Rectificacion, Cancelacion, Oposicion y Validacion
de Datos Personales en Posesion de la Direccion Ejecutiva

del Registro Federal de Electores.
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SUP-RAP-37/2013.

4. Medios de impugnacion. El veintisiete de noviembre de
dos mil doce, los partidos de la Revolucion Democratica 'y Accion
Nacional, al estar inconformes con los acuerdos anteriores,
presentaron en la Secretaria Ejecutiva del citado Instituto
demandas de apelacion que se radicaron en la Sala Superior con
los expedientes SUP-RAP-525/2012, SUP-RAP-529/2012 y SUP-
RAP-530/2012.

5. Resolucion a las apelaciones. El dieciséis de enero de
dos mil trece, la Sala Superior resolvié los sefialados medios de
impugnacion, en el sentido de confirmar en cada caso los

acuerdos impugnados.

6. Acto Impugnado. El veintisiete de febrero, el Consejo
General del Instituto Federal Electoral, emiti6 el Acuerdo
CG84/2013, por el que determind “la modalidad en que seran
incorporados los datos de calle, numero exterior y numero interior

del domicilio de los ciudadanos en la credencial para votar”.

Il. Recurso de apelacion. El cinco de marzo siguiente, el
representante propietario del Partido Acciéon Nacional, por
conducto de la Secretaria Ejecutiva del Instituto Federal Electoral,
interpuso recurso de apelacion a fin de controvertir el acuerdo

anterior.

lll. Escrito de tercero interesado. El once de marzo, el
representante propietario del Partido de Ila Revolucidon
Democratica ante el Consejo General del Instituto Federal

Electoral, presentd escrito de tercero interesado.
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SUP-RAP-37/2013.

IV. Tramite al recurso de apelacién. El doce de marzo
de dos mil trece, se recibio en la Oficialia de Partes de la Sala
Superior, el oficio SCG/1173/2013 del Secretario del Consejo
General del Instituto Federal Electoral, por el que remitié a
este drgano jurisdiccional, entre otras constancias, el original
de la demanda, informe circunstanciado, escrito de tercero
interesado y demas documentacion relativa a la sustanciacion

del medio de impugnacion.

V. Turno. El propio doce de marzo, el Magistrado
Presidente de este organo jurisdiccional, ordend integrar el
expediente respectivo, registrarlo en el Libro de Gobierno con
la clave SUP-RAP-37/2013 y turnarlo a la ponencia del
Magistrado Constancio Carrasco Daza, para los efectos
previstos en el articulo 19, de la Ley General del Sistema de

Medios de Impugnacion en Materia Electoral.

El acuerdo anterior se cumplié mediante oficio TEPJF-
SGA-1329/12 de la misma fecha, signado por el Secretario

General de acuerdos de esta Sala Superior.

CONSIDERANDOS:

PRIMERO. Competencia. La Sala Superior del Tribunal
Electoral del Poder Judicial de la Federacion es competente para
conocer Yy resolver el presente asunto, conforme a lo dispuesto en
los articulos 41 parrafo segundo, base VI y 99 parrafo cuarto,
fraccion lll, de la Constitucién Politica de los Estados Unidos

Mexicanos; 186, fraccion lll, inciso g) y 189, fraccidn I, inciso c),
4

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

de la Ley Organica del Poder Judicial de la Federacion; asi como
40 apartado 1, inciso b), y 44, parrafo 1, inciso a), de la Ley
General del Sistema de Medios de Impugnacion en Materia
Electoral, por tratarse de un recurso de apelacién interpuesto por
un partido politico para controvertir un acuerdo emitido por el
Consejo General del Instituto Federal Electoral, en el que se
determina la modalidad en que seran incorporados los datos de
calle, numero exterior y numero interior del domicilio de los

ciudadanos en la credencial para votar.

SEGUNDO. Requisitos de procedibilidad. Los articulos 9°
parrafo 1, 40 parrafo 1, inciso b), y 45 parrafo 1, inciso a), de la
Ley General del Sistema de Medios de Impugnacion en Materia
Electoral, establecen los sefalados requisitos, mismos que se

satisfacen en el caso, de conformidad con lo siguiente:

a) Forma. El escrito de impugnacion se presentd ante la
autoridad responsable, sefala el nombre del recurrente y de quien
lo representa; domicilio para recibir notificaciones, identifica la
resolucion recurrida y la autoridad responsable, relata los hechos
y los agravios que segun el apelante derivan de dicho acuerdo,

asentando nombre y firma autégrafa del promovente.

La constancia de recepcion de la demanda evidencia que
ésta se presentd a través de la Secretaria Ejecutiva del Instituto
Federal Electoral, 6rgano encargado de recibir los medios
impugnativos contra actos o resoluciones del Consejo General del

propio instituto, de acuerdo con los articulos 120 apartado 1,
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inciso f) y 125 apartado 1, incisos a) y b), del Cddigo Federal de

Instituciones y Procedimientos Electorales.

b) Oportunidad. El recurso de apelacion debe considerarse
interpuesto en tiempo, toda vez que la resolucidon combatida se
dictd en sesidn extraordinaria de veintisiete de febrero de dos mil
trece y la demanda se presentd el cinco de marzo siguiente, es
decir, dentro de los cuatro dias posteriores a la emisiéon de dicha

determinacion.

c) Legitimacion y personeria. El recurso de apelacion lo
interpone un partido politico nacional registrado ante el Consejo
General del Instituto Federal Electoral, por conducto de su
representante propietario acreditado ante la propia autoridad

electoral administrativa.

d) Interés juridico. El partido impugnante interpone el
recurso de apelacion con la finalidad de combatir un acuerdo
emitido por el Consejo General del aludido instituto, en el que
determina la modalidad en que seran incorporados los datos de
calle, numero exterior y numero interior del domicilio de los
ciudadanos en la credencial para votar, acto que si bien no
repercute de manera exclusiva en la esfera juridica del partido
impugnante, éste tiene la calidad de entidad de interés publico
que interviene en el proceso electoral, reconocido con tal
naturaleza por la Constitucion Politica de los Estados Unidos
Mexicanos, de lo que le deriva la posibilidad juridica de actuar en
defensa del interés publico, difuso o colectivo, cuando considere

que un acto emitido por una autoridad administrativa electoral
6
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viola el principio de legalidad, por infraccion a las disposiciones
previstas en la propia Constitucion o en el Cddigo Federal de
Instituciones y Procedimientos Electorales, con independencia de
la defensa de sus intereses particulares, en tanto que al hacerlo,
no defienden un interés propio, sino que buscan la prevalencia del

interés publico.”

e) Definitividad. La legislacion aplicable en la materia no
prevé procedimiento para combatir el acuerdo impugnado del
Consejo General del Instituto Federal Electoral, por el que pudiera
ser modificado o revocado, por lo que éste debe considerarse
firme para ser impugnado mediante el presente recurso de

apelacion.

TERCERO. Tercero interesado. Camerino Eleazar
Marquez Madrid, representante Propietario del Partido de la
Revolucion Democratica, comparece al presente recurso de
apelacion y en términos de lo dispuesto por el articulo 17, parrafo
4, inciso e), y parrafo 5, de la Ley General del Sistema de Medios
de Impugnacion en Materia Electoral, solicita le sea reconocida la

calidad de tercero interesado.

Al respecto se debe decir, que esa calidad juridica esta
reservada a los ciudadanos, partidos politicos, coaliciones de
partidos, candidatos, organizaciones o agrupaciones politicas o de
ciudadanos, que manifiesten tener un interés legitimo en la causa,

derivado de un derecho incompatible con la pretension del

! Similar criterio se sostuvo al resolver los expedientes SUP-RAP-16/2012 y SUP-RAP-
118/2012, el uno de febrero y cuatro de mayo de dos mil doce, respectivamente.
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demandante, segun lo previsto en el articulo 12, parrafo 1, inciso
c), de la Ley General del Sistema de Medios de Impugnacién en

Materia Electoral.

Lo anterior significa que el interés juridico del tercero
interesado radica esencialmente en que el acto o resolucion
controvertido subsista tal como fue emitido, por ende esta en
oposicion, total o parcial, con la pretensiéon del actor en el

especifico medio de impugnacién promovido por éste.

En el recurso que se analiza, quien comparece como tercero
interesado aduce como su pretension fundamental que se
confirme el acto impugnado, tal y como se pronuncio, porque
contrario a lo alegado por el actor esta debidamente fundado y

motivado.

Lo anterior evidencia que la pretension del promovente es
incompatible con el interés juridico del impetrante del medio de
impugnacion, presupuesto juridico indispensable para que se le
reconozca participacion juridica en este asunto con la calidad

pretendida.

En estas circunstancias, Camerino Eleazar Marquez Madrid,
representante Propietario del Partido de Ila Revolucién
Democratica esta en aptitud juridica de ser parte en el recurso en
que se actua, con la sefalada calidad de tercero interesado,
siendo conforme a Derecho reconocerle esa calidad, en términos

de los preceptos legales invocados.
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CUARTO. Resolucion impugnada. ElI partido actor
controvierte el Acuerdo CG84/2013 del Consejo General del

Instituto Federal Electoral, en el que establecio:

ACUERDO

Primero. El Consejo General del Instituto Federal Electoral
determina mantener los datos de calle, numero exterior y numero
interior del domicilio de los ciudadanos, de manera visible en la
Credencial para Votar.

Segundo. Hagase del conocimiento de la Comision Nacional de
Vigilancia.

Tercero. Publiquese el presente Acuerdo en el Diario Oficial de la
Federacion.

El presente Acuerdo fue aprobado en lo general en sesion
extraordinaria del Consejo General celebrada el 27 de febrero de
dos mil trece, por seis votos a favor de los Consejeros Electorales,
Maestro Marco Antonio Bafios Martinez, Doctor Lorenzo Cérdova
Vianello, Doctora Maria Macarita Elizondo Gasperin, Doctor
Francisco Javier Guerrero Aguirre, Doctora Maria Marvan Laborde
y el Consejero Presidente, Doctor Leonardo Valdés Zurita, y dos
votos en contra de los Consejeros Electorales, Maestro Alfredo
Figueroa Fernandez y Doctor Benito Nacif Hernandez.

QUINTO. Agravios. Los motivos de inconformidad

expuestos por el partido actor son a letra:

PRIMERO.

Fuente Agravio.- Lo constituye el acuerdo
namero CG84/2013 de fecha 27 de febrero de 2013
aprobado en sesion extraordinaria por el Consejo
General del Instituto Federal Electoral bajo el rubro
"ACUERDO DEL CONSEJO GENERAL DEL
INSTITUTO FEDERAL ELECTORAL POR EL QUE SE
DETERMINA LA MODALIDAD EN QUE SERAN
INCORPORADOS LOS DATOS DE CALLE, NUMERO
EXTERIOR Y NUMERO INTERIOR DEL DOMICILIO
DE LOS CIUDADANOS EN LA CREDENCIAL PARA
VOTAR", especificamente el considerando numero 35,
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ya que se encuentra indebidamente fundado vy
motivado.

Articulos Constitucionales y legales violados.- Los
articulos 1, 6, 14 y 16 de la Constitucion Politica de los
Estados Unidos Mexicanos en relacion con los articulos
171, parrafo 3, y 200 del Codigo Federal de
Instituciones y Procedimientos Electorales.

Concepto del Agravio.- Deviene ilegal, ya que adolece
de indebida motivacion, el acuerdo que por esta via se
impugna toda vez que de su contenido se establece que
aparecera visible en el anverso de la credencial para
votar, el domicilio completo del elector incluyendo
nombre de la calle y numero interior y exterior, en
perjuicio del derecho de las personas a la protecciéon de
los datos personales, tal y como se expondra a
continuacion.

En el Considerando numero 35 del acuerdo que por
esta via se impugna sefiala la autoridad responsable lo
siguiente:

Que los resultados obtenidos del "Estudio técnico y
juridico para evaluar la viabilidad de la inclusién visible u
oculta, de los datos de calle, nUmero exterior y nimero
interior en la credencial para votar, en cumplimiento del
Acuerdo CG733/2012 del Consejo General del Instituto
Federal Electoral" fueron, entre otros, los siguientes:

La encuesta nacional revel6 que 49.7% de los ciudadanos
prefieren que los datos de calle, nimero exterior y numero
interior se presenten de forma visible en la Credencial
para Votar, mientras que el 32.2% manifesto que prefiere
que estos datos se oculten. La prevalencia de la
visibilidad de los datos de referencia se acentlla en zonas
no urbanas, en donde el porcentaje de ciudadanos a favor
de esta alternativa alcanza el 60.7%.

De las 134 instituciones publicas y/o privadas
consultadas, se recibieron 83 respuestas, de las cuales se
advierte lo siguiente:

- Existen 40 instituciones que no utilizan los datos de
calle, numero exterior e interior contenidos en la
Credencial para Votar como requisito para los tramites
que los ciudadanos realizan ante ellas, por lo que les
resulta indistinto la incorporaciéon visible u oculta en el
referido instrumento electoral.

- Existen 24 instituciones que requieren los datos de calle,
namero exterior e interior para realizar tramites ante ellas;
sin embargo, estarian dispuestas a utilizar algun
dispositivo o0 aplicativo para tener acceso a estos datos.

10
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- Existen 18 instituciones que requieren los datos de calle,
namero exterior y nimero interior de manera visible en la
Credencial para Votar, para la realizacibn de tramites
administrativos ante ellas y no les son suficientes el resto
de los datos que componen el domicilio del instrumento
electoral y tampoco estarian dispuestos a utilizar algan
dispositivo o aplicativo para tener acceso a estos datos.

El Instituto Federal de Acceso a la Informacién y
Proteccion de Datos considerd que la inclusion visible de
los datos de la calle, nUmero exterior y numero interior en
la Credencial para Votar no pone en riesgo la proteccion
de los datos personales del ciudadano, "en tanto se
genere para el ciudadano informacion suficiente sobre la
importancia de los datos ahi contenidos para que estos
adopten ciertas medidas elementales de cuidado y en
tanto se propicie una cultura de cuidado responsable para
toda persona que en el desarrollo de actividades legitimas
posea datos de la credencial para votar".

La Direccién Juridica del Instituto Federal Electoral indic
que corresponde al Instituto Federal Electoral garantizar la
confidencialidad de los datos personales contenidos en el
Padron Electoral a partir del cual se generan instrumentos
electorales como la Lista Nominal de Electores o la propia
Credencial para Votar. Sin embargo, en el caso de la
utilizacion de la Credencial para Votar, como medio de
identificacion, sefialé que "queda fuera del alcance de
esta autoridad vigilar la proteccibn de esos datos
personales, cuando el titular proporciona su credencial
como identificacion frente a terceros ajenos al IFE".

Las instituciones especializadas en el estudio del derecho
se pronunciaron a favor de la inclusiéon codificada o
cifrada de la calle, nUmero exterior y nUmero interior en la
Credencial para Votar, por motivos de seguridad y de
proteccion a los datos personales, asi como por la falta de
utilidad de dicha informacién en la identificacion de los
ciudadanos.

La especialista en materia del Registro Federal de
Electores consider6 que el domicilio es un dato personal y
gue el ciudadano debera decidir a quién y como se la
proporciona, y que no tendra ningln impacto negativo en
la codificacion de ese dato en la Credencial para Votar.

La eventual codificacién o cifrado de los datos de calle,
ndamero exterior y namero interior en la Credencial para
Votar podria afectar las atribuciones y procedimientos de
la Direccion Ejecutiva de Capacitacion y Educacion
Civica, sin que sea viable la utilizacion de dispositivos y/o
aplicativos, como lectores de cddigos, en las actividades
de notificacién, visita y capacitacion de los ciudadanos
insaculados, durante los procesos electorales federales.

 En la encuesta abierta disponible en la pagina de Internet
11
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del Instituto, el 57% de los 5,461 participantes consideré
que estos datos deberian ocultarse en la Credencial para
Votar.

En conclusion, si bien existen elementos que constituyen
razones validas para que el Registro Federal de Electores
adopte como politica la codificacion o cifrado de los datos
a que se ha hecho referencia, estas no resultan
suficientes, por lo siguiente:

-La mayoria de los ciudadanos entrevistados en la
encuesta de representatividad nacional (49.7%) prefiere
que los datos de calle, nimero exterior y nimero interior
se incorporen de manera visible en la Credencial para
Votar, por los siguientes motivos: para realizar trdmites
(18.9%), para identificarse (15.9%), lo considera
necesario (14.9%), para poder notificar en caso de
emergencia (13.5%), para que alguna institucion o
persona pueda localizar el domicilio (11.4%) y para utilizar
la credencial como comprobante de domicilio (10.4%).

- La afectacion irremediable a los tramites ciudadanos y a
los procedimientos que llevan a cabo ordinariamente 18
instituciones publicas y privadas (entre ellas la Asociacion
Mexicana de Bancos), es un importante obstaculo para la
inclusién cifrada de la calle y nameros del domicilio en la
credencial, insuperable si se tiene en cuenta la
repercusion que podria tener en la aceptacion de la
credencial como medio de identidad. En este sentido, la
propuesta resultaria incompatible con uno de los objetivos
estratégicos del IFE, que consiste en fortalecer a la
credencial como medio de identidad.

- Por otro lado, resultaria inadmisible afectar la operacion
de la DECEyEC en las notificaciones, visitas vy
capacitacion de los ciudadanos durante los procesos
electorales federales. Esa Direcciébn Ejecutiva, en
coordinacion con la DEOE, ha capacitado a millones de
ciudadanos mediante mecanismos que ha afinado y
eficientado a lo largo de los afios. En ese sentido, toda
vez que la codificacién o cifrado de algunos datos en la
credencial para votar depara un perjuicio a estas
actividades, la medida no es pertinente.

- Por dltimo, el IFAI, como la instancia gubernamental
encargada de garantizar el acceso a la informacién
publica y de proteger los datos personales, consideré que
la visibilidad de la calle, nUmero exterior y nUmero interior
no pone en riesgo la informacion personal de los
ciudadanos, aunado a que la Direccion Juridica del IFE
concluy6 que la competencia del Instituto en materia de
proteccibn de datos personales se constriie a la
utilizacion de la credencial como instrumento para votar,
quedando fuera de la esfera competencial del IFE la
proteccibn a la informaciébn personal cuando los
ciudadanos utilizan la credencial como medio de

12
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identificacién ante terceros.

En efecto, como se expuso en el apartado de los
hechos, en la sesidn extraordinaria del Consejo General
del Instituto Federal Electoral se presentd a sus
integrantes el Estudio técnico y juridico para evaluar
la viabilidad de la inclusion visible u oculta, de los
datos de calle, nUmero exterior y numero interior en
la credencial para votar, en cumplimiento del
Acuerdo CG733/2012 del Consejo General del
Instituto Federal Electoral, mismo que fue elaborado
por la Direccidon Ejecutiva del Registro Federal de
Electores, y concluye que "... no resulta conveniente
codificar o cifrar la calle, nUmero exterior e interior de
los ciudadanos en la credencial para votar’”, por lo que
al ser citado en el acuerdo que por esta via se impugna
sirve de motivacion del mismo.

Sin embargo, de una revision integral del estudio
presentado y del Acuerdo CG733/2012, se puede inferir
que la conclusion a la que se llega esta basada en
premisas inconsistentes o inexactas para el tema, como
se expondra a continuacion:

Valoracion erronea de las respuestas del Instituto
Federal de Acceso a la Informacion Publica y
Proteccion de Datos Personales (IFAI).

En la pagina 61 del estudio de marras, se concluye que
el IFAl considerd que la visibilidad de la calle, numero
exterior y numero interior no pone en riesgo la
informacion personal de los ciudadanos. Afirmacion que
contrastandola con la respuesta del referido Instituto,
resulta inexacta y con una lectura diversa a lo sefnalado.

Lo que dice el IFAI, (pagina 35 del estudio) como
respuesta a la pregunta 5. ;Considera que al estar
visible los datos de calle, numero exterior y numero
interior en la credencial para votar ponen en riesgo la
proteccion de los datos personales de los ciudadanos?,
del cuestionario que le fue enviado, es que "En términos
generales no..."

De la respuesta de ese Instituto no se desprende, en
forma indubitable, lo afirmado en este estudio de que la
impresion del domicilio completo en la credencial para
votar no pone en riesgo los datos personales de los
ciudadanos, ya que como se puede observar el IFAI
sefald que en términos generales no se ponen en
riesgo los datos personales de los ciudadanos, hasta en
tanto se cumplieran con 3 condiciones que senald, las
cuales dicen:

13

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

a) Lo anterior, en tanto se genera para el ciudadano informacién
suficiente sobre la importancia de los datos alli contenidos para
que estos adopten ciertas medidas elementales de cuidado.

b) En tanto se propicie una cultura de cuidado responsable para
toda persona que en el desarrollo de actividades legitimas posea
datos de la credencial para votar.

c) De acuerdo con lo anterior, en la medida en que se dote al
ciudadano de mecanismos que le permitan proteger su
informacioén personal los espacios de riesgo se veran reducidos

Contrario a lo senalado en el estudio, el IFAl senala que
en la medida que se doten de los instrumentos a los
ciudadanos -se propicie una cultura de responsable de
cuidado- para proteger sus datos personales los
espacios de riesgo se veran reducidos. Esto implica que
actualmente existen riesgos respecto a la proteccion de
los datos personales de los ciudadanos si se imprime el
domicilio completo de en la credencial para votar.

El estudio (pagina 36) es omiso en considerar la opinién
del IFAI, la cual realizé al responder la pregunta 6
¢ Desea agregar algun comentario sobre la pertinencia
de incluir los datos de calle, numero exterior y numero
interior en la credencial para votar de manera visible o
no?, del mismo cuestionario remitido, misma que
sefala:

"De acuerdo con el articulo 20, fraccion Il de la Ley Federal
de Transparencia y Acceso a la Informacion Publica
Gubernamental, los sujetos obligados seran responsables
de los datos personales y, en relacién con estos, deberan,
entre otra obligaciones, tratar los datos personales, solo
cuando estos sean adecuados, pertinentes y no excesivos
en relacién con los propésitos para los cuates se hayan
obtenido. En ese tenor la medida que adopta el Instituto
Federal Electoral en relacion con los contenidos de la
credencial para votar, debera ser particularmente
cuidadoso de la observancia del mandato legal apuntado"

Ahora bien, el articulo 20, fraccion Il de la Ley Federal
de Transparencia y Acceso a la Informacion Publica
Gubernamental sefiala a la letra lo siguiente: (SE
TRANSCRIBE)

De este parrafo se desprende que el Instituto Federal
Electoral, como sujeto obligado del cumplimiento del
articulo 20, fraccion Il, de la ley citada por el IFAI, se
encuentra obligado a valorar y ponderar que los datos
personales contenidos en la credencial para votar sean
adecuados, pertinentes y no excesivos.

En el apartado de conclusiones del multireferido
estudio, no se observa la consideracion de estos
14
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principios, tampoco se contiene algun capitulo que
analice y pondere los principios y valores de este
mandamiento legal ni tampoco lo dispuesto por el
parrafo segundo del articulo 16 constitucional. Como
todos sabemos este precepto constitucional establece,
entre otros, que toda persona tiene derecho a la
proteccion de sus datos personales, en los términos que
fiie la ley, la cual establecera los supuestos de
excepcion a los principios que rijan el tratamiento de
datos.

Es esta una necesidad imperante, que el estudio valore
"lo adecuado, lo pertinente y no excesivo" de incluir el
domicilio completo en la credencial para votar, en
relacion con los propositos para los cuales se haya
obtenido este dato.

De igual manera, a efecto de cumplir con la norma
constitucional en comento el estudio debe ponderar
también los demas principios que rigen la materia de
proteccion de datos personales: licitud, consentimiento,
informacion, calidad, finalidad, lealtad, proporcionalidad
y responsabilidad.

Supuesta afectacion de los programas de
capacitacion electoral para integrar las mesas
directivas de casilla

En la pagina 60 del estudio se establece como
conclusion para imprimir el domicilio completo: la
supuesta afectacion a los programas de capacitacion
para integrar las mesas directivas de casilla. Dice la
Direccion Ejecutiva de Capacitacion Electoral vy
Educacién Civica que en la capacitacion de ciudadanos
sorteados se requiere que el capacitador identifique al
ciudadano y a su domicilio para contar con datos
confiables y certeros de los ciudadanos que resultaron
sorteados.

Causa inexplicable cuando el Instituto Federal Electoral
es el responsable de hacer el sorteo de los funcionarios
de casilla y tiene los domicilios en las bases de datos
que se entregan a cada Junta Distrital y la impresion
misma de las cartas de insaculacién contiene el
domicilio de los ciudadanos candidatos a ser
funcionarios de casilla.

La credencial es el medio para acreditar la identidad no
es el instrumento para conocer y tener el domicilio del
ciudadano insaculado, a partir del dato impreso en la
mica, se acude al domicilio con base en los datos en
poder del mismo Instituto Federal Electoral. Esta razon
15

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

es a todas luces inoperable técnicamente.

En diversos casos la Sala Superior del Tribunal
Electoral ha sefalado que el domicilio contenido en las
credenciales para votar, de ninguna manera hacen
plena de la residencia del ciudadano en determinado
domicilio. Situacion que se robustece con la
interpretacion de la siguiente jurisprudencia:

Partido Accion Nacional vs. Pleno del Tribunal Electoral
del Estado de Meéxico. Jurisprudencia 5/2003.
“CREDENCIAL PARA VOTAR CON FOTOGRAFIA
VIGENTE. CONSTITUYE UN REQUISITO PARA
OBTENER REGISTRO COMO CANDIDATO Y SER
VOTADO, CUYO INCUMPLIMIENTO ACARREA
INELEGIBILIDAD (LEGISLACION DEL ESTADO DE
MEXICO Y SIMILARES).” (SE TRANSCRIBE).

La respuesta es simple, el domicilio de los ciudadanos
solo se acredita mediante una visita de campo de un
capacitador, el domicilio esta en las bases de datos del
Instituto Federal Electoral y so6lo requiere de una
validacién de campo, es absolutamente irrelevante que
se encuentre en la mica misma para los programas que
ejecuta el Instituto Federal Electoral en esta materia.

Supuesta afectacion irremediable a los tramites
ciudadanos que llevan a cabo 18 instituciones
publicas y privadas.

Como se advierte de la lectura del estudio de marras
(pagina 58) una de las razones para no codificar el
domicilio es esta supuesta afectacion a tramites
ciudadanos que afectaria irreparablemente el
fortalecimiento de la Credencial para Votar como medio
de identificacion. Conclusion que en el documento en
ninguna parte se estable el método y analisis realizado
para esta afectacion y el impacto objetivo a la
Credencial para Votar, a continuacion se muestra la
incongruencia en el propio estudio:

Si bien la mayoria de los organismos consultados refirié
gue los datos que podrian codificarse o cifrarse no son
necesarios para los procedimientos y tramites ciudadanos
gue instrumentan, y otros ma&s manifestaron su
disponibilidad para utilizar mecanismos que permitan
acceder a estos datos, 18 instituciones informaron que los
datos de calle, niumero exterior y numero interior son
indispensables e insustituibles en el ejercicio de sus
atribuciones, sin que fuera viable la utilizacion de lectores
de cadigos, razon por la cual podrian ponerse en riesgo
sus procedimientos y por ende, la aceptacion de la
credencial para votar como identificacion oficial.
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En primer término la autoridad responsable al realizar el
estudio de marras, es omisa en realizar preguntas al
sujeto regulador de las instituciones bancarias, es decir
a la Comision Nacional Bancaria y de Valores, y
unicamente realiz6 un cuestionario a la Asociacion de
Bancos de México que es el sujeto regulado, lo anterior
no obstante mediar solicitud expresa por parte del
suscrito de que se realizara dicha pregunta, durante la
sesion extraordinaria de fecha 21 de noviembre del
2012, situacion que se advierte en la version
estenografica de la misma, que en la parte conducente
sefala lo siguiente:

El C. Licenciado Rogelio Carbajal: Gracias, Consejero
Presidente.

Tan no lo dan por valido, que las disposiciones de
identificacion de cuentahabientes o de acreditados que
exige la legislacion bancaria y que exige la legislacion
contra el lavado de dinero, exigen a los bancos la
comprobacion del domicilio a través de distintos medios,
entre los cuales no esta la Credencial de Elector.

Habria que simplemente dar lectura a los Acuerdos de la
propia Comisién Nacional Bancaria que regula los bancos
y ahi si_creo que es a la Comisién Bancaria a guien
debiera prequntarsele, no a la asociacién de bancos,
porque es quien regula a los bancos el uso que se le
da ala Credencial de Elector.

Precisamente cédmo se comprueba el domicilio, no sélo
para efectos de identificacibn de la persona y por
seguridad del propio banco, en el caso de un crédito, para
poder cobrar su crédito, sino para los efectos de esta
legislacion anti lavado, que es reciente y que se ha
aprobado, no sélo para efectos de sociedades no
bancarias, sino para sociedades mercantiles en general.

Pero en particular la legislacién bancaria establece estos
mecanismos de identificacion y por eso, estoy
absolutamente consciente de que la legislacion bancaria
no da por vélida la Credencial de Elector como
comprobante de domicilio.

Sirve para robustecer lo expuesto por cuanto a que la
encargada de regular a las Instituciones bancarias y los
requisitos que deben exigir a la ciudadania en los
diversos tramites, es la Comisién Nacional Bancaria y
de Valores, con la lectura de los "Lineamientos para la
elaboracion del Manual de prevencién de operaciones
con recursos de procedencia ilicita y financiamiento al
terrorismo”, publicados en el Diario Oficial de la
Federacion el 22 de octubre de 2012 a peticion de la
propia organo desconcentrado de la Secretaria de
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Hacienda y Crédito Publico.

Ahora bien, el estudio no evidencia la contradiccion que
existe en la respuesta de la Asociacion de Bancos de
México en el sentido de indicar que en los tramites
utilizan la credencial para votar como comprobante de
domicilio, ya que con solo revisar en las paginas de
internet de instituciones bancarias tales como HSBC,
Banamex, Scotiabank y Bancomer, se advierte que a
las personas fisicas se les pide como requisito para
abrir una cuenta, ademas de una identificacion oficial,
un comprobante de domicilio con antigiedad no mayor
a 3 meses, el cual puede ser recibo de agua, predial,
luz o teléfono.

Por otra parte, es valido y adecuado que a todas las
instituciones publicas y privadas se les haya aplicado el
mismo cuestionario, como prestadoras de servicios, sin
embargo, es lamentable que a la Secretaria de
Gobernacion, a la Secretaria de Hacienda, Secretaria
de la Defensa Nacional, Secretaria de Marina y la
Comisién Nacional de Derechos Humanos no se les
haya realizado una consulta mas amplia en materia de
seguridad publica y financiera y derechos humanos.

El estudio no considera lo sefialado por la Secretaria de
la Defensa Nacional, al sefalar que la eliminacién
impresa del domicilio completo contribuye con el
esquema gubernamental en materia de seguridad.

No obstante lo deficiente de la consulta, el resultado es
diverso a la conclusion que presente el estudio, mas del
75 por ciento de las instituciones publicas y privadas,
asi como todos los centros de educacién superior
consultaron opinaron que era viable encriptar el
domicilio de los ciudadanos en la credencial para votar.
No obstante la razén es inexacta ya que da fuerza a la
opinién minoritaria como mayoritaria.

Aunado a lo anterior, de un analisis de los cuestionarios
enviados a las instituciones publicas y privadas se
desprende que las preguntas formuladas a éstas se
limitaron a indagar sobre si: i) utilizaban la credencial
para votar como documento de identificacion de las
personas —cuestion irrelevante para efectos del
estudio, considerando que dicho uso esta legalmente
regulado—; ii) la inclusion visible de los datos de la calle
y el numero interior y exterior en la misma era necesaria
para los tramites que ante ellos se realizan; iii) los datos
relativos a colonia, localidad, municipio y estado son
suficientes para la realizacion de tales tramites.
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Asimismo, se les pregunto si deseaban agregar algun
comentario sobre la pertinencia de incluir los datos
referidos en la credencial de elector de manera visible o
no. Sin embargo, en los cuestionarios se omitié incluir
preguntas relativas a las razones especificas por las
que, en su caso, les resultaba indispensable la inclusién
de estos datos en la credencial para votar, y los motivos
—y fundamentos, en el caso de las instituciones
publicas— por los que era necesario contar con ellos,
precisamente en este documento. De esta forma, el
estudio no indaga sobre los tramites especificos para
los que se requiere o no la inclusion de estos datos en
la credencial para votar —pues unicamente se dej6
abierta la posibilidad de que agregaran algun
comentario adicional—, ni se explora o propone a las
instituciones, analizar la factibilidad y las ventajas o
desventajas que les podria representar el uso de
comprobantes de domicilio actualizados diferentes a la
credencial de elector.

De lo anterior que, por lo que hace a estos
cuestionarios, el estudio nos arroja informacion
relacionada con el uso que las instituciones publicas y
privadas refieren dar a la credencial de elector. Sin
embargo, no se advierte una eventual vulneracién de
otras esferas de derechos, en caso de cifrar algunos
componentes del domicilio, ya que no aporta elementos
claros y precisos de los que se desprenda la necesidad
de incluir los datos referidos de forma visible en la
credencial para la proteccion o garantia de algun
derecho diverso que pudieran tener las y los
ciudadanos en el trato con dichas instituciones.

Finalmente por cuanto hace al estudio, al indagar sobre
las preferencias y opiniones de las y los ciudadanos en
cuanto al deseo que tienen de que en su credencial
para votar aparezca en el anverso la calle y el numero
de su domicilio y los motivos de dichas preferencias, la
encuesta ciudadana realizada no se orienta a la
busqueda de razones basadas en usos reales, sino que
recaba solamente su percepcion y/u opinion subjetivas.
Dicho de otro modo, la encuesta no ahonda en los usos
especificos de la credencial, y por lo tanto si estos datos
son realmente requeridos. Tampoco recaba informacion
suficiente para asociar tales usos al ejercicio de algun
derecho, fuera de los ya mencionados.

Por ejemplo, el estudio reporta que el 14.9% de los
ciudadanos que prefieren el domicilio a la vista tienen
como motivo que: "Lo considera necesario, asi le sirve"
sin que de los resultados del estudio se desprendan las
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razones particulares por las cuales asi lo consideran, o
las actividades o usos especificos para los que los
datos referidos les son de utilidad; 15.9% prefieren su
domicilio a la vista "para identificarse”, sin que en el
estudio se especifiquen las razones por las cuales el
domicilio sirve para ello —o por las que los
entrevistados asi lo consideran—, a pesar de que el
domicilio no es un elemento necesario para acreditar la
identidad de las personas; 7.6% "Cree que le da mas
validez a la credencial", sin que del estudio se adviertan
los motivos de dicha percepcion, a pesar que la validez
de la credencial no esta relacionada con la inclusién
visible del domicilio, ya que por ejemplo, el pasaporte es
una identificaciéon oficial igualmente valida que no
incluye el domicilio de las personas; y 18.9% prefiere
que el domicilio esté visible en la credencial: "Para
realizar tramites", sin que con motivo de estudio se
precisen los tramites en los que se le utiliza como
comprobante de domicilio. Por otro lado solamente
10.4% prefiere la modalidad de domicilio a la vista "Para
utilizarla como comprobante de domicilio o para
corroborarlo”, nuevamente sin que se especifiquen los
tramites en los que la credencial es utilizada con ese
propésito, y 1.3.4% "Para que alguna institucion o
persona pueda localizar el domicilio", sin que se haya
indagado sobre las circunstancias en que la credencial
es utilizada con ese fin, y si las y los ciudadanos
unicamente presentan su credencial para votar, o si la
acompanan de un comprobante de domicilio diverso.

De lo anterior que, por lo que hace a la encuesta
nacional, el estudio nos arroja diversa informacion
relacionada con la percepcion y/o la opinion de las y los
ciudadanos; sin embargo, no aporta elementos de los
que se desprenda la necesidad de incluir los datos
referidos de forma visible en la credencial para la
proteccion de algun derecho diverso. En este sentido,
un analisis del estudio lleva mas bien a la conclusién de
que si bien las y los ciudadanos refieren una mayor
preferencia subjetiva por la permanencia visible de
estos datos, su cifrado no representa una afectacion en
la esfera de sus derechos, ni en cuanto al proceso de
identificacion de las personas, ni en cuanto al ejercicio
del voto, ni a otro tipo de procesos o derechos que este
Instituto debiera tutelar y que estuviesen por encima de
la proteccion de los datos personales que consagra el
articulo 16 de la Constitucion Politica.

Relacionado con lo anterior, es importante sefialar que
aun cuando la encuesta refleja una mayoria de
ciudadanos que prefiere la inclusion visible de la calle y
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el numero de su domicilio en el anverso de la credencial
de elector, 64 de 82 instituciones publicas y privadas, lo
que representa el 78% de las instituciones, no verian
afectadas sus atribuciones ni sus procedimientos si se
cifraran estos datos en la credencial de elector. Al
respecto, resulta contradictorio que por una parte la
mayoria de las instituciones no consideren fundamental
la inclusion de estos datos, pero las y los ciudadanos si.
Habria sido imprescindible que el estudio Incluyera una
explicacion en este sentido.

Por ello, argumentar que fue una mayoria de 49% de
ciudadanos los que prefieren que aparezca visible el
domicilio, respecto a un 37% que prefiere que no
aparezca visible; es razon suficiente como para acordar
que permanecera visible sin realizar una interpretacion
de la voluntad de los ciudadanos (37%) que fueron
minoria en armonia con el principio de
consentimiento en el tratamiento de los datos
personales y la respuesta del IFAI, hubiera permitido
que se aprobara la propuesta planteada por el suscrito
durante la discusion del acuerdo que por esta via se
impugna consistente en la adicion de un punto
resolutivo en los siguientes términos:

"Los Modulos de Atencion Ciudadana de la Direccion
Ejecutiva del Registro Federal de Electores, al momento
en que los ciudadanos soliciten la expedicion de la
credencial para votar, le hara saber los derechos a la
proteccion de datos' personales que le asisten y en
consecuencia preguntara si desea que el domicilio
aparezca de forma visible o de forma cifrada."

Por todas las razones expuestas y mas alla de los
elementos e informacién que el estudio referido arrojé o
no para la decisiéon adoptada por la responsable, lo
cierto es que existe una indebida motivacion y por ende
deviene ilegal el acuerdo.

Ello es asi en nuestro sistema juridico, se prevén dos
funciones especificas para la credencial para votar:

a) Es un instrumento que permite a las y los ciudadanos
ejercer su derecho a votar, conforme lo dispuesto en
los articulos 264, 265 y 270 del Cédigo Federal de
Instituciones y Procedimientos Electorales, y

b) Es un medio de identificacion oficial, segun se sefala
en el articulo CUARTO transitorio del Decreto que
reforma y adiciona disposiciones de la Ley General de
Poblacion, publicado en el Diario Oficial de la
Federacion el 22 de julio de 1992, en el que se
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establecio que en tanto no se expida la cédula de
identidad ciudadana, la credencial para votar con
fotografia podria servir como medio de identificaciéon
personal en tramites administrativos "de acuerdo a los
convenios que para tal efecto suscriba la autoridad
electoral.".

Por lo que hace a la funcion de la credencial para votar
como medio de identificacion, en términos del articulo
transitorio referido, su utilizacion con este fin quedo
condicionada a la firma de los convenios que el Instituto
celebrara para tal fin. Por ello, a efecto de promover el
uso de la credencial para votar como medio de
identificacion, desde 1992 a la fecha, el Instituto Federal
Electoral ha firmado distintos convenios con diversas
autoridades publicas y organismos privados, mismos
que incluso han tenido que ser actualizados por las
determinaciones adoptadas por ese Instituto respecto
de la credencial para votar —por ejemplo, cuando se
determind la pérdida de vigencia de las credenciales
con terminacion "03" y "09".

De esta manera, el Consejo General tiene la atribucidn
para definir las caracteristicas de la credencial para
votar —en particular y como se abordara en el segundo
agravio, para determinar la forma en que se debe incluir
la informacion relativa al domicilio de las personas— y
derivado de las mismas, ordenar la actualizacion de los
convenios suscritos por el Instituto respecto de la
utilizacion de dicha credencial como medio de
identificacion, conforme a la competencia que otorga el
articulo transitorio referido.

En relacién con lo anterior, no existe un fundamento
juridico en el que se establezca como funcion de la
credencial para votar la de ser un comprobante de
domicilio. El domicilio no resulta necesario para
identificar a los ciudadanos cuando ejercen del derecho
al voto, o para que la credencial para votar funcione
como medio de identificacion que sustituye
temporalmente a la cédula de identidad ciudadana. Por
lo anterior, no existe razén juridica alguna para que
contenga elementos adicionales a los que se han
determinado como necesarios para la cédula de
identidad para la cual, por cierto, no se requiere la
inclusion del domicilio visible.

De esta forma, si nos remitimos a la Ley General de
Poblacién, el articulo 107 establece que la cédula de
identidad ciudadana contendra, cuando menos, los
siguientes datos y elementos de identificacion: apellido
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paterno, apellido materno y nombre(s), Clave Unica de
Registro de Poblacion, fotografia del titular, lugar de
nacimiento, fecha de nacimiento y firma y huella
dactilar. En ninguno de estos elementos minimos
aparece el domicilio como dato de identificacién.

En este orden de ideas, resulta paraddjico que la
autoridad responsable haya determinado que es
necesario incluir los datos de la calle, numero interior y
exterior en el cuerpo de la credencial, cuando el propio
Instituto Federal Electoral no acepta la credencial de
elector como comprobante de domicilio para obtener
una credencial de elector como lo determina el acuerdo
de la Comision Nacional de Vigilancia identificado con el
numero 1-257: 28/07/2011.

Al respecto, si bien es cierto que la propia Comision
Nacional de Vigilancia ha establecido que no se
requiere presentar un comprobante de domicilio en los
casos de reposicion de credencial, cabe destacar que
ello no deriva en el que se le reconozca a la credencial
con este caracter, sino que la presentaciéon de ese
documento se considerd innecesaria, bajo un principio
de buena fe, puesto que este Instituto ya cuenta en sus
archivos con un comprobante de domicilio anterior, y al
solicitarse la reposicién de la credencial, se elabora con
la informacién contenida en la originalmente expedida.

Adicionalmente, la vigencia de la credencial para votar
es otra razon por la que no constituye un comprobante
de domicilio legalmente idoneo y que en términos de lo
senalado en el articulo 200, parrafo 4 del cdédigo
comicial federal, es de 10 afnos. Aun cuando el propio
Codigo Federal de Instituciones y Procedimientos
Electorales establece en su articulo 175 que los
ciudadanos estan obligados a informar de su cambio de
domicilio dentro de los 30 dias siguientes a que éste
ocurra, el domicilio contenido en la credencial puede
llegar a tener casi 10 anos de desactualizacién por la
vigencia de la misma. Al respecto, resulta importante
sefalar que el establecimiento de la vigencia de la
credencial para votar derivo de la reforma electoral de
2007-2008, y tuvo como proposito el poner limite a la
tendencia de desactualizacion del padrén electoral por
cambios de domicilios no reportados y por registros de
ciudadanos fallecidos no excluidos de dicho instrumento
electoral.

Es por ello que tanto el Instituto Federal Electoral como
la mayor parte de las instituciones publicas y privadas
solicitan un comprobante de domicilio cuya fecha de
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expedicion no sea mayor a un determinado numero de
meses, y que puede consistir, entre otros, en recibos de
pago de impuestos y/o servicios publicos (predial, agua,
teléfono), recibos de pago de servicios privados
(teléfono gas). De esta forma, se busca garantizar que
los datos proporcionados por las y los ciudadanos
respecto de su domicilio estén actualizados.

De lo expuesto se desprende que el caracter de
"comprobante de domicilio" que algunas personas e
instituciones atribuyen a la credencial para votar deriva
de sus usos cotidianos y, en su caso, de los
procedimientos internos establecidos por algunas
instituciones publicas y privadas, pero no de una
funcién generalizada deba cumplir legalmente este
instrumento, ni de una prevision en el disefo del
instrumento.

En relacion con lo anterior, llama la atenciéon que en el
estudio no se explord ni con las y los ciudadanos ni con
las instituciones, la factibilidad y las ventajas o
desventajas que les podria representar el uso de
comprobantes de domicilio actualizados diferentes a la
credencial de elector. Tampoco se incluy6 algun analisis
de los convenios suscritos por el Instituto, derivado de
lo dispuesto en el articulo cuarto transitorio del Decreto
que reforma y adiciona disposiciones de la Ley General
de Poblacion, anteriormente referido para proporcionar,
en su caso, elementos adicionales que justificaran la
utilizacion de los datos del domicilio incluidos en la
credencial para votar por parte de las instituciones
publicas y privadas que refirieron que les eran
necesarios, y con base en ello, contar con elementos
adicionales para ponderar los distintos derechos que,
de ser asi, pudieran estar en riesgo con la inclusion o
no de los datos completos del domicilio de las y los
ciudadanos de forma visible.

Es asi que se debe revocar el acuerdo impugnado, toda
vez que el Estudio técnico y juridico para evaluar la
viabilidad de la inclusion visible u oculta, de los
datos de calle, nUmero exterior y numero interior en
la credencial para votar, en cumplimiento del
Acuerdo CG733/2012 del Consejo General del
Instituto Federal Electoral no es la motivacion debida
para llegar a la conclusién inexacta

SEGUNDO.

Fuente Agravio.- Lo constituye el acuerdo numero
CG84/2013 de fecha 27 de febrero de 2013 aprobado
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en sesion extraordinaria por el Consejo General del
Instituto Federal Electoral bajo el rubro "ACUERDO
DEL CONSEJO GENERAL DEL INSTITUTO
FEDERAL ELECTORAL POR EL QUE SE
DETERMINA LA MODALIDAD EN QUE SERAN
INCORPORADOS LOS DATOS DE CALLE, NUMERO
EXTERIOR Y NUMERO INTERIOR DEL DOMICILIO
DE LOS CIUDADANOS EN LA CREDENCIAL PARA
VOTAR?” ya que se encuentra indebidamente fundado y
motivado.

Articulos Constitucionales y legales violados.- Los
articulos 1, 14 y 16 de la Constitucion Politica de los
Estados Unidos Mexicanos en relacion con los articulos
171 parrafo 3, y 200 del Codigo Federal de Instituciones
y Procedimientos Electorales; asi como los
Lineamientos Vigésimo Séptimo, fraccion | y Vigésimo
Octavo, fraccion VII de los Lineamientos Generales
para la Clasificacion y Desclasificacion de la
Informacién del Instituto Federal Electoral.

Concepto del Agravio.- Deviene ilegal porque se
encuentra indebidamente fundado, el acuerdo que por
esta via se impugna toda vez que de su contenido se
interpreta que aparecera visible en el anverso de la
credencial para votar, el domicilio completo del elector
incluyendo nombre de la calle y numero interior vy
exterior, en perjuicio del derecho de las personas a la
proteccion de los datos personales, tal y como se
expondra a continuacion.

La autoridad responsable no realiza una ponderacion
entre el principio de proteccion de datos personales y
las atribuciones del Consejo General del Instituto
Federal Electoral de determinar el modelo de la
Credencial para Votar, y por ende indebidamente
"estima pertinente mantener los datos de calle, niumero
exterior y numero interior del domicilio de los
ciudadanos".

Derivado de la aprobacion del DECRETO por el que se
modifica la denominaciéon del Capitulo | del Titulo
Primero y se reformaron diversos articulos de la
Constitucion Politica de los Estados Unidos Mexicanos,
publicado en el Diario Oficial de la Federacion el 10 de
junio de 2011, se advierte que fue voluntad del
legislador plasmar en nuestra Carta Magna el derecho a
la vida privada también denominada por la doctrina
intimidad, como limite a la intromision del Estado en el
ambito de la persona, el derecho a la informacién, el
cual sera garantizado por el Estado, incluido el derecho
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del individuo a tener acceso a la informaciéon sobre si
mismo que obra en bancos de datos personales y a que
sus datos no sean manejados de manera indebida. Lo
anterior se establece claramente en los siguientes
articulos:

Articulo 1°.- (SE TRANSCRIBE)
Articulo 16.- (SE TRANSCRIBE)

Lo anterior se traduce en la materia electoral en lo
dispuesto en el numeral 3 del articulo 171 del Cddigo
Federal de Instituciones y Procedimientos Electorales,
que a la letra sefala lo siguiente:

ARTICULO 171.- (SE TRANSCRIBE) Enfasis afiadido

En interpretacion de las disposiciones constitucionales y
legales de orden publico previamente transcritas se
emitieron los "Lineamientos Generales para la
Clasificacion y Desclasificaciéon de la Informacion del
Instituto Federal Electoral" el 16 de diciembre de 2011,
resultando aplicable para el presente recurso de
apelacion los siguientes:

Vigésimo Séptimo.- Como informacién confidencial se
considerara:

I. La entregada con tal caracter por los particulares al
Instituto incluyendo la relativa al

Registro Federal de Electores;

(-.)

Vigésimo Octavo.- Sera confidencial la informaciéon que
contenga datos persoales de wuna persona fisica
identificada o identificable relativos a:

(-.)

Se puede advertir que el domicilio particular de una
persona constituye informacién confidencial, situacién
reconocida por el propio considerando numero 28 del
acuerdo que por esta via se impugna.

De conformidad con los Lineamientos de Proteccion de
Datos Personales emitidos por el Instituto Federal de
Acceso a la Informacién Publica, publicados en el Diario
Oficial de la Federacion el 30 de septiembre de 2005,
las dependencias o entidades deberan seguir entre
otros, los siguientes principios:

Licitud

Sexto. La posesion de sistemas de datos personales
debera obedecer exclusivamente a las atribuciones
legales o reglamentarias de cada dependencia o entidad y
deberan obtenerse a través de los medios previstos en
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dichas disposiciones.

Finalidad y Proporcionalidad

Los datos personales deberan tratarse Unicamente para la
finalidad para la cual fueron obtenidos. Dicha finalidad
debe ser determinada y legitima.

Calidad de los datos

Séptimo. El tratamiento de datos personales debera ser
exacto, adecuado, pertinente y no excesivo, respecto de
las atribuciones legales de la dependencia o entidad que

los posea.
Seguridad
Décimo. Se deberdn adoptar las medidas necesarias
para garantizar la integridad, confiabilidad,

confidencialidad y disponibilidad de los datos personales
mediante acciones que eviten su alteracion, pérdida,
transmisién y acceso no autorizado.

Precisamente el presente agravio versa sobre
garantizar el cumplimiento del principio de sequridad
en el manejo de los datos personales que realizara el
Registro Federal de Electores al expedir el nuevo
modelo de credencial, toda vez que la pretension del
instituto politico que me honro en representar consiste
en gue no _aparezca en forma visible en el anverso
del referido documento la informacion
correspondiente _al nombre de la calle, numero
interior_v_exterior_del elector v_que aparezca de
manera cifrada en el reverso, en el "Codigo de barras
bidimensional mediante Archivo Portatii de Datos
(Portable Data File, PDF por sus siglas en inglés) tipo
"417" (PDF 417)"; mismo que de conformidad con el
considerando numero 36 fraccion IX del propio acuerdo
impugnado, deberd contener los elementos de
informacion minimos siguientes: edad del ciudadano al
realizar algun tramite en el Mddulo de Atencién
Ciudadana y domicilio actual del ciudadano conforme a
lo asentado en la solicitud correspondiente.

De lo anterior se desprende que se da cabal
cumplimiento a lo dispuesto en el articulo 200 del
Cddigo Federal de Instituciones y Procedimientos
Electorales que establece lo siguiente:

ARTICULO 200.- (SE TRANSCRIBE)

Lo anterior ya que si bien establece que debe contener
como dato del elector el domicilio, no establece que el
mismo no pueda aparecer en el reverso cifrado
unicamente por cuanto hace al nombre de la calle,
numero interior y numero exterior; por ello se debe
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tomar en cuenta que el principio de legalidad rector en
materia electoral el cual significa la garantia formal para
que los ciudadanos y las autoridades electorales actuen
en estricto apego a las disposiciones consignadas en la
ley, de tal manera que no se emitan o desplieguen
conductas caprichosas o arbitrarias al margen del texto
normativo e incluye el principio que establece "UBI LEX
NO DISTINGUET DEBETUR" No debemos distinguir
donde la ley no lo hace; o "UBI LEX NON DISTINGUIT,
NEC NOS DISTINGUERE DEBEMUS" Donde la ley
no distingue, nosotros tampoco debemos distinguir.

Por su parte, el principio de derecho "Uvi les non
distinguid NEC, nos distinguiere debemos™, significa
que donde la ley no distingue, no es dable distinguir, y
encuentra su fundamento en los articulos 14, ultimo
parrafo de la Constitucion General; 3°, parrafo 2, del
Cddigo Federal de Instituciones y Procedimientos
Electorales y 2°, parrafo 1, de la Ley General del
Sistema de Medios de Impugnacion en Materia
Electoral.

Como se ha expuesto, la pretension expuesta en el
presente agravio se hace en armonia con los principios
rectores de la proteccion de los datos personales:

Licitud que consiste en que la posesion de sistemas de
datos personales debera obedecer exclusivamente a las
atribuciones legales o reglamentarias de cada
dependencia o entidad y deberan obtenerse a traves de
los medios previstos en dichas disposiciones.

Para ello se debe tomar en cuenta lo dispuesto en el
articulo 177 del Codigo Federal de Instituciones y
Procedimientos Electorales:

ARTICULO 177.- (SE TRANSCRIBE)

En efecto de lo anterior se advierte que en ejercicio de
sus atribuciones legales el Registro Federal de
Electores solicita el domicilio de una persona con la
finalidad de referenciar geograficamente al ciudadano
para ubicarlo en la casilla, seccion y distrito en el cual
va a ejercitar su derecho al voto.

Finalidad y Proporcionalidad consiste en que los
datos personales deberan tratarse unicamente para la
finalidad para la cual fueron obtenidos. Dicha finalidad
debe ser determinada y legitima.

Por lo anterior y en relacion con el principio de licitud es
que se concluye que soélo la autoridad electoral debe
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conocer con claridad la totalidad de los datos que
componen el domicilio, y no necesariamente terceras
personas como puede suceder con instituciones
bancarias, empresas mercantiles y el publico en
general.

Se robustece este punto con lo dispuesto en el articulo
7 de la Ley Federal de Proteccion de Datos Personales
en Posesion de los Particulares (fuente complementaria
del derecho) mismo que senala que:

Articulo 7.- (SE TRANSCRIBE)

Calidad de los datos que consiste en que el
tratamiento de datos personales debera ser exacto,
adecuado, pertinente y no excesivo, respecto de las
atribuciones legales de la dependencia o entidad que
los posea.

A efecto de cumplir con dicho principio, se considera
que el tratamiento de datos personales es:

a) Exacto: Cuando los datos personales se mantienen
actualizados de manera tal que no altere la veracidad
de la informacion que traiga como consecuencia que el
Titular de los datos se vea afectado por dicha situacion.
Para ello se encuentra la prevision del articulo 182 del
Cddigo Federal de Instituciones y Procedimientos
Electorales que establece lo siguiente:

ARTICULO 182.- (SE TRANSCRIBE)

b) Adecuado: Cuando se observan las medidas de
seguridad aplicables. Situaciéon que se cumple en el
acuerdo que por esta via se impugna, especificamente
en las fracciones Ill, V y VI del punto de acuerdo
primero.

c) Pertinente: Cuando es realizado por el personal
autorizado para el cumplimiento de las atribuciones de
las dependencias y entidades que los hayan recabado.
En este caso se realiza por la Direccion Ejecutiva del
Registro Federal de Electores.

d) No excesivo: Cuando la informacion solicitada al
Titular de los datos es estrictamente la necesaria para
cumplir con los fines para los cuales se hubieran
recabado.

Esta situacion se cumple con lo previsto en el articulo
200 del Cdbdigo Federal de Instituciones vy
Procedimientos Electorales, destacando que Ia
pretension del presente recurso de apelacion en ningun
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momento consiste en que el ciudadano no proporcione
el domicilio completo a la autoridad electoral, o que
dicha autoridad no pueda utilizar el domicilio para la
finalidad antes mencionada; se reitera que los
argumentos vertidos en el presente escrito se formulan
con el propésito de que no aparezca en forma visible en
el anverso del referido ' documento la informacion
correspondiente al nombre de la calle, numero interior y
exterior del elector y que aparezca de manera cifrada
en el reverso.

Seguridad consistente en que se deberan adoptar las
medidas necesarias para garantizar la integridad,
confiabilidad, confidencialidad y disponibilidad de los
datos personales mediante acciones que eviten su
alteracion, pérdida, transmision y acceso no autorizado.

Al tenor del cumplimiento de este principio es que se
formula el presente agravio y se solicita a la H. Sala
Superior del Tribunal Electoral del Poder Judicial de la
Federacion que revoque en la parte conducente el
acuerdo impugnado de manera que la autoridad
responsable sefale claramente que en el nuevo modelo
de credencial para votar no_aparezca en forma visible
en el anverso del referido documento la informacion
correspondiente _al nombre de la calle, numero
interior_v_exterior_del elector v_gue aparezca de
manera cifrada en el reverso, en el "Codigo de barras
bidimensional mediante Archivo Portatii de Datos
(Portable Data File, PDF por sus siglas en inglés) tipo
"417" (PDF 417)".

En efecto, como se ha expuesto la finalidad de que la
autoridad electoral solicite el domicilio para la
expedicion de la credencial para votar consiste en
referenciar geograficamente al ciudadano para ubicarlo
en la casilla, seccion y distrito en el cual va a ejercitar
su derecho al voto; sin embargo consuetudinariamente
también se ha utilizado como instrumento de
identificacion del ciudadano, en virtud de lo dispuesto
en el articulo Cuarto Transitorio del Decreto que
reformé y adicion6é diversas disposiciones a la Ley
General de Poblacién publicado en el Diario Oficial de la
Federacion el 22 de julio de 1992, mismo que a la letra
establece lo siguiente:

CUARTO.- (SE TRANSCRIBE)

Nota: Se refiere al articulo 164 del Cddigo Federal
de Instituciones y Procedimientos Electorales
derogado, sin embargo actualmente dicha

30

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

disposicion se encuentra en el articulo 200 del
Cddigo Federal de Instituciones y Procedimientos
Electorales vigente.

Lo anterior ha generado que terceras personas ajenas
al Registro Federal de Electores tengan acceso a los
datos confidenciales de los ciudadanos como es en el
caso que nos ocupa el domicilio exacto, ya que al
emplear la credencial para votar como medio de
identificacion se utiliza en tramites bancarios,
administrativos mercantiles privados o incluso para
acceder a diversos inmuebles.

Por ello es importante que la autoridad administrativa
electoral se adopte las medidas necesarias para
garantizar la integridad, confiabilidad, confidencialidad y
disponibilidad de los datos personales mediante
acciones que eviten su alteracion, pérdida, transmision
y acceso no autorizado, como en este caso lo es la
propuesta de que no aparezca en forma visible en el
anverso del referido documento la informacién
correspondiente al nombre de la calle, numero interior y
exterior del elector y que aparezca de manera cifrada
en el reverso, en el "Codigo de barras bidimensional
mediante Archivo Portatil de Datos (Portable Data File,
PDF por sus siglas en inglés) tipo "417" (PDF 417)".

Dicha medida de seguridad obedece a lo que expone el
propio acuerdo que por esta via se impugna en su
considerando numero 29 que establece lo siguiente:

29.- (SE TRANSCRIBE)

Lo anterior permite que el domicilio completo sea
consultable por la autoridad electoral con un lector
especial, sin menoscabo de las facultades con las que
cuentan las Comisiones de Vigilancia estipuladas en el
articulo 202 del Coddigo Federal de Instituciones y
Procedimientos Electorales que establece lo siguiente:

ARTICULO 202.- (SE TRANSCRIBE)

En relacion a los argumentos vertidos no es obice que
el Consejo General del Instituto Federal Electoral haya
instruido a la Direccion Ejecutiva del Registro Federal
de Electores, la realizacion de un estudio técnico y
juridico sobre la viabilidad de la inclusion o no, de la
calle, numero interior y exterior, de manera impresa en
el cuerpo de la credencial para votar", ya que como se
expuso en el agravio primero la conclusién a la que se
llega esta basada en premisas inconsistentes o
inexactas para el tema.
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A manera de ejemplo se menciona que el 30 de agosto
de 2007, el Consejo General del Instituto Federal
Electoral aprobd el Acuerdo numero CG253/2007 "[...]
por el que se aprueban modificaciones al modelo actual
de la Credencial para Votar con fotografia“, mismo que
modificé los recuadros para el marcaje del voto,
eliminando los recuadros intermedios con los afos
impresos. Dicho Acuerdo a la letra establece lo
siguiente: (SE TRANSCRIBE)

Esta disposicion constitucional obliga a las autoridades
a interpretar, en todo momento, las normas relativas a
los derechos humanos de tal forma que se brinde a las
personas la mayor proteccion posible. Este derecho
humano esta contenido en el articulo 29 de la
Convencion Americana de Derechos Humanos y 5 del
Pacto Internacional de Derechos Civiles y Politicos,
ambos signados por el Estado Mexicano.

Por lo anterior la aplicacién del principio pro homine es
de caracter obligatorio para todas las instancias del
Estado mexicano. Este principio implica, conforme a un
criterio jurisdiccional, que la interpretacion juridica
siempre debe buscar el mayor beneficio para las
personas, es decir, que debe acudirse a la norma mas
amplia o a la interpretaciéon extensiva cuando se trata
de derechos protegidos y, por el contrario, a la norma o
interpretacion mas restringida cuando se trata de poner
limites a su ejercicio.?

Finalmente, valorando que no se utilizd una
interpretacion mas amplia en beneficio de los derechos
humanos de los ciudadanos, se concluye que se debe
revocar el acuerdo impugnado y ordenar a la autoridad
responsable que en el modelo de credencial para votar
no aparezca en forma visible en el anverso del referido
documento la informacion correspondiente al nombre de
la calle, numero interior y exterior del elector y que
aparezca de manera cifrada en el reverso, en el
"Codigo de barras bidimensional mediante Archivo
Portatil de Datos (Portable Data File, PDF por sus siglas
en inglés) tipo "417" (PDF 417)".

2 Tesis Aislada integrada por Cuarto Tribunal Colegiado en materia administrativa del primer
circuito con registro 179233. Semanario Judicial de la Federacion y su Gaceta XXI, Febrero de
2005, pagina 1744.
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SEXTO. Consideraciones preliminares. El analisis de los
agravios se llevara a cabo, luego de hacer las precisiones

siguientes:

a) Naturaleza juridica de la credencial para votar.

El articulo 35, fracciones | y I, de la Constitucidén Politica de
los Estados Unidos Mexicanos, consagra el derecho fundamental
de los ciudadanos mexicanos de votar en las elecciones
populares, asi como el de poder ser votado para todos los cargos
de eleccion popular y nombrado para cualquier otro empleo o
comision, los cuales estan sujetos a las calidades establecidas en

la ley.

El diverso articulo 41, Base V, parrafo octavo, del mismo
Codigo Supremo, a su vez establece esencialmente que la
organizacién de las elecciones federales es una funcion estatal
que se realiza a través de un organismo publico auténomo
denominado Instituto Federal Electoral, el que ademas tendra a su
cargo en forma integral y directa, las actividades relativas al
padron y a la lista de electores, asi como la impresion de los

materiales electorales.

Por otro lado, el Codigo Federal de Instituciones vy
Procedimientos Electorales, sefiala que la credencial para votar
con fotografia, por su naturaleza, es el documento oficial y
necesario para ejercer el derecho al voto activo y pasivo (votar y
ser votado), que se expide conforme a las formalidades exigidas

para ese efecto, debiendo reunir ademas determinadas
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caracteristicas para poder ser utilizada en forma simultanea como
documento de identificacién, esto conforme a lo dispuesto en los

preceptos legales que se citan a continuacion:

Articulo 6

1. Para el ejercicio del voto los ciudadanos deberan satisfacer,
ademas de los que fija el articulo 34 de la Constitucion, los
siguientes requisitos:

a) Estar inscritos en el Registro Federal de Electores en los
términos dispuestos por este Codigo; y

b) Contar con la credencial para votar correspondiente.

2. En cada distrito electoral el sufragio se emitira en la seccion
electoral que comprenda al domicilio del ciudadano, salvo en
los casos de excepcion expresamente sefialados por este
Caddigo

Articulo 128

1. La Direccion Ejecutiva del Registro Federal de Electores
tiene las siguientes atribuciones:

a) Formar el Catalogo General de Electores;

b) Aplicar, en los términos del articulo 177 de este Cddigo, la
técnica censal total en el territorio del pais para formar el
Catalogo General de Electores;

c) Aplicar la técnica censal en forma parcial en el ambito
territorial que determine la Junta General Ejecutiva;

d) Formar el Padrén Electoral;

e) Expedir la credencial para votar segun lo dispuesto en el
Titulo Primero del Libro Cuarto de este Codigo;

Articulo 178

1. Con base en el catalogo general de electores, la Direccién
Ejecutiva del Registro Federal de Electores procedera a la
formacién del padron electoral y, en su caso, a la expedicion
de las credenciales para votar.

Articulo 184

1. La solicitud de incorporacion al catalogo general de electores
podra servir para la inscripcion de los ciudadanos en el padron
34
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electoral; se hara en formas individuales en las que se
asentaran los siguientes datos:

d) Domicilio actual y tiempo de residencia;

2. El personal encargado de la inscripcion asentara en la forma
a que se refiere el parrafo anterior los siguientes datos:

a) Entidad federativa, municipio y localidad donde se realice la
inscripcion;

b) Distrito electoral federal y seccion electoral correspondiente
al domicilio; y

3. Al ciudadano que solicite su inscripcion se le entregara un
comprobante de su solicitud, con el numero de ésta, el cual
devolvera al momento de recibir o recoger su credencial para
votar.

Articulo 264

1. Los electores votaran en el orden en que se presenten ante
la mesa directiva de casilla, debiendo mostrar su credencial
para votar con fotografia o en su caso, la resolucién del
Tribunal Electoral que les otorga el derecho de votar sin
aparecer en la lista nominal o sin contar con credencial para
votar o en ambos casos. ...

Por otra parte, el articulo 36, fraccion |, de la Carta Magna,
establece como obligacion de los ciudadanos de la Republica,
inscribirse en el Registro Nacional de Ciudadanos, y prevé la
expedicidn del documento que acredite la ciudadania mexicana
como un servicio de interés publico, y por tanto,
responsabilidad a cargo del Estado y de los ciudadanos en los

términos que establezca la ley.

Ahora bien, a efecto de instrumentar el mandato
constitucional precitado, relativo a la expedicion del documento
que acredite la ciudadania mexicana, en la Exposicion de Motivos

35

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

de la Ley General de Poblacién, se reconoce la necesidad de
contar con un sistema de registro que refleje fielmente Ila
composicion ciudadana del pais y con un documento que acredite
fehacientemente la calidad citada, por lo que propone expedir la
"Cédula de Identidad Ciudadana".

El propio ordenamiento legal establece que dicho
documento constituira prueba plena de los datos relativos a su
titular, destacandose que con ello se dotara a los mexicanos de
una constancia oficial de identidad, para contribuir a garantizar
no solo el ejercicio de sus obligaciones y derechos ciudadanos,
sino también todas aquellas prerrogativas consignadas en la
Carta Fundamental, cédula que por tanto, tendra valor de
identificacion ante las autoridades asi como frente a las

personas fisicas y morales residentes en el pais.

La invocada Ley General de Poblacién en la cuestion
relativa al registro ciudadano y a la aludida Cédula de Identidad,

determina lo siguiente:

Articulo 97.- El Registro Nacional de Ciudadanos y la
expedicion de la Cédula de ldentidad Ciudadana son servicios
de interés publico que presta el Estado, a través de la Secretaria
de Gobernacion.

Articulo 98.- Los ciudadanos mexicanos tienen la
obligacién de inscribirse en el Registro Nacional de Ciudadanos
y obtener su Cédula de Identidad Ciudadana.

Articulo 101.- La Secretaria de Gobernacion podra
verificar los datos relativos a la identidad de las personas,
mediante la confrontacion de los datos aportados por los
ciudadanos con los que consten en los archivos
correspondientes de dependencias y entidades de Ia
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administracién publica federal que, para el ejercicio de sus
funciones, tengan establecidos procedimientos de identificacion
personal.

Las dependencias y entidades que se encuentren en el
supuesto anterior estaran obligadas a proporcionar la
informacion que para este efecto solicite la Secretaria de
Gobernacion.

Articulo 103.- Una vez cumplidos los requisitos
establecidos, la Secretaria de Gobernacion debera expedir y
poner a disposicion del ciudadano la respectiva Cédula de
Identidad Ciudadana

Articulo 104.- La Cédula de Identidad Ciudadana es el
documento oficial de identificacion, que hace prueba plena
sobre los datos de identidad que contiene en relacion con su
titular.

Articulo 105.- La Cédula de Identidad Ciudadana tendra
valor como medio de identificacion personal ante todas las
autoridades mexicanas ya sea en el pais o en el extranjero, y las
personas fisicas y morales con domicilio en el pais.

Articulo 107.- La Cédula de Identidad Ciudadana
contendra cuando menos los siguientes datos y elementos de
identificacion:

I. Apellido paterno, apellido materno y nombre (s);

II. Clave Unica de Registro de Poblacion;

lll. Fotografia del titular;

IV. Lugar de nacimiento;

V. Fecha de nacimiento; y

VI. Firma y huella dactilar.

Articulo 108.- Corresponde al titular de la Cédula de
Identidad Ciudadana su custodia y conservacion.

Articulo 109.- La Cédula de Identidad Ciudadana debera
renovarse;

I. A mas tardar, noventa dias antes de que concluya su
vigencia; la cual no podra exceder de 15 afos;

II. Cuando esté deteriorada por su uso; y
37
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[ll. Cuando los rasgos fisicos de una persona cambien de
tal suerte que no se correspondan con los de la fotografia que
porta la cédula.

En todos los casos, el portador debera devolver la Cédula
de Identidad Ciudadana anterior al momento de recoger la
nueva.

Articulo 110.- Cuando a un ciudadano se le extravie o
destruya su Cédula de Identidad Ciudadana debera dar aviso a
la Secretaria de Gobernacion, dentro de los 30 dias siguientes a
que esto suceda, y tramitar su reposicion.

Articulo 111.- La Secretaria de Gobernacion podra
expedir un documento de identificacion a los mexicanos
menores de 18 afos, en los términos establecidos por el
reglamento de esta ley.

Articulo 112.- La Secretaria de Gobernacion
proporcionara al Instituto Federal Electoral, la informaciéon del
Registro Nacional de Ciudadanos que sea necesaria para la
integracion de los instrumentos electorales, en los términos
previstos por la ley. Igualmente podra proporcionarla a las
demas dependencias y entidades publicas que la requieran para
el ejercicio de sus atribuciones”.

Es importante destacar que el articulo Cuarto Transitorio del
Decreto que reforma y adiciona disposiciones del ordenamiento
juridico invocado, publicado en el Diario Oficial de la Federacién,
el veintidos de julio de mil novecientos noventa y dos, establecio

en su parte final lo siguiente:

“... En el establecimiento del Registro Nacional de Ciudadanos
se utilizara la informacién que proporcionara el Instituto
Federal Electoral proveniente del Padron Electoral y de la
base de datos e imagenes obtenidas con motivo de la
expedicion y entrega de la Credencial para Votar con fotografia
prevista en el articulo 164 en el Codigo Federal de Instituciones
y Procedimientos Electorales. En tanto no se expida la cédula
de identidad ciudadana, esta credencial podr& servir como
medio de identificacion personal en  tramites
administrativos de acuerdo a los convenios que para tal
efecto suscriba la autoridad electoral.
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Las disposiciones constitucionales y legales antes
sefaladas, evidencian que la credencial para votar con fotografia,
ademas de ser el documento esencial para que el ciudadano
pueda ejercer los derechos politico electorales a sufragar y ser
votado, esta investido de la diversa cualidad de identificacion
oficial, reconocida asi en el ambito normativo en tanto se
consolide el procedimiento para expedir la Cédula de
identificacion ciudadana, atributos que no se pueden desvincular

por ser en la actualidad sus caracteristicas basicas.

En esa tesitura se ha pronunciado esta Sala Superior * al
establecer que mientras dicho documento conserve su validez
para ejercer el voto, lo mismo ocurre para los efectos de

considerarlo como identificacion oficial.

b) Acuerdos de la autoridad electoral relativos a la

implementacion del nuevo modelo de credencial para votar.

De igual manera, para estar en posibilidad de analizar los
motivos de disenso del partido impugnante, es oportuno traer a
cuentas de manera sintética el contenido de los diversos acuerdos
pronunciados por la autoridad electoral, para implementar un

nuevo formato de credencial para votar con fotografia.

A. El veintiuno de noviembre de dos mil doce, el Consejo

General del Instituto Federal Electoral, llevd a cabo sesion

® SUP-RAP-109/2010, resuelto por mayoria de votos en sesion publica de veinticinco de
agosto de dos mil diez.

39

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

extraordinaria en la que emitidé el acuerdo CG732/2012, mediante

el que aprobd modificar el modelo de la credencial para votar.

Para sustentar dicho Acuerdo, l|la autoridad electoral

administrativa desarrollé la metodologia siguiente:

1. A partir de una investigacion de mercado realizada
respecto del modelo de Credencial para Votar, identifico diversas
alternativas tecnoldgicas que le permitieron tener una vision
amplia de las posibilidades a considerar para la actualizacion y/o

modificacion a los elementos que la conforman.

2. Menciond los elementos de presentacion, informaciéon y
de seguridad que se debian utilizar para actualizar el modelo de la

Credencial para Votar.

3. Entre los elementos informativos a considerar para
actualizar la credencial incluyé al domicilio, junto con otros
rasgos relevantes como: el nombre, afo de registro, sexo, CURP,

vigencia, afio de emisién y fecha de nacimiento.

4. Refirid a los elementos compuestos que deben utilizarse

en tal actualizacion:

... Estado. Entidad federativa de residencia del Ciudadano;
Municipio. Municipio de residencia del Ciudadano. Localidad.
Localidad de residencia del Ciudadano. Seccidn. Seccion

Electoral de residencia del Ciudadano...
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Cbédigo de barras bidimensional mediante Archivo
Portatil de Datos (Portable Data File, PDF por sus siglas en
inglés) tipo “417” (PDF 417), el cual permitira ampliar la
informacion del ciudadano contenida en la credencial para
votar, mediante el cifrado de la misma. La capacidad de dicho
Codigo debera de ser al menos de 1,200 bytes; cuyos
elementos de informacién minimos son: ... domicilio actual
del ciudadano conforme a lo asentado en la solicitud

correspondiente.

5. Desde la perspectiva del acuerdo plasmoé los elementos a
utilizar para la Credencial para Votar acordes con lo ordenado en
el articulo 200, parrafos 1 y 2 del Codigo Federal de Instituciones
y Procedimientos Electorales, cuando menos: entidad federativa,
municipio y localidad que corresponden al domicilio..., seccion

electoral en donde debera votar el ciudadano... .

6. Instruy6 a la Direccion Ejecutiva del Registro Federal de
Electores que presentara para aprobacion del Consejo General, a
través de la Comisién del Registro Federal de Electores, la
funcion de los codigos de barras bidimensionales, entre estos, el
tipo 417, (pdf-417), de almacenamiento y acceso rapido (QR), vy el
de zona de lectura mecanica (ZLM), los que deberian ser
previamente conocidos y evaluados por la Unidad Teécnica de

Servicios de Informatica y sometidos a Dictamen de factibilidad.

7. Ordend instruir a la Direcciéon Ejecutiva del Registro
Federal de Electores a que, de ser necesaria la incorporacion de

variantes minimas que no se contrapusieran a las disposiciones
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anteriores, las diera a conocer a la Comision Nacional de
Vigilancia y las sometiera a consideracion del Consejo General, a

través de la Direccion del Registro Federal de Electores.

El sefalado acuerdo CG732/2012, lo impugné el Partido
Accion Nacional, tramitandose ante este 6rgano de jurisdiccion el
recurso de apelacion SUP-RAP-529/2012, que se resolvido por

mayoria de votos, en el sentido de confirmar tal determinacion.

Entre las razones que se esgrimieron en la ejecutoria, se
destacd que se determind modificar el modelo de credencial para
votar, teniéndose por valida la inclusion de algunos datos del
elector en el anverso y que entre las caracteristicas que podria
contener estaria el cddigo de barras bidimensional PDF 417,

previéndose someter a examen la efectividad de este dispositivo.

B. El mismo veintiuno de noviembre y en la sesion
extraordinaria atinente, el Consejo General del Instituto Electoral
Federal, emiti6 el diverso Acuerdo CG733/2012, por el que
instruyd a la Direccion Ejecutiva del Registro Federal de
Electores, realizar un estudio técnico y juridico sobre la
viabilidad de incluir o no, de manera impresa en el anverso de
la credencial para votar, los datos del domicilio del elector, en
concreto, calle asi como numeros interior y exterior de la

vivienda.

Para los efectos del estudio, se planedé que ademas de las

cuestiones ya precisadas, se procediera a:
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- solicitar opinién de las Direcciones Ejecutivas y Unidades

Técnica del IFE;

- consultar a universidades e instituciones educativas

especializadas en la investigacidon y docencia juridicas;

- pedir opinidon técnica a especialistas en materia electoral y

registral;

- habilitar una encuesta abierta con el apoyo de la Unidad de
Servicios de Informatica, para conocer la opinion de los usuarios

sobre la codificacion de dichos datos en la credencial para votar.

El acuerdo invocado fue impugnado por el Partido de la
Revolucion Democratica, mediante recurso de apelacion SUP-
RAP-525/2012, resuelto por mayoria de votos en el sentido de

confirmarlo.

En la ejecutoria se senald, que el estudio técnico-juridico y
su instrumentacioén, contribuirian a la certeza y seguridad juridica
respecto de la decision definitiva de la autoridad, sobre incluir o no
de manera impresa en el anverso de la credencial para votar, los
datos del domicilio del ciudadano, en concreto calle, asi como
numeros interior y exterior, porque de lo derivado de éste contaria
con mas elementos para justificar el sentido de la determinacion y
brindaria a los interesados elementos para cuestionar, en su caso,

dicha resolucion final.
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Aunado a lo anterior y de manera destacada debe
precisarse que la Sala Superior estimd conveniente establecer
gue la autoridad administrativa, en el ambito de su
competencia, debia interpretar los derechos fundamentales
establecidos en la Constitucion y en los tratados
internacionales, de la manera en que mas beneficiaran a las
personas (principio pro persona), asumiendo el deber de
promover, respetar, proteger y garantizarlos de conformidad
con los principios de universalidad, interdependencia,
indivisibilidad y progresividad, para lo que debia interpretar la
legislacion electoral, de la manera que favoreciera la mas amplia

tutela de tales prerrogativas.

Hechas las precisiones anteriores, se procede al estudio de

los motivos de inconformidad.

SEPTIMO. Sintesis de agravios.

A. Indebida fundamentacién y motivacion. El actor
plantea la ilegalidad del acuerdo impugnado sosteniendo
esencialmente que la responsable lo emitid indebidamente
fundado y motivado, en contravencion a lo dispuesto por los
articulos 6 y 16 de la Constitucion Federal, en relacion con el 171,
parrafo 3 y 200 del Codigo Federal de Instituciones vy

Procedimientos Electorales.

El promovente aduce en este sentido, que la responsable

considero pertinente imprimir de manera visible en el anverso del

44

DR © 2016. Tribunal Electoral del Poder Judicial de la Federacion
https://www.te.gob.mx/



Esta obra forma parte del acervo de la Biblioteca Juridica Virtual del Instituto de Investigaciones Juridicas de la UNAM
www.juridicas.unam.mx https://biblio.juridicas.unam.mx/bjv

SUP-RAP-37/2013.

nuevo formato de la credencial de elector, el domicilio completo

del ciudadano, en vez de codificado o cifrado.

Agrega que para arribar a tal determinacion se baso6 en el
estudio técnico y juridico que ordend llevar a cabo a la Direccion
Ejecutiva del Registro Federal de Electores, a efecto de que
evaluara la forma mas viable de insertar esa informacién (oculta o
a la vista), pero paso por alto que éste se sustentd en premisas

inconsistentes.

Ademas, segun el actor, al emitir el acuerdo impugnado, la
responsable tampoco advirti6 que de acuerdo a su naturaleza
juridica, la credencial para votar es el documento exigido en la ley
para que el elector se identifigue ante la autoridad electoral al

acudir a votar, sin que sea a la vez un comprobante de domicilio.

De ahi que, en consideracion del accionante, en la
credencial de elector se deben incluir a la vista unicamente la
entidad federativa, el municipio, la localidad, el Distrito Electoral
Uninominal y la seccion electoral correspondientes, puesto que la
utilidad de estos datos es ubicar geograficamente la casilla, la

seccién y el distrito en que le corresponde sufragar al ciudadano.

B. Ponderacion al principio de proteccion de datos

personales.

En distinto sentido, sefiala el demandante que si bien
conforme al Cdédigo Federal de Instituciones y Procedimientos

Electorales, entre los requisitos minimos que debe contener la
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credencial de elector, esta el del domicilio del interesado, esto no
implica que deba incluir el nombre de la calle, ni los numeros
exterior e interior de su vivienda, y menos que como se sefiala en
el acuerdo impugnado se deban imprimir en forma visible en el
anverso del documento, puesto que esto implica dejar de
privilegiar el derecho de los ciudadanos a la proteccion de sus
datos personales, que en lo relativo al domicilio y conforme a la

ley de la materia son confidenciales.

De ahi que, sefala el accionante, la autoridad electoral debe
establecer que en salvaguarda de los datos personales del
ciudadano respecto de terceros, corresponde a éste decidir si
opta porque el dato de su domicilio se imprima visible en la cara
anterior del documento de identidad electoral, o si por el contrario,
dicha informacidon se incluya cifrada o resguardada por algun

codigo de seguridad.

OCTAVO. Estudio de fondo. La sintesis anterior permite
advertir, que es a partir de dos lineas esenciales de

argumentacion, que se plantea la inconformidad:

a) La primera, consistente en que al emitir la resolucion
cuestionada, se llevd a cabo un analisis incorrecto de las
consideraciones del estudio técnico-juridico que se ordeno
implementar para establecer la viabilidad de imprimir en forma
visible u oculta en el anverso del nuevo formato de credencial

para votar, el dato del domicilio completo del ciudadano v,
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b) La segunda, relacionada con el hecho de que en el
acuerdo controvertido, en la ponderacion que realizd la
responsable, se desatendid el principio de proteccion de los datos
personales reconocido constitucionalmente en favor de los
ciudadanos, lo que desde la perspectiva del partido actor implicé
dejar de tomar en cuenta ese derecho, relativo a la salvaguarda
del domicilio de los electores, ya que conforme a la ley de la

materia ese dato esta considerado como confidencial.

Dada la estrecha vinculacion de los agravios resefados, se
procedera enseguida a su analisis en conjunto, proceder que no
afecta al partido impugnante, en tanto dicho examen los abarcara
en su integridad, determinacion que se apoya en la jurisprudencia
de rubro "AGRAVIOS, SU EXAMEN EN CONJUNTO O
SEPARADO, NO CAUSA LESION" “.

I. La fundamentacion y motivacion en los acuerdos del

Instituto Federal Electoral.

En primer lugar, es conveniente tomar en consideracion que
esta Sala Superior ha determinado®, que tratdndose de los
acuerdos generales que emite la autoridad electoral, los requisitos
de fundamentacion y motivacion se satisfacen bajo premisas

distintas a las que se requieren para otros actos de autoridad,

* Jurisprudencia 4/2000, publicada en la Compilacién 1997-2012, Jurisprudencia y Tesis en
Materia Electoral, Jurisprudencia, Volumen |, del Tribunal Electoral del Poder Judicial de la
Federacion, en la pagina 119.

° Jurisprudencia 1/2000, publicada en las paginas 343-345 de la Compilacién mencionada,
de rubro “FUNDAMENTACION Y MOTIVACION DE LOS ACUERDOS DEL INSTITUTO
FEDERAL ELECTORAL, QUE SE EMITEN EN EJERCICIO DE LA FUNCION
REGLAMENTARIA”
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porque en estos casos, al tratarse del despliegue de su potestad
reglamentaria, basta que tenga reconocida en la ley la facultad
para emitirlos en la materia relativa y los pronuncie apegados a la

legalidad.

En este contexto, de acuerdo con el articulo 41, Base V, de
la Constitucion General de la Republica, el Instituto Federal
Electoral goza de plena autonomia en la toma de sus
determinaciones y tiene a su cargo en forma integral y directa,
entre otras cuestiones, las relacionadas con el padrén electoral y
la lista de electores, asi como la impresion de los materiales

electorales.

En tanto, el Tribunal Electoral del Poder Judicial de la
Federacion ha reconocido que el Instituto Federal Electoral, a
través del Consejo General, tiene la facultad de disefiar los
acuerdos necesarios para hacer efectivas las atribuciones que le
encomienda el Codigo Federal de Instituciones y Procedimientos

Electorales °

, atribucion que le fue conferida por el legislador
ordinario, y en su ejercicio esta la de pronunciar aquellos
tendentes a instrumentar la sustitucion del formato de Credencial
para Votar, como expresion de la autonomia funcional que tiene
en la organizacidon de los comicios, determinando en forma
integral y directa las formas del manejo del Padron Electoral y la

Lista Nominal de Electores.

® Articulo 118. 1. El Consejo General tiene las siguientes atribuciones:

... z) Dictar los acuerdos necesarios para hacer efectivas las anteriores atribuciones y las
demas sefaladas en este Cadigo.
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En efecto, el Instituto Federal Electoral, a través de la
Direccion Ejecutiva del Registro Federal de Electores, segun lo
dispone el articulo 128, parrafo 1, inciso e), del Cédigo Federal
Electoral, tiene entre sus facultades la de emitir los acuerdos
pertinentes para ordenar expedir la credencial para votar, y por
ende, el relativo a que se renueve el formato respectivo, sin
embargo, en la confeccion de dichas resoluciones debera respetar

el principio de legalidad.

Conforme a lo apuntado, la motivacion en las resoluciones
del Instituto Federal Electoral, relativas a la implementacion de un
nuevo formato de credencial para votar, se debe estimar
cumplida, en esencia, sobre la base de que el ejercicio de esa
facultad que tiene conferida constitucionalmente, la ejerza
apegada a la legalidad al regular esa cuestion en particular, de

conformidad con sus atribuciones exclusivas.

En el caso, la determinacion controvertida fue pronunciada
por la responsable, con fundamento en los articulos 34, 35,
fracciones | y II; 36, fracciones | y lll; 41, Base V, parrafos primero
y noveno, de la Constitucion Federal; 1, parrafo 1; 3, parrafo 2;
104; 105, parrafos 1, incisos a), d) y f) y 2; 106, parrafo 1; 107,
parrafo 1; 109; 117, parrafo 1; 118, parrafo 1, incisos j), ll) y z);
119, parrafo 1, inciso p); 120, parrafo 1, inciso k); 128, parrafo 1,
incisos d), e) y f); 171, parrafos 1, 2y 3; 173 parrafo 2; 174; 175,
parrafo 1; 176; 179, 180, parrafo1; 200, parrafos 1, 2 y 4 del
Caddigo Federal de Instituciones y Procedimientos Electorales; asi
como en el articulo Cuarto Transitorio, del Decreto que reforma y

adiciona diversas disposiciones de la Ley General de Poblacion,
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publicado en el Diario Oficial de la Federacion, el veintidds de julio

de mil novecientos noventa y dos.

De este modo, el acuerdo impugnado cumple en principio
con el requisito de emanar de autoridad competente, en concreto,
el Consejo General del Instituto Federal Electoral, que entre su
ambito de atribuciones tiene como se expuso la de instrumentar

acuerdos en torno a la credencial para votar con fotografia.

De acuerdo con lo anterior y a efecto de examinar si dicho
ente publico se apegdé a la legalidad el emitir el acuerdo
impugnado, particularmente en lo relativo a su adecuada
motivacion, es conveniente transcribir el contenido de los puntos
35 a 39 en los que expone las razones apoyo de dicha

determinacion:

... 35. Que los resultados obtenidos del “Estudio técnico y juridico
para evaluar la viabilidad de la inclusién visible u oculta, de los
datos de calle, nUmero exterior y nimero interior en la credencial
para votar, en cumplimiento del Acuerdo CG733/2012 del Consejo
General del Instituto Federal Electoral” fueron, entre otros, los
siguientes:

e La encuesta nacional reveld6 que 49.7% de Ilos
ciudadanos prefieren que los datos de calle, numero exterior
y numero interior se presenten de forma visible en la
Credencial para Votar, mientras que el 32.2% manifesté que
prefiere que estos datos se oculten. La prevalencia de la
visibilidad de los datos de referencia se acentua en zonas no
urbanas, en donde el porcentaje de ciudadanos a favor de
esta alternativa alcanza el 60.7%.

e De las 134 instituciones publicas y/o privadas
consultadas, se recibieron 83 respuestas, de las cuales se
advierte lo siguiente:

- Existen 40 instituciones que no utilizan los datos de
calle, ndmero exterior e interior contenidos en la
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Credencial para Votar como requisito para los tramites
que los ciudadanos realizan ante ellas, por lo que les
resulta indistinto la incorporacion visible u oculta en el
referido instrumento electoral.

- Existen 24 instituciones que requieren los datos de
calle, numero exterior e interior para realizar tramites
ante ellas; sin embargo, estarian dispuestas a utilizar
algun dispositivo o aplicativo para tener acceso a estos
datos.

- Existen 18 instituciones que requieren los datos de
calle, numero exterior y numero interior de manera
visible en la Credencial para Votar, para la realizacion
de tramites administrativos ante ellas y no les son
suficientes el resto de los datos que componen el
domicilio del instrumento electoral y tampoco estarian
dispuestos a utilizar algun dispositivo o aplicativo para
tener acceso a estos datos.

o El Instituto Federal de Acceso a la Informacion y
Proteccion de Datos considerd que la inclusion visible de los
datos de la calle, numero exterior y numero interior en la
Credencial para Votar no pone en riesgo la proteccion de los
datos personales del ciudadano, “en tanto se genere para el
ciudadano informacién suficiente sobre la importancia de los
datos ahi contenidos para que estos adopten ciertas medidas
elementales de cuidado y en tanto se propicie una cultura de
cuidado responsable para toda persona que en el desarrollo
de actividades legitimas posea datos de la credencial para
votar”.

o La Direccion Juridica del Instituto Federal Electoral
indicd que corresponde al Instituto Federal Electoral
garantizar la confidencialidad de los datos personales
contenidos en el Padrén Electoral a partir del cual se generan
instrumentos electorales como la Lista Nominal de Electores
o la propia Credencial para Votar. Sin embargo, en el caso
de la utilizacion de la Credencial para Votar, como medio de
identificacion, sefialé que “queda fuera del alcance de esta
autoridad vigilar la proteccion de esos datos personales,
cuando el titular proporciona su credencial como
identificacion frente a terceros ajenos al IFE”.

o Las instituciones especializadas en el estudio del
derecho se pronunciaron a favor de la inclusion codificada o
cifrada de la calle, numero exterior y numero interior en la
Credencial para Votar, por motivos de seguridad y de
proteccion a los datos personales, asi como por la falta de
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utiidad de dicha informacién en la identificacion de los
ciudadanos.

o La especialista en materia del Registro Federal de
Electores consideré que el domicilio es un dato personal y
que el ciudadano debera decidir a quién y como se la
proporciona, y que no tendra ningun impacto negativo en la
codificacion de ese dato en la Credencial para Votar.

. La eventual codificacion o cifrado de los datos de calle,
numero exterior y numero interior en la Credencial para Votar
podria afectar las atribuciones y procedimientos de la
Direccion Ejecutiva de Capacitacién y Educacion Civica, sin
que sea viable la utilizacion de dispositivos y/o aplicativos,
como lectores de codigos, en las actividades de notificacion,
visita y capacitacion de los ciudadanos insaculados, durante
los procesos electorales federales.

o En la encuesta abierta disponible en la pagina de
Internet del Instituto, el 57% de los 5,461 participantes
consider6 que estos datos deberian ocultarse en la
Credencial para Votar.

o En conclusion, si bien existen elementos que
constituyen razones validas para que el Registro Federal de
Electores adopte como politica la codificacién o cifrado de los
datos a que se ha hecho referencia, éstas no resultan
suficientes, por lo siguiente:

- La mayoria de los ciudadanos entrevistados en la
encuesta de representatividad nacional (49.7%) prefiere
que los datos de calle, numero exterior y numero interior
se incorporen de manera visible en la Credencial para
Votar, por los siguientes motivos: para realizar tramites
(18.9%), para identificarse (15.9%), lo considera
necesario (14.9%), para poder notificar en caso de
emergencia (13.5%), para que alguna instituciéon o
persona pueda localizar el domicilio (11.4%) y para
utilizar la credencial como comprobante de domicilio
(10.4%).

- La afectacién irremediable a los tramites ciudadanos y
a los procedimientos que llevan a cabo ordinariamente
18 instituciones publicas y privadas (entre ellas la
Asociaciéon Mexicana de Bancos), es un importante
obstaculo para la inclusion cifrada de la calle y numeros
del domicilio en la credencial, insuperable si se tiene en
cuenta la repercusion que podria tener en la aceptacion
de la credencial como medio de identidad. En este
sentido, la propuesta resultaria incompatible con uno de
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los objetivos estratégicos del IFE, que consiste en
fortalecer a la credencial como medio de identidad.

- Por otro lado, resultaria inadmisible afectar la
operacion de la DECEYEC en las notificaciones, visitas
y capacitacidon de los ciudadanos durante los procesos
electorales federales. Esa Direccion Ejecutiva, en
coordinacion con la DEOE, ha capacitado a millones de
ciudadanos mediante mecanismos que ha afinado y
eficientado a lo largo de los afios. En ese sentido, toda
vez que la codificaciéon o cifrado de algunos datos en la
credencial para votar depara un perjuicio a estas
actividades, la medida no es pertinente.

-Por ultimo, el IFAI, como la instancia gubernamental
encargada de garantizar el acceso a la informacién
publica y de proteger los datos personales, considero
que la visibilidad de la calle, numero exterior y numero
interior no pone en riesgo la informacion personal de los
ciudadanos, aunado a que la Direccion Juridica del IFE
concluyé que la competencia del Instituto en materia de
proteccion de datos personales se constrine a la
utilizacion de la credencial como instrumento para votar,
quedando fuera de la esfera competencial del IFE la
proteccion a la informacion personal cuando los
ciudadanos utilizan la credencial como medio de
identificacion ante terceros.

36. Que derivado de los resultados senalados en el estudio
referido, la Direccion Ejecutiva del Registro Federal de Electores
considero que los datos de calle, numero exterior y numero interior
deben permanecer visibles en la Credencial para Votar e
implementarse una campafa de comunicacion social sobre la
sensibilidad de los datos contenidos en dicho instrumento
electoral, para que sus titulares instrumenten medidas basicas
para su proteccion.

37. Que el Tribunal Electoral del Poder Judicial de la Federacion
se pronuncié en el SUP-RAP-109/2010, que el Consejo General
del Instituto Federal Electoral, en lo que atafie al ambito federal,
cuenta con facultades para tomar acuerdos que tiendan a
instrumentar la validez temporal, el uso y sustitucion de un
determinado formato de Credencial para Votar e inclusive para
generar los acuerdos pertinentes tendientes a inhibir el uso de
esas credenciales como medio de identificacion oficial.

38. Que el Tribunal Electoral del Poder Judicial de la Federacion
ha sostenido, en el SUP-RAP-525/2012, que acorde con el articulo
41, Base V de la Constitucion General de la Republica, el Instituto
Federal Electoral goza de plena independencia y autonomia en la
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toma de sus determinaciones, y tiene a su cargo en forma integral
y directa, entre otras, las actividades relativas al Padron Electoral y
Lista Nominal de Electores y en consecuencia es adecuado que
en ejercicio de su autonomia determine si el domicilio del
ciudadano se mantiene de manera visible o bien, se incluya de
manera cifrada en la Credencial para Votar.

39. Que en razon de lo expuesto, considerando que este Consejo
General tiene la atribucion de determinar el modelo de la
Credencial para Votar, se estima pertinente mantener los datos de
calle, numero exterior y numero interior del domicilio de los
ciudadanos en la Credencial para Votar de manera visible. ...

El analisis de la parte considerativa del acuerdo impugnado
transcrita, permite advertir que en dicha determinacion se
plasmaron de manera destacada cuales fueron los elementos
sustraidos del estudio técnico juridico de viabilidad, que llevaron
al Consejo General del Instituto Federal Electoral, a concluir que
desde su perspectiva, lo idoneo resulta mantener visible en la
Credencial para Votar con fotografia, el dato completo del
domicilio del elector, incluida la calle, asi como los numeros
interior y exterior de la vivienda, en cumplimiento al Acuerdo
CG733/2012, conforme lo establecio en el punto 39 de la

determinacion impugnada.

En este orden, es posible afirmar que la autoridad electoral
responsable, precisé y enumerdé todos y cada uno de los
elementos que, obtenidos del aludido estudio técnico y juridico de
viabilidad, le sirvieron de apoyo para arribar a dicha conclusion,

en concreto los siguientes:

e Encuesta con representatividad nacional.
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El 49.7% de los ciudadanos sefald preferirlo a la vista por el
uso que se da a la credencial: para realizar tramites
(18.9%), para identificarse (15.9%), lo considera necesario
(14.9%), para poder notificar emergencias (13.5%), para que
alguna institucion o persona pueda localizar su domicilio
(11.4%) y para utilizarla como comprobante de domicilio
(10.4%).

e Cuestionario al Instituto Federal de Acceso a la Informacion
y Proteccion de Datos.

Consideré que al estar visible el dato del domicilio no se
ponen en riesgo los datos personales de los ciudadanos, en
tanto se genere para estos informacién suficiente sobre la
importancia de adoptar medidas elementales de cuidado y
se propicie una cultura responsable sobre los datos
contenidos en la credencial para votar, con esto los
espacios de riesgo se verian reducidos.

Agrego, que de acuerdo con el articulo 20, fraccion Il de la
Ley Federal de Transparencia y Acceso a la Informacién
Publica Gubernamental, los sujetos “obligados” son los
responsables de los datos personales y deberan tratarlos
s6lo cuando sea adecuado, pertinente y no excesivo, en
relacion con los propdsitos para los cuates se obtienen, de
ahi que con relacién a la credencial para votar el Instituto
Federal Electoral debe ser particularmente cuidadoso de la
observancia del mandato legal.

e Consultas a Direcciones Ejecutivas y Unidades Técnicas del
Instituto Federal Electoral.

- la Direccion Ejecutiva de Capacitaciéon Electoral vy
Educaciéon Civica sefald que en las visitas, notificacion y
capacitacion de los ciudadanos sorteados se requiere que el
Capacitador Asistente identifique plenamente al ciudadano y
su domicilio para contar con datos confiables y certeros.
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En cuanto al uso de lector 6ptico, adujo que dificilmente se
puede asignar uno por Capacitador para ser utilizado en el
domicilio del ciudadano o en los centros de capacitacion.

- la Direccion Juridica estimé que la credencial para votar es
el documento indispensable para que los ciudadanos
puedan ejercer su derecho al voto, ademas que por Decreto
de 22 de julio de 1992, se establecid que en tanto se expida
la cédula de identidad ciudadana, la credencial para votar
serviria como medio de identificacion personal en tramites
administrativos.

Ademas, refirid a las unicas autoridades con acceso a la
informacién reservada o confidencial en poder del IFE, por
lo que éstas tienen la obligacion de garantizar la
confidencialidad de los datos contenidos en el padron
electoral y que sirven de base para expedir la credencial
para votar, sin embargo, siendo que al utilizarse también la
credencial para votar como identificacion, queda fuera del
alcance de la autoridad electoral vigilar la proteccion de
datos personales, cuando el titular los proporciona a
terceros.

e Consultas a Instituciones publicas y privadas.
- de 134 instituciones consultadas:

18 establecieron requerir los datos de calle, numero exterior
e interior visibles en la credencial de elector, para los
tramites y servicios con los ciudadanos, sin que la colonia,
localidad, municipio y Estado sean suficientes, ni sea viable
la utilizacién de dispositivos para acceder a la informacion
oculta.

En la ponderacion que llevé a cabo la responsable, para

arribar a la conclusion sobre la pertinencia de imprimir a la vista
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los datos del domicilio del elector antes sefalados, se advierte
que dejé de expresar las consideraciones que le llevaron a
desestimar la otra alternativa puesta a debate, atinente a que
dichos  datos  fueran encriptados 0 codificados,

especificamente las cuestiones que se enlistan enseguida:

e Encuesta con representatividad nacional.

- el 32.2% de los ciudadanos entrevistados manifestd que
prefiere que estos datos se oculten, sefalando como
razones para estimarlo asi: por seguridad (72.6%) y por
privacidad o proteccion de sus datos (23.9%).

e Consultas a Instituciones publicas y privadas
- de 134 instituciones consultadas:

40 sefalaron no utilizar los datos de calle, numero exterior e
interior contenidos en la credencial para votar como
requisito en los tramites y servicios que prestan a los
ciudadanos, por lo que les resultaba indistinto su
incorporacion oculta en la credencial.

24 adujeron requerir los datos de calle, numero exterior e
interior para los tramites de los ciudadanos, sin embargo,
establecieron que los que deben permanecer visibles son
los de la colonia, localidad, municipio y estado, aunque
estarian dispuestas a utilizar un lector de cddigos para
acceder a tal informacion.

e Cuestionario realizado al Instituto Federal de Acceso a la
Informacién y Proteccién de Datos.
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Aceptdé Ila Credencial para Votar como medio de
identificacion, pero sefiala que no la utiliza para realizar los
tramites que lleva a cabo con los ciudadanos.

e La Direccion Juridica estimo que:

No existe disposicidn que impida cifrar el dato del domicilio,
porque si bien éste se establece como uno de los elementos
que debe contener la credencial para votar, el ordenamiento
omite sefalar con que elementos se debe integrar dicha
referencia y la forma en que debe imprimirse, aunque los
datos que se pretenden suprimir son necesarios para poder
localizar a una persona porque ese es el objeto del
domicilio.

Estimé ademas que los datos que los ciudadanos
proporcionan al Registro Federal de Electores son
estrictamente confidenciales y no pueden comunicarse o
darse a conocer, salvo en los casos de excepcion
establecidos en la ley, de ahi que la obligacion de garantizar
la confidencialidad del padron electoral que sirve de base
para expedir la credencial de elector corresponde a dicha
autoridad electoral.

e Consulta a Instituciones especializadas en el estudio del
derecho.

- concluyeron que es juridicamente viable disociar el
elemento del “domicilio” para proteger los datos personales
porque la credencial para votar cumplia con la funcién de
identificacion.

- se ponen en riesgo los datos personales si los datos de

calle, numero exterior y numero interior se dejan a la vista
de cualquier persona.
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e Consulta a expertos en materia del Registro Federal De
Electores.

- la especialista en materia del Registro Federal de
Electores, Doctora Celia Palacios Mora, integrante del
Comité Técnico para el Seguimiento y Evaluacion de los
Trabajos de Redistritacion del Instituto, consideré que el
domicilio es un dato personal y que el ciudadano debe
decidir a quién lo proporciona y la forma de hacerlo, sin que
pueda llegar a tener algun impacto negativo codificarlo en la
credencial para votar.

e Encuesta abierta en la pagina electronica del Instituto
Federal Electoral.

57% de los entrevistados opiné que los datos del domicilio
completo deberian ocultarse.

En el acuerdo impugnado tampoco se advierte, que la
responsable estableciera si en atencion al principio de
autodeterminacién informativa o a la proteccion de datos de
caracter personal ’ —facultad de toda persona para ejercer control
sobre informacion que le concierne en exclusiva, contenida en
registros publicos o privados-, los ciudadanos pudieran decidir
cuales referencias de su esfera privada proporcionadas a la
autoridad electoral, autorizan a que se difundan en el nuevo
formato de la credencial para votar y cuales deben permanecer
reservadas, considerando para este ultimo efecto alguna medida

para codificarla o encriptarla.

" A este derecho se refirio por primera vez el Tribunal Constitucional Federal Aleman, en la
sentencia sobre la Ley del Censo, del 15 de diciembre de 1983, en la que resolvio facultar a
las personas a decidir y consentir de forma informada vy libre el uso de sus datos personales
por terceros, ante el tratamiento automatizado de los mismos.
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La circunstancia de haber dejado de examinar los elementos
derivados del estudio técnico juridico, referentes a la inviabilidad
de mantener a la vista en la credencial para votar los datos del
domicilio completo del ciudadano, y la de tampoco plasmar
consideraciones respecto del sefalado derecho de los ciudadanos
de autodeterminacién sobre su informacion privada, permite
concluir a la Sala Superior que el acuerdo impugnado, segun se
explicara mas adelante, examinado de manera integral, en estricto
sentido desatiende el mandato de debida motivacion, ya que el
analisis de tales aspectos, aunado al de los que tomdé en
consideracion la responsable, habria servido para establecer un

balance entre los dos valores en analisis:

a) Utilidad funcional de la credencial de elector mediante los
datos visibles del domicilio —calle, numero exterior e interior- y, b)
proteccion a los datos personales por autodeterminacion del

ciudadano.

[I. Marco juridico regulatorio de la proteccion de los datos
personales en posesion de oOrganos publicos y de

particulares.

El objeto de la proteccion juridica de los datos personales,
como derecho publico, se convierte en una garantia oponible por
los ciudadanos al poder estatal, respecto de aquellos que se le
reconocen como intimos, y los autoriza a restringir el
conocimiento o difusiéon de los mismos o su uso por terceros, al
constituir informacion esencialmente confidencial, ya que compete

a cada individuo disponer de los datos que corresponden a su
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ambito intimo tornandolos “sensibles” a su difusiéon por cualquier

persona.

La informacion confidencial o “sensible” puede encontrarse y
ser manejada, en razén de la persona, tanto por el sector publico
gubernamental como por el sector privado, y se entiende que ésta
debe estar protegida por quienes la recaban licitamente, a través

de normas juridicas eficientes.

La Constitucion Politica de los Estados Unidos Mexicanos
reconoce entre los derechos fundamentales los de informacién,
proteccion a los datos personales y el de autodeterminacion
informativa, conforme a los que las personas pueden decidir
cuales datos propios que refieren a su informacion privada o
confidencial se pueden hacer publicos y cuales no, asi como los

fines y los medios para difundirlos, en los términos siguientes:

Articulo 60.- La manifestacion de las ideas no sera objeto de
ninguna inquisicion judicial o administrativa, sino en el caso de
que ataque a la moral, los derechos de tercero, provoque algun
delito, o perturbe el orden publico; el derecho de réplica sera
ejercido en los términos dispuestos por la ley. El derecho a la
informacion sera garantizado por el Estado.

Para el ejercicio del derecho de acceso a la informacion, la
Federacion, los Estados y el Distrito Federal, en el ambito de
sus respectivas competencias, se regiran por los siguientes
principios y bases:

Il. La informacion que se refiere a la vida privada y los datos
personales sera protegida en los términos y con las
excepciones que fijen las leyes.
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Articulo 16.- Nadie puede ser molestado en su persona,
familia, domicilio, papeles o posesiones, sino en virtud de
mandamiento escrito de la autoridad competente, que funde y
motive la causa legal del procedimiento.

Toda persona tiene derecho a la proteccion de sus datos
personales, al acceso, rectificacion y cancelacion de los
mismos, asi como a manifestar su oposicion, en los términos
que fije la ley, la cual establecera los supuestos de excepcion a
los principios que rijan el tratamiento de datos por razones de
seguridad nacional, disposiciones de orden publico, seguridad
y salud publicas o para proteger los derechos de terceros.

La Convencion Americana sobre Derechos Humanos (Pacto
de San José), consigna lo relativo a la protecciéon de la vida
privada y de los datos personales de las personas, conforme a lo

siguiente:

Articulo 11. Proteccion de la Honra y de la Dignidad.

1. Toda persona tiene derecho al respeto de su honra y al
reconocimiento de su dignidad.

2. Nadie puede ser objeto de injerencias arbitrarias o abusivas
en su vida privada, en la de su familia, en su domicilio o en su
correspondencia, ni de ataques ilegales a su honra o
reputacion.

3. Toda persona tiene derecho a la proteccidon de la ley contra
esas injerencias o esos ataques.

La Declaracion Americana de Derechos y Deberes del
Hombre, establece el derecho de proteccion a la vida privada de

las personas, como sigue:

Articulo V. Toda persona tiene derecho a la proteccion de la
Ley contra los ataques abusivos a su honra, a su reputacion y a
su vida privada y familiar.
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La proteccion de datos personales derivada del bloque de
constitucionalidad, se instrumenta en la Ley Federal de
Transparencia y Acceso a la Informacion Publica Gubernamental,
que contiene las disposiciones relativas para poder tener acceso a
ese tipo de referencias en posesiéon de los entes publicos, y a ese
efecto, establece normas y procedimientos especificos e instituye

reglas para su proteccion.

En la Exposicion de Motivos relativa a dicho ordenamiento,
el legislador reconocié que como parte del objeto de la Ley,
estaba la proteccion de los datos personales, porque existe una
clara relacién entre el derecho de acceso a la informacion y su
salvaguarda y no porque se trate forzcosamente de dos realidades
contrapuestas, de ahi que la regulacion de ambas prerrogativas
debia ser complementaria y la publicidad de la informacién habria
de respetar el derecho de privacidad que corresponde a los datos
personales de cualquier individuo, por lo que, para lograr la
correcta armonia entre estos, se especificarian de la mejor forma

posible sus alcances.

También, la Exposicion de Motivos dimensiond que existia la
conciencia de que cada uno de esos derechos es de tal magnitud,
que se requeria de una Ley especial para regular su objeto y
establecer su disefo institucional, pero que hasta en tanto se
expidiera se incluiria en el propio ordenamiento un capitulo
especifico relativo a ese tema, en el que se recogerian los

principios fundamentales existentes al respecto.
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Conforme a lo sefialado, la Ley Federal de Transparencia y
Acceso a la Informacion Publica Gubernamental, tutela el derecho
a la proteccion de datos personales de las personas fisicas, y se
encauza al respeto del derecho personalisimo de la intimidad, asi

como al de su confidencialidad, en los términos siguientes:

Articulo 3. Para los efectos de esta Ley se entendera por:

II. Datos personales: La informaciéon concerniente a una
persona fisica, identificada o identificable, entre otra, la relativa a
su origen étnico o racial, o que esté referida a las caracteristicas
fisicas, morales o emocionales, a su vida afectiva y familiar,
domicilio, numero telefonico, patrimonio, ideologia y opiniones
politicas, creencias o convicciones religiosas o filosoficas, los
estados de salud fisicos o mentales, las preferencias sexuales, u
otras analogas que afecten su intimidad;

V. Informacidn: La contenida en los documentos que los sujetos
obligados generen, obtengan, adquieran, transformen o
conserven por cualquier titulo;

VI. Informacién reservada: Aquella informacion que se
encuentra temporalmente sujeta a alguna de las excepciones
previstas en los Articulos 13 y 14 de esta Ley;

IX. Organos constitucionales autonomos: El Instituto Federal
Electoral, la Comisién Nacional de los Derechos Humanos, el
Banco de México, las universidades y las demas instituciones de
educacion superior a las que la ley otorgue autonomia y
cualquier otro establecido en la Constitucion Politica de los
Estados Unidos Mexicanos;

XIll. Sistema de datos personales: El conjunto ordenado de
datos personales que estén en posesion de un sujeto obligado;

XIV. Sujetos obligados: ...
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d) Los érganos constitucionales autbnomos,...
Articulo 18. Como informacién confidencial se considerara:

I. La entregada con tal caracter por los particulares a los sujetos
obligados, de conformidad con lo establecido en el
Articulo 19, y

Il. Los datos personales que requieran el consentimiento de los
individuos para su difusién, distribucion o comercializacion en los
términos de esta Ley. No se considerara confidencial la
informacion que se halle en los registros publicos o en fuentes
de acceso publico.

Articulo 21. Los sujetos obligados no podran difundir, distribuir o
comercializar los datos personales contenidos en los sistemas
de informacién, desarrollados en el ejercicio de sus funciones,
salvo que haya mediado el consentimiento expreso, por
escrito o por un medio de autenticacién similar, de los
individuos a que haga referencia la informacién.

La Ley Federal de Proteccion de Datos Personales en
Posesion de los Particulares, incluye el derecho de
autodeterminacion informativa como uno de los fines del
ordenamiento, para propiciar la confiabilidad en el manejo y
cuidado de las referencias concernientes a las personas en el

ambito de su intimidad, de la forma siguiente:

Articulo 1. La presente Ley es de orden publico y de
observancia general en toda la Republica y tiene por objeto la
proteccion de los datos personales en posesion de los
particulares, con la finalidad de regular su tratamiento legitimo,
controlado e informado, a efecto de garantizar la privacidad y el
derecho a la autodeterminacién informativa de las
personas.

El Cddigo Federal de Instituciones y Procedimientos
Electorales, a efecto de dar viabilidad a las normas que garantizan

las libertades publicas y los derechos fundamentales de los
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electores, en el ambito de la informacion confidencial y su

proteccion, sefala:

Articulo 171

1.El Instituto Federal Electoral prestara por conducto de la
Direccion Ejecutiva competente y de sus Vocalias en las Juntas
Locales y Distritales Ejecutivas, los servicios inherentes al
Registro Federal de Electores.

2. El Registro Federal de Electores es de caracter permanente
y de interés publico. Tiene por objeto cumplir con lo previsto en
el articulo 41 constitucional sobre el Padrén Electoral.

3. Los documentos, datos e informes que los ciudadanos
proporcionen al Registro Federal de Electores, en
cumplimiento de las obligaciones que les impone Ia
Constitucion 'y este  Codigo, seran estrictamente
confidenciales y no podran comunicarse o darse a conocer,
salvo cuando se trate de juicios, recursos o procedimientos en
que el Instituto Federal Electoral fuese parte, para cumplir con
las obligaciones previstas por este Codigo en materia electoral
y por la Ley General de Poblacion en lo referente al Registro
Nacional Ciudadano o por mandato de juez competente.

Articulo 176

1. El Instituto Federal Electoral debe incluir a los ciudadanos en
las secciones del Registro Federal de Electores y expedirles la
credencial para votar.

2. La credencial para votar es el documento indispensable
para que los ciudadanos puedan ejercer su derecho de
voto.

De la credencial para votar
Articulo 200

1. La credencial para votar debera contener, cuando menos,
los siguientes datos del elector:

a) Entidad federativa, municipio y localidad que corresponden
al domicilio;

b) Seccion electoral en donde debera votar el ciudadano;
c) Apellido paterno, apellido materno y nombre completo;

)
d) Domicilio;
e) Sexo;

f) Edad y afio de registro;
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g) Firma, huella digital y fotografia del elector;
h) Clave de registro; y
i) Clave Unica del Registro de Poblacién.

2. Ademas tendra:

El Reglamento del Instituto Federal Electoral en Materia de
Transparencia y Acceso a la Informacién Publica, respecto al
manejo de los archivos en custodia de dicho ente publico, fija el
umbral de tutela sobre la informacion personal de los ciudadanos

inscritos en el Padron Electoral, en la forma siguiente:

CAPITULO II.

De la proteccion de los datos personales
ARTICULO 35

Proteccion de datos personales

1. Los datos personales son informacion confidencial que no
puede otorgarse a persona distinta que su titular, a menos que
exista una autorizacion expresa de éste. Los servidores
publicos del Instituto que intervengan en el tratamiento de
datos personales, deberan garantizar la proteccion en el
manejo de dicha informacion, por lo que no podra ser
comunicada salvo en los casos previstos por la Ley y el Cédigo

ARTICULO 36
Principios de proteccién de datos personales

1. En el tratamiento de datos personales, los servidores
publicos del Instituto deberan observar los principios de
licitud, calidad de los datos, informacion al titular,
consentimiento, seguridad, confidencialidad y finalidad para la
que fueron recabados. Con el propédsito de detallar los
principios antes aludidos, el Comité emitira los Lineamientos
obligatorios para los érganos que posean datos personales.

2. Los datos personales, incluso cuando no conste
clasificacion alguna al respecto, se entenderan como
confidenciales.
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En otro orden, los Lineamientos Generales para la
Clasificacion y Desclasificacion de la Informacion del Instituto

Federal Electoral, en lo relativo sefnalan:

Capitulo V. De la Informacién Confidencial.

Vigésimo Séptimo.- Como informacién confidencial se
considerara:

I. La entregada con tal caracter por los particulares al Instituto
incluyendo la relativa al Registro Federal de Electores;

Il. Los datos personales que requieran el consentimiento de
los individuos para su difusion, en términos de las
disposiciones legales aplicables,

Ill. La que por disposicién expresa de la legislacion aplicable,
sea considerada como confidencial.

No se considerara confidencial aquella informacion que se
encuentre en registros publicos o fuentes de acceso publicas.

Vigésimo Octavo.- Sera confidencial la informacién que
contenga datos personales de una persona fisica identificada
o identificable relativos a:

I. Origen étnico o racial,

Il. Caracteristicas fisicas,

lll. Caracteristicas morales,

V. Caracteristicas emocionales,

V. Vida afectiva,

VI. Vida familiar,

VII. Domicilio particular,

VIII. Namero telefénico particular,
IX. Patrimonio,

X. ldeologia,

XI. Opinién politica,

XII. Creencia o conviccion religiosa,
XIII. Creencia o conviccidn filosdfica,
XIV. Estado de salud fisica,

XV. Estado de salud mental,

XVI. Preferencia sexual,
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XVII. Informacion genética,
XVIIl. Récord académico (kardex), y
XIX. Otras analogas que afecten su intimidad y privacidad.

Vigésimo Noveno.- Los datos personales seran
confidenciales independientemente de que hayan sido
obtenidos directamente de su titular o por cualquier otro medio.

Trigésimo Primero.- Los documentos y expedientes
clasificados como confidenciales no podran difundirse si
no media en cada caso, el consentimiento por escrito del
titular de dicha informacién, sin perjuicio de las excepciones
establecidas en la Ley, el Reglamento y los presentes
Lineamientos. Dicho consentimiento podra solicitarse de
conformidad con el articulo 13 del Reglamento. ...

lll. Proteccidn juridica de los datos personales.

Los datos personales forman parte de los atributos de la
personalidad que caracteriza a todo individuo: nombre, apellido,
edad, domicilio, estado civili y propiedades, entre otras
referencias, son parte de su imagen que tiene derecho a

salvaguardar de injerencias por extraios.

Los articulos 6° y 16 segundo parrafo, de la Constitucidon
Politica de los Estados Unidos Mexicanos, como antes se senalo,
en sintesis disponen que toda persona tiene derecho a la
proteccion de sus datos personales y a la informacién relativa a su
vida privada, por lo que cuando estén en poder de algun érgano
de gobierno o inclusive de particulares, ésta debe ser protegida

contra la posible utilizacidon indebida por terceros.
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Los textos constitucionales sefialados y los tratados
internacionales de derechos humanos®, reconocen el derecho a la
intimidad como una manifestacion concreta de la separacion entre
el ambito privado y el publico, asi, el derecho a la intimidad se
asocia con la existencia de un ambito privado que esta reservado
frente a la accién y conocimiento de los demas y tiene por objeto
garantizar al individuo su vida intima frente a terceros, ya se trate

de particulares o los Poderes del Estado.

Lo anterior es asi, porque el derecho a la vida privada (o
intimidad), reconocido y protegido en declaraciones y tratados de
derechos humanos que forman parte del orden juridico mexicano,
deriva de la nocién de vida privada que atane a la esfera en la que
las personas pueden expresar libremente su identidad, en sus

relaciones con los demas o en lo individual.

Por tanto, tal derecho fundamental atribuye a su titular la
facultad de resguardar ese ambito reservado para si como
individuo y para su familia; pero asimismo le garantiza el derecho
a la intimidad a efecto de disponer del control sobre la publicidad
de la informacion de su persona, lo que en alguna vertiente de su
actividad publica supone la posibilidad de elegir cual informacion
de esa esfera privada puede ser conocida o cual debe
permanecer a resguardo, ademas de designar quién y bajo qué

condiciones puede utilizarla.

® Declaracién Universal de los Derechos del Hombre (art. 12). Pacto Internacional de
Derechos Civiles y Politicos (art. 17). Convencidon Americana sobre Derechos Humanos o
Pacto de San José (art. 11). Convenio Europeo para la Proteccion de los Derechos
Humanos y Libertades Fundamentales (art. 8).
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En este contexto, el derecho a la intimidad impone tanto a
los poderes publicos como a los particulares, la obligacion de no
difundir informacion de caracter personal, en la que se encuentren
datos personales confidenciales, y en general, la de no
entrometerse en la vida privada de las personas; por tanto, el
Estado a través de sus organos debe adoptar todas las medidas
tendentes a hacer efectiva la proteccibn de este derecho

fundamental.

De ahi que, si dentro del derecho a la intimidad, se
encuentra el de salvaguardar la informacion relativa a los datos
personales, lo que faculta a todo individuo a que no se difunda
informacion vinculada con su vida privada, esta prerrogativa
pierde su vigencia al momento en que como titular otorga su
consentimiento para que se divulgue, de ahi que el derecho a la
intimidad y a la prohibicion de publicidad indebida de ese tipo de
datos, deriva de los actos de difusion injustificada que se haga de

la misma.

En otras palabras, el derecho a la intimidad, como
prerrogativa directamente derivada de la dignidad humana,
supone la existencia de un ambito reservado, personal y privado
frente al conocimiento y actividad de los demas, asi como de los
poderes publicos, reserva que desde el ambito de tutela

constitucional se debe entender como imprescindible.

De esa manera, si se tiene en cuenta el caracter
fundamental de este derecho, las limitaciones al mismo habran de

estar debidamente justificadas, ser proporcionadas y no arbitrarias
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o ilegales, en razon de que este derecho, como todos los
reconocidos como fundamentales, no tiene un caracter absoluto,
sin pasar por alto la subordinacién de esta garantia a un interés

publico manifiesto.

IV. El derecho fundamental de autodeterminaciéon informativa.

El derecho a la autodeterminacion informativa refiere, como
se anticipd, a la prerrogativa que todo individuo tiene frente a
cualquier ente publico o privado, de que no se inmiscuyan sin
autorizacion expresa de él mismo o por mandato de ley o
jurisdiccional, en los senalados aspectos de su personalidad que
no son publicos sino que pertenecen a su entorno privado, para
conocerlos, conservarlos, procesarlos y/o transmitirlos,
independientemente de que dicha accion le pueda causar o no

alguna molestia.

Al respecto, es de considerar que acorde con el nuevo
entorno normativo que traza el articulo 1° de la Carta Magna®,
todas las autoridades administrativas, en el ambito de sus
respectivas competencias, deben interpretar los derechos

fundamentales establecidos en la Constitucién y en los Tratados

° Articulo 1o.- En los Estados Unidos Mexicanos todas las personas gozaran de los
derechos humanos reconocidos en esta Constitucion y en los tratados internacionales de los
que el Estado Mexicano sea parte, asi como de las garantias para su proteccion, cuyo
ejercicio no podra restringirse ni suspenderse, salvo en los casos y bajo las condiciones que
esta Constitucion establece./ Las normas relativas a los derechos humanos se interpretaran
de conformidad con esta Constitucion y con los tratados internacionales de la materia
favoreciendo en todo tiempo a las personas la proteccion mas amplia./ Todas las
autoridades, en el ambito de sus competencias, tienen la obligacion de promover,
respetar, proteger y garantizar los derechos humanos de conformidad con los
principios de universalidad, interdependencia, indivisibilidad y progresividad. En
consecuencia, el Estado debera prevenir, investigar, sancionar y reparar las violaciones a los
derechos humanos, en los términos que establezca la ley [...]. (Enfasis afiadido)
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internacionales, de la manera en que mas beneficien a las
personas (principio pro persona), el cual establece también el
deber que tienen de promover, respetar, proteger y garantizar los
derechos humanos de conformidad con los principios de

universalidad, interdependencia, indivisibilidad y progresividad.

Esta Sala Superior ha determinado, que cuando se realiza
un ejercicio de ponderacion en el que estan involucrados
derechos fundamentales, se debe optar por la solucién o medida
que cumpla de manera eficaz y plena con los principios de

idoneidad, necesidad y proporcionalidad.

Por idoneidad ha entendido que la interpretacion que se
adopte debe ser apta para conseguir un balance entre el fin
pretendido y la forma objetiva para su logro o consecucion; esto
es, debe ser la indicada para asegurar dicha finalidad, porque no
basta llevarla a cabo en términos amplios y utiles para la
obtencion de lo propuesto, sino que, de hecho, debe ser la
eficiente, Optima e indispensable para realizarlo, de ahi que el
Juez constitucional se debe asegurar que el fin buscado no se
pueda alcanzar razonablemente por otros medios menos
intrusivos de derechos fundamentales, dado que las restricciones
constitucionalmente previstas a éstos tienen wun caracter
excepcional, lo cual implica que debe recurrir a éstas soélo cuando

sea estrictamente ineludible.

Por necesidad se alude a que la solucion que se tome debe
ser aquélla que afecte de la menor forma los derechos

fundamentales sometidos a debate; es decir, la medida restrictiva
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debe ser necesaria para asegurar la obtencién de los fines que la
fundamentan, porque no basta que la condicion sea en términos
amplios y utiles para obtener lo propuesto, sino que, de hecho,

debe ser la idonea para realizarlo.

Finalmente, por proporcionalidad se ha entendido el deber
que tiene la autoridad para ponderar si el sacrificio de
determinados intereses guarda relacién razonable con la medida
implementada, estimando la naturaleza de los derechos
enfrentados; esto es, que la medida debe ser correspondiente, lo
que implica respetar la relacidon entre la equivalencia del fin
buscado y los efectos perjudiciales que produce en otros
derechos e intereses constitucionales; asi, el objetivo es que el
resultado del balance entre ventajas y desventajas siempre derive

en un resultado positivo.

La postura que ha adoptado la Sala Superior en lo relativo al
derecho de autodeterminacion informativa, ha seguido la
orientacién de la Corte Interamericana de Derechos Humanos'®,
en el sentido de que una injerencia en el ambito intimo de las
personas para que sea legal, debe reunir como requisito el estar
prevista en la ley en sentido formal y material; perseguir un fin

legitimo; y ser idénea, necesaria y proporcional.

En ese orden, el ejercicio de ponderacion que debid
plasmarse para resolver la disyuntiva entre mantener visibles en

la credencial de elector los datos confidenciales, como el del

' Sentencia de veintisiete de enero de dos mil nueve, dictada en el caso Tristran Donoso vs
Panama, parrafos 76 y 77.
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domicilio completo del ciudadano (nombre de la calle asi como los
numeros exterior e interior), o bien, optar por encriptarlo o
codificarlo mediante la tecnologia correspondiente, impuso incluir
en la decisidon de la autoridad un balance objetivo entre las
circunstancias de la utilidad funcional que pueden justificar la
determinacion de que éstos se mantengan a la vista y el derecho
fundamental oponible de la preservacion de la confidencialidad de

los datos personales precisados.

Lo anterior, porque solo ante ese ejercicio de ponderacion,
seria dable establecer por qué razon esencial y de frente a la
funcién primordial de la credencial de elector, debe permanecer a
la vista el dato del domicilio completo, o en su caso, cual podria
ser la medida idénea, necesaria y proporcional para modificar el
formato de la credencial de elector, sin desatender la proteccion
de datos personales del ciudadano de indole confidencial como

medida de seguridad.

Al respecto, es conveniente retomar, que del contenido del
articulo 200 del Cédigo Federal de Instituciones y Procedimientos
Electorales, la credencial para votar debe contener, cuando

menos, los siguientes datos del elector:

- Entidad federativa, municipio y localidad que corresponden
al domicilio del ciudadano; seccion electoral en que habra de
votar; apellido paterno, materno y nombre completo; domicilio;
sexo; edad y afno de registro; firma, huella digital y fotografia del
elector; clave de registro y clave unica del Registro de Poblacion;

ademas de espacios para marcar afo y eleccion; firma impresa
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del Secretario Ejecutivo del Instituto Federal Electoral; afio de

emision y del que expira su vigencia.

El catdlogo pormenorizado de elementos que de
conformidad con el dispositivo legal invocado integran Ila
Credencial para Votar con fotografia, permite advertir que algunos
resultan idoneos, necesarios y utiles para aparecer de manera
visible en el propio documento, como son entidad, municipio y
localidad que correspondan al domicilio del ciudadano, asi como

la seccion electoral.

El caracter funcional que corresponde a estos elementos
para que aparezcan a la vista en la Credencial de Electoral para
votar con fotografia, se fortalece al analizar lo dispuesto por el
diverso articulo 177 del propio Codigo comicial, relacionado con el
Catalogo General de Electores, en el que esos elementos juegan
un papel importante para conformar el Padron Electoral

debidamente confiable.

También es de destacarse, que en el articulo 178 del propio
ordenamiento electoral, se establece que con base en el Catalogo
General de Electores, la Direccion Ejecutiva del Registro Federal
atinente procedera a la formacion del sefialado padron electoral, y

con base en éste expedira las credenciales para votar.

De igual forma, al emitir el acuerdo impugnado también
debié ponderarse, si los datos de la calle, numero exterior e
interior, que como se ha explicado cumplen como finalidad

primaria coadyuvar en el caracter de identificacion de la
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credencial de elector, pueden ser objeto de encriptamiento o

codificacion.

Por todo lo explicado, esta Sala Superior estima que lo
conducente en el caso es que la responsable revoque el acuerdo
impugnado y determine en plenitud de atribuciones, de manera
debidamente fundada y motivada, luego de llevar a cabo el
sefalado ejercicio de ponderacion, si en el nuevo modelo para la
credencial para votar, se deben mantener visibles los datos del
domicilio completo del elector, o en su caso, es factible

encriptarlos o codificarlos.
Por lo expuesto y fundado se
RESUELVE:

UNICO. Se revoca en la materia de la impugnacion, el
acuerdo CG84/2013, de veintisiete de febrero de dos mil trece,
emitido por el Consejo General del Instituto Federal Electoral,
para los efectos precisados en la parte final del CONSIDERANDO
OCTAVO de esta ejecutoria.

NOTIFIQUESE; personalmente al recurrente y al tercero
interesado en los domicilios sefialados en autos; al Consejo
General del Instituto Federal Electoral en la cuenta de correo
electronico precisada en el informe circunstanciado; y por
estrados, a los demas interesados; de conformidad con lo
dispuesto en los articulos 26, parrafo 3, 28 y 48, parrafo 1, incisos
a) y b) de la Ley General del Sistema de Medios de Impugnacion

en Materia Electoral.
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Asi, por unanimidad de votos, lo resolvieron los
Magistrados que integran la Sala Superior del Tribunal Electoral
del Poder Judicial de la Federacion, en ausencia del Magistrado
Salvador Olimpo Nava Gomar, ante el Secretario General de

Acuerdos, que autoriza y da fe.

MAGISTRADO PRESIDENTE

JOSE ALEJANDRO LUNA RAMOS

MAGISTRADA MAGISTRADO

MARIA DEL CARMEN ALANIS CONSTANCIO CARRASCO
FIGUEROA DAZA

MAGISTRADO MAGISTRADO

FLAVIO GALVAN RIVERA MANUEL GONZALEZ OROPEZA

MAGISTRADO

PEDRO ESTEBAN PENAGOS LOPEZ

SECRETARIO GENERAL DE ACUERDOS

FELIPE DE LA MATA PIZANA
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