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I. Conflicto de fondo

La proteccion de los datos personales ha sido una pre-
ocupacion en la agenda publica latinoamericana, en
particular en los ultimos 15 afios, en conexion —en mu-
chos paises— con la busqueda de garantizar el dere-
cho de acceso a la informacion publica. La primera ley
de proteccion de datos en laregion fue la Ley argentina
25.326 de 2000." En la actualidad Brasil, Bolivia, Chile,
Colombia, Ecuador, El Salvador, Guatemala, Honduras,
México, Nicaragua, Peru, Panama, Paraguay, Republi-
ca Dominicana, Uruguay y Venezuela cuentan también
con normas —de rango constitucional o de ley— de pro-
teccion de datos personales (Remolina 2014).

T El texto de la Ley 25.326 puede consultarse en http://www.jus.gob.ar/
media/33481/ley_25326.pdf. En Europay Estados Unidos las primeras leyes
de acceso a la informacién y proteccion de datos personales se remontan a
la década de 1970. La primera ley fue la del estado de Hesse, en Alemania,
de 1970. Al respecto, véase Jori (2007), en especial, el capitulo 3.
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El disparador central de la preocupacion por la proteccion de los da-
tos personales ha sido el desarrollo de las tecnologias de la informacion,
que hoy en dia permiten el cruce de datos y el acceso a ellos con gran fa-
cilidad y rapidez, y los controles caracteristicos de la era preinformatica o
preinternet no son eficientes o adecuados para impedir abusos.

La proteccion de la vida privada o la intimidad ha sido una constante
en la legislacion, desde el derecho romano hasta la actualidad, pero ha
sido necesario cambiar y ampliar esa proteccion a medida que la tecno-
logia ha facilitado nuevas formas de intromision. Siglos atras bastaba la
proteccion fisica del domicilio o de la correspondencia. Luego aparecie-
ron la fotografia, la grabacion de voz y, recientemente, la acumulacion de
datos en registros de facil acceso (Ferreira 1982), y con estos desarrollos
tecnologicos surgié la necesidad de prever nuevas medidas juridicas de
proteccion (Bustillos 2011, 317-46).

El conflicto al que se refiere la sentencia que se comenta se relaciona
con un dato personal en particular: el domicilio, que no solo forma parte
de la informacion de rastreo y ubicacion de una persona, sino que es con-
siderado —desde el derecho romano— como un atributo de la personali-
dad. ¢ Se puede hacer publico el domicilio en un instrumento emitido por
el Estado, como la cédula para votar? Tradicionalmente habia sido asi en
muchos de los paises de América Latina, y la cuestion no habia generado
mayores debates o planteos.

En la actualidad, el tema despierta inquietud en parte por razones ju-
ridicas y en parte por el contexto social en el que se vive. En cuanto a las
razones juridicas, en el caso de la sentencia que se comenta, el proble-
ma se plantea porque las normas de proteccion de datos personales es-
tablecen que estos tienen el caracter de confidenciales, y entre ellos se
incluye el domicilio de una persona, pero las normas electorales disponen
que el documento habilitante para votar —la credencial para votar— de-
be contener el domicilio.

A este conflicto juridico se suman consideraciones practicas que tam-
bién deben ser tenidas en cuenta y que dividen la opinion de la ciudada-
nia. Entre dichos factores practicos o funcionales, la inclusion del domicilio
puede facilitar la realizacion de tramites en los que es necesario acreditar-
lo. Por otro lado, en contextos de violencia e inseguridad, la inclusion del
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domicilio de la persona en un documento puede traer problemas de gra-
vedad en caso de robo o pérdida.

Este es el conflicto que constituye el nudo de la discusion en este caso.
La sentencia de la Sala Superior del Tribunal Electoral del Poder Judicial
de la Federacion (TEPJF) y las decisiones a las que dio lugar han contribui-
do a dar una solucion satisfactoria al problema. En efecto, a la sentencia
que se comenta siguid la revision del acuerdo del entonces Instituto Fe-
deral Electoral (IFE) —hoy Instituto Nacional Electoral (INE)—, que decidié
que al momento de la tramitacion de la credencial para votar sea el ciuda-
dano el que decida la forma en que el domicilio constara en el documen-
to, ya sea en forma visible —como habia sido habitual—, ya sea en forma
encriptada. Esta Ultima decision fue avalada por el propio Tribunal en su
sentencia SUP-RAP-182/2013 en enero de 2014.

Las sentencias de los tribunales pueden ser analizadas desde dis-
tintos puntos de vista y diversos angulos juridicos y legales. Muchas
de las consideraciones de la sentencia que se comenta tienen que ver
con cuestiones procesales o de procedimiento especificas del derecho
mexicano, que no se abordaran en este comentario, que estara cen-
trado en los aspectos relacionados con el conflicto de fondo: la forma
en que el domicilio —dato personal confidencial— debe aparecer en
la credencial para votar.

Il. Sentencia y decisiones posteriores

Decision cuestionada

La sentencia dictada el 29 de mayo de 2013 por la Sala Superior del TEPJF
(SUP-RAP-37/2013) resovio¢ la impugnacion interpuesta por el Partido
Accion Nacional (PAN) contra el acuerdo CG84/2013 del Consejo Ge-
neral del entonces IFE adoptado en la sesion del 27 de febrero de 2013.

En 2012 el IFE decidié modificar el modelo de la credencial para
votar y encargo a la Direccion Ejecutiva del Registro Federal de Elec-
tores la realizacion de un estudio técnico especifico en relacion con la
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viabilidad de incluir el domicilio del ciudadano en forma visible en la
credencial para votar (acuerdos CG732/2012 y CG733/2012, respec-
tivamente).

El acuerdo CG84/2013 disponia “mantener los datos de calle, nu-
mero exterior y numero interior del domicilio de los ciudadanos, de ma-
nera visible en la Credencial para Votar” (articulo 1).

Para adoptar la resolucién acerca de la inclusion del domicilio en
forma visible en la cédula para votar, el Consejo General del IFE tomd
en cuenta los resultados de una encuesta nacional y de una encuesta
abierta en linea, asi como los resultados de una serie de consultas a
organismos publicos y privados, al Instituto Federal de Acceso a la In-
formacion y Proteccion de Datos (Ifai) y a expertos en el tema.

La encuesta nacional reflejé una preferencia mayoritaria de los ciu-
dadanos en favor de la inclusion del domicilio completo en forma visible
en la credencial para votar. El total de apoyo fue de 49.7%, mientras
que en las areas no urbanas el nimero se elevo a 67 por ciento. Evi-
dentemente, esto se vincula con la utilizacion practica de la cédula pa-
ra votar y asi surge de la propia encuesta. Entre los fundamentos de
su preferencia, los consultados mencionaron que el domicilio visible
en la credencial es util para realizar tramites, acreditar la identidad,
poder avisar en caso de emergencias y acreditar la residencia; 32.2%
de los encuestados prefirid la opcion de ocultar los datos de domicilio.

Los datos de la consulta abierta en linea arrojaron un resultado
distinto: 57% de los mas de 5,000 participantes estuvo a favor de lainclu-
sion del dato en forma cifrada o codificada, no accesible a simple vista.

De las 134 instituciones publicas y privadas consultadas, 42 dijeron
que utilizan los datos de domicilio que figuran en la cédula para votar
como informacion para la realizacion de diversos tramites administra-
tivos. De estas 42, 24 instituciones respondieron que si el domicilio no
figuraba en forma visible podrian implementar mecanismos tecnologi-
cos para leer la informacion cifrada. Las 18 restantes contestaron que
no estaban dispuestas a recurrir a herramientas tecnoldgicas para leer
la parte cifrada de la credencial si el domicilio no estaba visible.

Dado que México cuenta con una legislacion especifica para la pro-
teccion de datos personales y ha creado un organismo especializado en
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la materia —el Ifai—, la opinidn de este es de gran peso en la cuestion. En
los fundamentos del acuerdo CG84/2013 se afirma al respecto que

El Instituto Federal de Acceso a la Informacion y Proteccion de Datos
considerd que la inclusion visible de los datos de la calle, nimero ex-
terior y numero interior en la Credencial para Votar no pone en ries-
go la proteccion de los datos personales del ciudadano, “en tanto se
genere para el ciudadano informacion suficiente sobre la importancia
de los datos ahi contenidos para que estos adopten ciertas medidas
elementales de cuidado y en tanto se propicie una cultura de cuida-
do responsable para toda persona que en el desarrollo de activida-
des legitimas posea datos de la credencial para votar”.

Finalmente, el Consejo General del IFE entendié que la inclusion vi-
sible del domicilio en la credencial para votar era necesaria para que
se llevaran a cabo las actividades de notificacion, visita y capacita-
cion de los ciudadanos designados para cumplir funciones en el pro-
ceso electoral.

Argumentos de la impugnacion

El PAN impugno el acuerdo el 5 de marzo de 2013 y el 11 de marzo el
representante del Partido de la Revolucién Democrética (PRD) presen-
té un escrito como tercero interesado. Cabe recordar, como deja claro
el Tribunal en la sentencia, que el tercero interesado contradice la pre-
tension del apelante y su interés es el de mantener vigente el acto cues-
tionado. En sintesis, en cuanto al conflicto de fondo, el PAN estaba en
desacuerdo con que el domicilio del ciudadano figurara en forma visi-
ble en la credencial para votar, mientras que el PRD estaba a favor de
mantener esa informacion visible, tal como habia decidido el Consejo
General del IFE.

Laimpugnacion del PAN se sostiene en su calidad de entidad de interés
publico, que le permite actuar en defensa del interés publico, colectivoy
difuso cuando considere que se ha violado el principio de legalidad, como
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reconoce el Tribunal en el considerando segundo, punto d, de la sen-
tencia que se comenta.

Los cuestionamientos al acuerdo CG84/2013 se basaron en ar-
gumentos de procedimiento y argumentos de fondo. Desde el punto
de vista del procedimiento, el PAN cuestiona el acuerdo por estar de-
ficientemente fundado y motivado. El agravio de fondo que esgrime el
PAN se refiere a que el acuerdo violarfa el derecho de las personas a
la proteccion de sus datos personales, derecho amparado tanto en el
ambito constitucional como legislativo.

Para el PAN, el estudio técnico que incluyo la realizaciéon de la en-
cuesta nacional y las consultas referidas mas arriba resulta insuficien-
te, lo que determina que el acuerdo no esta debidamente fundado y
motivado. El PAN hace hincapié en la respuesta del Ifai que, si bien in-
dico que “en general” la visibilidad del domicilio en la credencial para
votar no afecta la proteccion de los datos reservados, agrego que ello
era asi siempre que se dieran tres condiciones:

1) Que se instruya al ciudadano acerca de la importancia del dato in-
cluido en la credencial y la necesidad de que adopte medidas de
cuidado al usarla.

2) Que se construya una cultura de cuidado del uso de la credencial.

3) Que se faciliten al ciudadano mecanismos para la proteccion de
su informacién personal.

La interpretacion del PAN de la respuesta del Ifai es que, dado que
esa cultura de cuidado de los datos personales no existe adn, la inclu-
sion del domicilio en forma visible si presenta riesgos para la protec-
cion de los datos personales.

El PAN resalta que, en su respuesta a la consulta del IFE, el Ifai se
refiere al cumplimiento del articulo 20 de la Ley Federal de Transparen-
cia y Acceso a la Informacion Publica Gubernamental (LFTAIPG), que
dispone la obligacion de los sujetos responsables de bases de datos
y registros de datos personales de tratar los datos solo cuando “sean
adecuados, pertinentes y no excesivos en relacion con los proposi-
tos para los cuales se hayan obtenido”. Adecuacion, pertinencia y no
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exceso son los criterios que deben guiar el “tratamiento de datos”, es
decir, su utilizacion, cruce, distribucién, ordenamiento y clasificacion.

El PAN aduce que el estudio técnico debid analizar la inclusion del
domicilio en forma visible, a la luz del principio de proteccion consti-
tucional del derecho a la protecciéon de los datos personales y de los
tres criterios establecidos en la LFTAIPG, asi como de los principios ge-
nerales aplicables a la cuestion: licitud, consentimiento, informacion,
calidad, finalidad, lealtad, proporcionalidad y responsabilidad. En la
medida en que este andlisis no figura en los antecedentes, el acuerdo
esta insuficientemente motivado.

Otra linea argumental del PAN se relaciona con los efectos de la no
inclusion del domicilio en forma visible en la credencial para votar para
las tareas de notificacion y capacitacion de los ciudadanos que lleva
a cabo el IFE. El PAN afirma, con razén, que el IFE cuenta con la infor-
macion de localizacion de los ciudadanos en sus registros y no nece-
sita ponerla en forma visible en la credencial para acceder a ella. En
efecto, los organismos pertinentes del IFE pueden consultar las bases
de datos de electores y utilizar su domicilio para notificarlos o locali-
zarlos a fin de capacitarlos. Surge aqui una distincion importante res-
pecto de la funcion de la credencial, que es la de identificacion, no la
de localizacién o georreferenciacion del ciudadano.

En cuanto a las entidades consultadas, el PAN sefiala que se debid
recurrir a la Comision Nacional Bancaria, como organismo regulador, y
no a los bancos o las entidades intermedias que los nuclean. Mas alla de
cudles sean las préacticas en algunos bancos, el PAN resalta que la legisla-
cién noincluye a la credencial para votar como comprobante valido para
acreditar el domicilio. Por lo tanto, la inclusion visible de este dato perso-
nal resulta absolutamente irrelevante desde el punto de vista bancario.

El PAN cuestiona asimismo que el estudio técnico no haya dado
suficiente importancia a la opinion emitida por la Secretaria de la
Defensa Nacional, en el sentido de que la inclusion cifrada o codificada
del domicilio en la credencial para votar estaria en coincidencia con la
politica de seguridad adoptada por el Estado.

Otro argumento que fundamenta la impugnacion es que el estudio
técnico no analiza si la encriptacion o codificacion del domicilio afecta
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algun derecho —mas alla de la opinion o las preferencias subjetivas
de los ciudadanos—.

La credencial para votar cumple dos funciones primordiales: habi-
litar al elector para votar y acreditar la identidad del elector. Para nin-
guna de estas funciones hace falta que el domicilio aparezca en forma
visible. Ademas, y hasta que se emita la cédula de identidad, la cre-
dencial para votar puede servir como medio de identificacion personal
para tramites administrativos. EI domicilio no forma parte de la identi-
dad de la persona, por lo tanto, tampoco esta funcion justificaria la ne-
cesidad de que figure en forma visible en el documento.

Para el PAN, puesto que el domicilio es un dato confidencial, no
deberia figurar en forma visible en la credencial. El IFE aprobd opor-
tunamente los Lineamientos de Proteccion de Datos Personales que
establecen los principios que deben regir el tratamiento de los datos
personales. Dichos principios son los de licitud, finalidad y proporcio-
nalidad, calidad y seguridad. Supuestamente, incluir el domicilio en
forma visible contradice el principio de seguridad en el tratamiento de
datos. El principio de seguridad exige que se adopten

las medidas necesarias para garantizar la integridad, confiabilidad,
confidencialidad y disponibilidad de los datos personales mediante
acciones que eviten su alteracion, pérdida, transmision y acceso no
autorizado.

Criterio del Tribunal y la resolucién

La Sala Superior del TEPJF resolvié revocar el acuerdo CG84/2013, a
efecto de que el IFE realizara una valoracion ponderada de los argumen-
tos a favor y en contra de la inclusion en forma visible del domicilio en
la credencial para votar y evaluara la posibilidad de que el ciudadano
—en ejercicio del derecho a la autodeterminacion informativa— optara
por la visibilidad o encriptacion del domicilio en dicho documento.

En cuanto a la deficiente motivacion del acuerdo cuestionado, si-
guiendo la jurisprudencia del propio Tribunal, la Sala Superior recordd que
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tratdndose de los acuerdos generales que emite la autoridad electo-
ral, los requisitos de fundamentacién y motivacion se satisfacen bajo
premisas distintas a las que se requieren para otros actos de autori-
dad, porque en estos casos, al tratarse del despliegue de su potestad
reglamentaria, basta que tenga reconocida en la ley la facultad para
emitirlos en la materia relativa y los pronuncie apegados a la legalidad.

Conforme a esta orientacion, el Tribunal considera en su sentencia
que el IFE tiene competencia para emitir la credencial y determinar su
formato, con lo cual estarian satisfechos los requisitos de fundamen-
tacion y motivacion. Sin embargo, para la Sala Superior “el acuerdo
impugnado [...] examinado de manera integral en estricto sentido de-
satiende el mandato de la debida motivacion” por dos razones:

1) En el acuerdo impugnado se exponen suficientemente los argu-
mentos a favor de la visibilidad del domicilio en la credencial para
votar, pero no se aclaran los argumentos por los que se desesti-
ma de la opcién opuesta, es decir, la incorporacion de los datos
en forma codificada o encriptada. Aunque esto parezca un juego
de palabras, en sintesis, la sentencia sostiene que el acuerdo ex-
plica por qué esta a favor de la visibilidad del domicilio pero le fal-
ta explicar por qué esta en contra de la encriptacion del dato.

2) En el acuerdo impugnado no se consideré la posibilidad —pro-
puesta por el PAN— de dar al ciudadano la opcién de elegir entre
la inclusion del domicilio en forma visible o en forma codificada,
opciéon que se basa en la autodeterminacion informativa, derecho
consagrado en materia de proteccion de datos personales.

En cuanto a la necesaria proteccion de los datos personales, co-
mo el domicilio, el Tribunal destaco la legitimidad del IFE para colec-
tar la informacion del domicilio de los ciudadanos como un elemento
central para determinar dénde les corresponde votar, lo que contribu-
ye a la certeza y credibilidad del proceso electoral. Asimismo, desta-
c6 que la normativa que regula la credencial para votar establece que
el domicilio es uno de los contenidos minimos que debe comprender
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el documento, conforme al articulo 200 del Cédigo Federal de Institu-
ciones y Procedimientos Electorales.

Uno de los fundamentos del acuerdo cuestionado se refiere a la
estrategia del IFE de consolidar la credencial para votar como docu-
mento de identidad, para lo cual el IFE considerd Util incluir el domicilio
en forma visible. Con respecto a este argumento, el Tribunal recuerda
que la normativa acerca de la cédula de identidad —cuando se emita
efectivamente— no exige que esta contenga el domicilio —ni visible
ni encriptado—. Por lo tanto, aunque no se incluya el domicilio en for-
ma visible, la credencial para votar podré seguir siendo utilizada co-
mo forma de identificacion para tramites administrativos, conforme al
articulo cuarto transitorio del decreto de modificacion de la Ley Gene-
ral de Poblacion.

Lo que se discute en el caso es quién tiene control de los datos
personales que se consideran confidenciales. En este punto entra en
juego el derecho de autodeterminacion informativa —reconocido cons-
titucionalmente en México—, que es la facultad de cada persona de
controlar el flujo de informaciéon de los datos que hacen a su vida pri-
vada. Las personas tienen derecho a saber qué datos personales po-
seen las autoridades publicas o los bancos de datos privados, a exigir
la rectificacion de la informacion cuando sea incorrecta y a decidir quién
puede acceder a esos datos en tanto informacion individual.

Como recuerda el Tribunal, la proteccion de los datos persona-
les tiene rango constitucional en México. En efecto, el articulo 6-I de
la Constitucion Politica de los Estados Unidos Mexicanos (CPEUM) dis-
pone que “la informacion que se refiere a la vida privada y los datos
personales sera protegida en los términos y con las excepciones que
fijen las leyes”. En la misma direccion, el péarrafo adicionado en 2009
al articulo 16 de CPEUM establecio con mas detalle cudles son los de-
rechos de las personas sobre los datos personales en poder de enti-
dades publicas o privadas:

Toda persona tiene derecho a la proteccion de sus datos persona-
les, al acceso, rectificacion y cancelacion de los mismos, asi como a
manifestar su oposicion, en los términos que fije la ley, la cual deter-
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minard los supuestos de excepcion a los principios que rijan el trata-
miento de datos.

Estos derechos son expresion del principio de autodeterminacion
informativa.

El Tribunal también destaca que la proteccion constitucional de la in-
timidad y los datos personales se instrumenta en el ambito legislativo por
medio de la LFTAIPG, que define qué debe entenderse por datos persona-
les. El Tribunal sostiene que

la Ley Federal de Transparencia y Acceso a la Informacion Publica
Gubernamental, tutela el derecho a la proteccion de datos persona-
les de las personas fisicas, y se encauza al respeto del derecho per-
sonalisimo de la intimidad, asi como al de su confidencialidad, en los
términos siguientes: Articulo 3. Para los efectos de esta Ley se enten-
deré& por: [...] Il. Datos personales: La informacién concerniente a una
persona fisica, identificada o identificable, entre otra, la relativa a su
origen étnico o racial, o que esté referida a las caracteristicas fisicas,
morales o0 emocionales, a su vida afectiva y familiar, domicilio, nime-
ro telefénico, patrimonio, ideologia y opiniones politicas, creencias o
convicciones religiosas o filoséficas, los estados de salud fisicos o
mentales, las preferencias sexuales, u otras anélogas que afecten su
intimidad (sic) (SUP-RAP-37/2013, 64).

Llama la atencion, sin embargo, que al citar el articulo 3 de dicha
ley, el Tribunal reproduzca un texto que no es el vigente. En efecto, en
2010 la definicion de datos personales fue modificada y se eliminé la
enumeracion que es clave en el caso que se considera. El texto vigente
del articulo 3-Il de la LFTAIPG define los datos personales como “la infor-
macion concerniente a una persona fisica, identificada o identificable” 2

Dichos datos personales se consideran confidenciales cuando su di-
fusion requiera del consentimiento de los individuos, y la LFTAIPG, en el ar-
ticulo 21, aclara que

2 Fraccion reformada DOF 05-07-2010. Acerca de la evolucion de las modificaciones a la Ley
Federal de Transparencia y Acceso a la Informacién Publica Gubernamental, véase LFTAIPG.
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Los sujetos obligados no podran difundir, distribuir o comercializar
los datos personales contenidos en los sistemas de informacion, de-
sarrollados en el ejercicio de sus funciones, salvo que haya mediado
el consentimiento expreso [...] de los individuos a que haga referen-
cia la informacion.

Esta obligacion de tratamiento confidencial de los datos personales
esté avalada por una serie de normas que el Tribunal repasa cuidado-
samente. Entre estas, el Codigo Federal de Instituciones y Procedimien-
tos Electorales, en el articulo 171, inciso 3, dispone expresamente que
“los documentos, datos e informes que los ciudadanos proporcionen
al Registro Federal de Electores [...] seran estrictamente confidencia-
les y no podran comunicarse o darse a conocer”, salvo en los casos
de excepcion previstos.

Ahora bien, dichas normas se refieren al tratamiento de los datos
personales por parte de los organismos oficiales. A juicio de quien es-
to escribe, entregarle a una persona un documento oficial en el que
aparece su propio domicilio no implica difundir, distribuir ni comerciali-
zar el dato privado (se retomara el particular en el siguiente apartado.)

Un principio rector de la interpretacion de las normas de derechos
es el principio propersona, que obliga a interpretar las reglas de la
forma mas favorable a las personas, promoviendo el respeto, protec-
ciony garantia de los derechos con atencién de los criterios de univer-
salidad, interdependencia, indivisibilidad y progresividad. El Tribunal
entiende que el IFE debid realizar un ejercicio de ponderacion con ba-
se en estos criterios antes de decidir acerca de la visibilidad o no del
domicilio en la credencial para votar. Esta ponderacion entre la utilidad
de la inclusion visible del dato y la necesidad de proteger la confiden-
cialidad del dato personal hubiera dado sustento efectivo a la decision,
pero no se llevod a cabo.

Estos argumentos y razonamientos llevaron al Tribunal a revocar la
decision y exhortar al IFE para que realizara la correspondiente ponde-
racion de los derechos en juego y evaluara la opcion de dejar la deci-
sion acerca de la visibilidad del domicilio en manos de cada persona.
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¢{Qué sucedio después de la sentencia?

En cumplimiento de la decision del Tribunal, el IFE ordend realizar la
ponderacion solicitada y analizar y evaluar la posibilidad de que la for-
ma en que el domicilio apareceréa en la credencial para votar depen-
da de la decision de cada ciudadano.

El 23 de octubre de 2013, por medio del acuerdo CG292/2013, el
IFE resolvié modificar la decision original y establecié la obligacion de
consultar a los ciudadanos de forma expresa y por escrito acerca de
la incorporacion visible de los datos de domicilio en el anverso de la
credencial para votar. El acuerdo dispone que, en todos los casos y
con independencia de la decision de cada persona, el domicilio figu-
rard en forma encriptada en el reverso de la credencial.

En los fundamentos del acuerdo CG292/2013 se reconoce que
—luego de realizar la ponderacion que solicitd la Sala Superior del
TEPJF— queda claro que no hay ningun impedimento legal para que
el domicilio figure en forma codificada o cifrada en la credencial para
votar y que la no visibilidad del domicilio en dicha credencial no afec-
ta su utilidad para el fin principal al cual esta destinada: la identifica-
cion de la persona y la habilitacion del voto.

Pero la historia no habfa terminado aun. En diciembre de 2013, el
PRD y el Partido del Trabajo impugnaron el nuevo acuerdo, aduciendo
falta de motivacion y violacion de normas constitucionales y legales, ya
gue —entendian— la no inclusién del domicilio en forma visible atenta-
ba contra la seguridad y certeza del sufragio. El Tribunal resolvié —en
el expediente SUP-RAP-182/2013— ratificar el acuerdo CG292/2013,
gue considero suficientemente motivado y congruente con la senten-
cia anterior de la Sala Superior acerca de la cuestion.

El procedimiento de consultarle al ciudadano, cuando tramita la
credencial para votar, si desea que su domicilio figure en forma visi-
ble en el anverso del documento se puso en marcha a principios de
2014. Hasta el mes de mayo de 2014, de un total de mas de cinco mi-
llones de ciudadanos que tramitaron la credencial para votar, solo 8%
habia optado por la encriptacion del dato del domicilio. La cifra, se-
gun declaraciones del consejero José Roberto Ruiz, es inferior alo que
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se esperaba (Cronica). Aunque, a decir verdad, la preferencia de los
ciudadanos parece congruente con los resultados de la encuesta na-
cional antes mencionados y que el IFE habia tomado en cuenta para
decidirse —en el acuerdo CG84/2013— por la visibilidad del domici-
lio en la credencial.

Ill. Datos personales. Registro, tratamiento,
constancia y difusion

La proteccion de los datos personales y la garantia de la autodetermi-
nacion informativa son manifestaciones de la proteccion del derecho
a la vida privada o derecho a la intimidad. La concepcion del dere-
cho a la privacidad —al igual que el conjunto de datos, hechos o si-
tuaciones protegidos— ha variado con el paso del tiempo, no solo en
funcién de la aparicion de nuevas formas de ataque, sino también, y
fundamentalmente, a medida que se modifican las ideas y valoracio-
nes sociales (Cifuentes 2008, 582-702) acerca de la relacion entre lo
publico y lo privado y la funcién del Estado y el derecho de los ciu-
dadanos a mantener un control de la administracion.

Asi, se paso de una concepcion del derecho a la intimidad centrada
solo en la nocion restrictiva del derecho a ser dejado en paz a laidea de
garantizar la libertad de pensamiento y accién de la persona, para final-
mente incorporar el derecho de autodeterminacion informativa o control
de la propia informacion (Rodota 1983, 186-93). Todas estas facetas in-
tegran hoy el concepto de derecho a la privacidad y cada una supone
una serie de garantias y herramientas juridicas de proteccion. Tradicio-
nalmente, el derecho a la reserva de la vida privada fue garantizado por
medio de la consagracion de la inviolabilidad de la correspondencia y
del domicilio—entendido como el ambito fisico de residencia y no como
simple direccion—. Pero esa proteccion ya no es suficiente.3

En la sociedad de la informacion, cuando existe una inmensa canti-
dad de informacién personal en manos del Estado y de organizaciones

s Acerca de la situacion en América Latina, véase Zamudio (2012, 2-21).
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privadas y la tecnologia facilita el cruce de informacion en cuestion de
segundos, se han hecho necesarios otros procedimientos de garantia
(Alvarez-Cienfuegos 1999), no solo de exclusion de terceros, sino con
herramientas proactivas para que las personas puedan retomar el control
de su informacion personal. El derecho a la autodeterminacion informa-
tiva (Hassemer y Chirino 1997) solo puede hacerse efectivo si se otorga
a la persona la capacidad de acceder a la informacion contenida en los
bancos de datos y registros, solicitar la rectificacion si esa informacion
es erronea, pedir la cancelacion del registro en los casos en que la in-
formacion sea improcedente, y oponerse a la recoleccion y tratamiento
de algunos datos. Estas facultades son conocidas como derechos ar-
co. El Reglamento de Transparencia del INE, segun la modificacion apro-
bada en julio de 2014, contempla estos derechos en el articulo 2-XIX.

Una muestra clara de la continua evolucion y revision del ambito
de proteccion del derecho a la intimidad es la actual discusion acer-
ca de “el derecho a ser olvidado”, que se debate en el contexto de la
proteccion de la informacion personal que circula en internet, cuyo ac-
ceso se ha potenciado con la aplicaciéon de los motores de busqueda
en la red. Aunque la discusion es reciente, ya ha dado lugar a fallos,
como el de la Corte de Justicia de la Unién Europea en un caso con-
tra Google. El derecho al olvido seria un corolario de lo que se cono-
ce como privacidad digital.4

El objetivo de la proteccion de los datos personales puede ser res-
guardar la intimidad de la persona, su tranquilidad y la no perturbacion
de su espacio de reserva, que es el espacio de libertad. La persona de-
cide con quién compartir esta informacién. Otras veces se protegen
dichos datos para evitar persecuciones o discriminaciones (Guerra
2011, 103), especialmente cuando se reconoce el caracter sensible o
confidencial de datos acerca de ideas politicas o creencias religiosas.

Pero qué informacion queda comprendida bajo ese paraguas es
una cuestion que no tiene una respuesta universal, porque depende
de la idiosincrasia y la cultura, y también de la posicién y funcién que
ocupan los diversos actores sociales (Shattuck 1977; Ferreira 1982).

4 Sobre privacidad digital, véase la resolucién que aprobd Naciones Unidas en noviembre de 2014
(ONU 2014).
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Por lo tanto, los aspectos comprendidos en la proteccion de la vida
privada o intimidad varian de una sociedad a otra y de un momento
histérico a otro.

Hoy en dfa hay consenso mas o menos generalizado acerca de
algunos aspectos que integran la zona protegida, como la salud, los
afectos, lafiliacion y las relaciones de parentesco, las preferencias se-
xuales, y las creencias ideoldgicas y religiosas. En cambio, se discute
la inclusion de datos acerca de la situacion econdémica de una perso-
na, la vida profesional, y los entretenimientos y diversiones (Ferreira
1999, 129-43). La labor jurisprudencial en cada pais ha sido de funda-
mental importancia para perfilar los contornos de la zona de reserva o
protecciéon de la vida privada.

La respuesta que se dé a la pregunta anterior tendré reflejo en la
definicién de datos personales y en la proteccion que se les asigne.®
Por eso, en algunas legislaciones se distingue entre datos personales
y datos sensibles, una subespecie que merece una proteccion espe-
cial (Lavalle 2009).

En la Ley de Proteccion de Datos Personales en Posesion de Par-
ticulares se adopta esta diferenciacion. En el articulo 3-V se definen
los datos personales como “cualquier informacién concerniente a una
persona fisica identificada o identificable”, y en el punto VI del mismo
articulo se definen los datos personales sensibles como

Aquellos datos personales que afecten a la esfera mas intima de su ti-
tular, o cuya utilizacion indebida pueda dar origen a discriminacién o
conlleve un riesgo grave para éste. En particular, se consideran sensi-
bles aquellos que puedan revelar aspectos como origen racial o étni-
co, estado de salud presente y futuro, informacioén genética, creencias
religiosas, filosoficas y morales, afiliacion sindical, opiniones politicas,
preferencia sexual.

Como se sefiala en el apartado anterior, llama la atencién que el
Tribunal cite en los fundamentos de la sentencia que se comenta un

5 Al respecto, véase Directiva 95/46/CE del Parlamento Europeo (1995).
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texto de la Ley de Transparencia y Acceso a la Informacion Publica
Gubernamental ya derogado. Hasta 2010, la definicion de datos per-
sonales del articulo 3-Il era la que cita el Tribunal:

La informacion concerniente a una persona fisica, identificada o iden-
tificable, entre otra la relativa a su origen étnico o racial, o que esta
referida a las caracteristicas, fisicas, morales o emocionales, su vida
afectiva y familiar, domicilio [...], ndmero telefonico, patrimonio, ideo-
logia y opiniones politicas, creencias o convicciones religiosas o fi-
losdficas, los estados de salud fisicos o mentales, las preferencias
sexuales, o otras analogas que afecten su intimidad.®

Este articulo zanjaba claramente la discusion acerca de si el domici-
lio era o no un dato personal. En efecto, por disposiciéon de la ley, lo era.

En 2010 el articulo fue modificado y el texto vigente define los datos
personales como “cualquier informacion concerniente a una persona
fisica identificada o identificable”. La enumeracion que cita el Tribunal
ya no esta en la Ley de Transparencia.

La mencion original del domicilio entre los datos personales sin
duda influyd en la conceptualizaciéon de reglamentos y lineamientos
acerca de acceso a la informacion publica elaborados por diferentes
organismos publicos mexicanos, aun cuando la ley fuera posterior y
se optara por una conceptualizacion genérica.

Para el caso que aqui ocupa, el Reglamento del Instituto Nacional
Electoral en materia de Transparencia y Acceso a la Informacion Pu-
blica (INE/CG70/2014) —cuya modificacion fue aprobada el 2 de julio
de 2014— reproduce aquella definicion original en el articulo 2-XVII, al
definir datos personales como

la informacién concerniente a una persona fisica, identificada o iden-
tificable, entre otra, la relativa a su origen étnico o racial, o que esté
referida a las fisicas, morales o emocionales, a su vida afectiva y fami-
liar, domicilio [...], numero telefénico, patrimonio, ideologia y opiniones

6 Fraccion reformada DOF 05-07-2010. La evolucién de las modificaciones a la ley pueden
consultarse en LFTAIPG.
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politicas, creencias o convicciones religiosas o filosdficas, el estado
de salud fisico o mental, las preferencias sexuales, u otras analogas
que afecten su intimidad.

La proteccion de los datos personales asi entendidos se completa
con lo dispuesto en el articulo 35-1 del Reglamento: “los datos perso-
nales son informacion confidencial que no puede otorgarse a persona
distinta de su titular, a menos que exista una autorizacion expresa de
éste”. En el mismo sentido, los Lineamientos Generales para la Clasi-
ficacion y Desclasificacion de la Informacion del IFE, en el articulo 28,
disponen que “sera confidencial la informacién que contenga datos
personales de una persona fisica identificada o identificable relativos
a: [...] VII. Domicilio particular”.

Larevision de estas normas no deja dudas en larespuesta a la pre-
gunta central del caso que se comenta: el domicilio es un dato perso-
nal confidencial.

La proteccion de la vida privada mediante el derecho de autode-
terminacion informativa se vincula especialmente con la proteccion de
datos, es decir, con la informacién. En este sentido, la discusion que
aqui ocupa no se refiere a la proteccion tradicional del domicilio co-
mo espacio fisico de residencia de la persona —o sede de la persona
juridica— (Cifuentes 2008, 659-61), sino al domicilio entendido como
dato, es decir, al domicilio-direccion. Se trata de dos bienes juridica-
mente protegidos distintos y las garantias con que se les rodea tam-
bién son diversas en naturaleza. Lo mismo pasa con la proteccion de
la imagen de una persona y la proteccion de las fotografias o regis-
tros de esa imagen. También corresponde la diferenciacion entre la
ideologia o creencias religiosas de una personay los registros de afi-
liacion a un partido o de pertenencia a un credo o iglesia. Otro caso
en el que la diferenciacion es clara es el de las comunicaciones de la
persona, por un lado, y los registros de llamadas o de ubicacién de
los teléfonos celulares, que son informacién o datos relacionados con
esas comunicaciones.

Cuando el Pacto de San José de Costa Rica hace referencia al do-
micilio en el articulo 11 —citado por el Tribunal en la sentencia que se
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comenta— no se refiere especificamente al domicilio-direccion, sino al
domicilio-ambito de residencia en el esquema tradicional de proteccion
de lavida privada. La aclaracion corresponde ya que en los fundamen-
tos de la sentencia pareciera que el Tribunal interpreta este articulo co-
mo refiriéndose al domicilio-direccion (SUP-RAP-37/2013, 62).

Conforme a la normativa aplicable al caso, queda claro que el
domicilio-direccioén es un dato personal confidencial. Una cuestion dis-
tinta es dénde y cémo se puede hacer constar y, eventualmente, di-
fundir esa informacion. Registrar el dato personal en la base de datos
de un banco o en el padrén de electores, por ejemplo, es una conduc-
ta absolutamente legal y avalada, ademas, por el consentimiento de
la persona que proporciona el dato. Situacion distinta es que el ban-
co o la autoridad encargada del padron electoral ponga esa informa-
cién en internet, o la entregue o la venda —como sucede en algunos
paises— a personas o entidades privadas, sin importar qué destino se
les den a esos datos.

Los organismos publicos que tienen datos personales en sus re-
gistros son garantes de la proteccion de dichos datos. La LFTAIPG dis-
pone en su articulo 21 que

Los sujetos obligados no podran difundir, distribuir o comercializar
los datos personales contenidos en los sistemas de informacion, de-
sarrollados en el ejercicio de sus funciones, salvo que haya mediado
consentimiento expreso [...], por escrito o por un medio de autentica-
cion similar, de los individuos a que haga referencia la informacion.

En todos los casos se trata de acciones que facilitan los datos a
terceros, no al propio titular de los datos. Este hecho queda claro en
el articulo 22, que contempla las hipétesis en las cuales el organismo
puede “proporcionar” los datos sin consentimiento del titular. Todas las
situaciones contempladas en la excepcion se refieren a entregar o fa-
cilitar el acceso a los datos a terceros.

En consonancia con dicha obligacion, el Reglamento de Transpa-
rencia del INE establece, en el articulo 35-1, que
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Los datos personales son informacién confidencial que no puede otor-
garse a una persona distinta que su titular, a menos que exista una au-
torizacion expresa de éste. Los servidores publicos del Instituto que
intervengan en el tratamiento de datos personales, deberan garantizar
la proteccion en el manejo de dicha informacion, por lo que no podra
ser comunicada salvo en los casos previstos por la Ley de Transpa-
renciay la Ley.

El articulo 37 del Reglamento refuerza la prohibicion de difusion al
establecer que

El Instituto no podra difundir los datos personales contenidos en los
sistemas de informacion, desarrollados en el ejercicio de sus funcio-
nes, salvo que haya mediado el consentimiento expreso, por escrito
o por un medio de autenticacion similar, de los individuos a que haga
referencia la informacion.

Las limitaciones mencionadas se refieren precisamente al registro,
tratamiento y custodia de la informacion relativa a los datos persona-
les. Esta claro que para difundir, comunicar, proporcionar, distribuir o
compartir la informacién con terceros es necesario el consentimiento
expreso del titular de los datos. La necesidad del consentimiento deri-
va del derecho de autodeterminacion informativa de la persona. Cada
persona debe saber a quién se entregaran los datos y con qué finali-
dad, y en funcion de ello tiene derecho a consentir o no la difusién o
entrega de sus datos personales.

El hecho de que una persona haya entregado de forma voluntaria
sus datos personales al INE en cumplimiento de los requisitos legales pa-
ra obtener la credencial para votar no presume su consentimiento
para que el Instituto entregue esa informacion a terceros, salvo en los
casos de excepcion previstos en la ley.

El articulo 22 de la LFTAIPG establece las hipdtesis en las cuales no
se requiere el consentimiento del titular: se trata de casos que tienen
que ver con intereses superiores al interés personal por la reserva de
la vida privada y los datos personales. De acuerdo con la ley mexica-
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na, no se requiere el consentimiento del titular cuando los datos son
necesarios para fines estadisticos o cientificos y se trata de datos di-
sociados —es decir, que no pueden identificarse de manera individua-
lizada con persona alguna—; tampoco se requiere el consentimiento
para el cruce de informacién entre entidades u organismos del Esta-
do para el cumplimiento de sus funciones, ni cuando media una or-
den judicial para proporcionar los datos personales. Un caso especial
previsto en la ley es la posibilidad de proporcionar los datos sin con-
sentimiento del titular en el caso de tercerizar el tratamiento de datos.
Es importante sefialar que, en este ultimo supuesto, dichos terceros
estan sujetos a la obligacion de confidencialidad y demas criterios de
seguridad en el manejo de informacion y no pueden utilizar los datos
con otros fines que no sea la prestacion del servicio de tratamiento de
datos contratado por el organismo que custodia los datos.

Pero, ademas de la difusion, distribucion y comercializacion de da-
tos —conductas que estan prohibidas por la ley—, hay otra posibilidad,
que es justamente la que describe el caso en andlisis: 4es legal que se
haga constar un dato personal en forma visible en un documento (en el
sentido amplio del término, por ejemplo, un contrato, un certificado, una
escritura, etcétera)? Nadie objetaria que en un contrato figure el domici-
lio de los contratantes; es mas, fijar el domicilio es un requisito de rigor
en muchos actos juridicos. Dichos documentos quedan en control de ca-
da sujeto y cada sujeto es custodio de la reserva de los documentos. Un
ejemplo clarisimo: los datos relativos a la salud de una persona son sin
duda datos personales protegidos. Cuando se expide un certificado de
salud para presentar en la escuela o en el trabajo, ¢,se exige que el con-
tenido esté cifrado?, jse pide que se exprese por escrito la autorizacion
para que el documento contenga los datos cuya certificacion se solicita?
A nadie se le ocurre; el dato es reservado y se utiliza el certificado o los
resultados de los andlisis como se estime conveniente.

Algo similar sucede con el domicilio y otros datos que figuran en
el documento de identidad. En algunos paises se incluye el nombre
del padre y de la madre; en otros se sigue incluyendo el sexo (mas-
culino o femenino), aun cuando se han aprobado leyes de tratamiento
igualitario para otras opciones sexuales, y en otros se incluye el esta-
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do civil. Si se utilizara el criterio de pedir el consentimiento del titular
para la inclusiéon de cada uno de estos datos personales se podria lle-
gar a reducir el documento de identidad a un plastico con un numero
0 cbdigo, y hasta la inclusion de la foto estaria sujeta a consentimien-
to, por tratarse de datos personales segun la LFTAIPG, que los define
como “cualquier informacion concerniente a una persona fisica iden-
tificada o identificable” (articulo 2-1l, segun texto reformado en 2010).

Por eso es razonable, la respuesta del Ifai a la consulta del IFE fue:

la inclusion visible de los datos de la calle, numero exterior y nimero
interior en la Credencial para Votar no pone en riesgo la proteccion de
los datos personales del ciudadano, “en tanto se genere para el ciu-
dadano informacion suficiente sobre la importancia de los datos ahi
contenidos para que estos adopten ciertas medidas elementales de
cuidado y en tanto se propicie una cultura de cuidado responsable
para toda persona que en el desarrollo de actividades legitimas po-
sea datos de la credencial para votar”.

El principio de confidencialidad en el tratamiento de los datos con-
tenidos en la base de datos —en este caso, el padrén de electores—
no resultaria afectado por el hecho de incluir el domicilio completo en
forma visible en la credencial para votar.

Las normas mencionadas anteriormente se refieren a la distribu-
cion, difusion, comercializacion o entrega de datos a terceros, no a la
expedicion de un documento que se entrega en un Unico ejemplar y
al propio titular de los datos. La seguridad apunta a que no se entre-
gue esa informacion confidencial a terceros, evitar filtraciones y garan-
tizar que los datos no resulten alterables o se pierdan directamente.

En este sentido, el Tribunal Electoral resolvié un caso interesante
relativo a un pedido de acceso a la informacion publica del padrén de
afiliados de un partido. En el expediente SUP-RAP-28/2008 se decidio
que se podia entregar la informacion del nombre y apellido de los afi-
liados, asf como la entidad federativa a la que pertenecian, pero no el
dato del domicilio, ya que este es un dato personal confidencial. Con
esta solucion se respetan tanto el derecho de acceso a la informacion
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publica como el derecho a la proteccion de los datos personales. Pero,
claramente, en este caso se trata del deber de confidencialidad frente
a terceros, distinto al de la entrega de la credencial para votar a cada
ciudadano con sus propios datos.

La interpretacion de las normas debe ser razonable. La visibili-
dad de un dato personal en un documento o un certificado no implica
la difusion, distribucion ni comercializacion del dato a terceros. Si se
equiparara la visibilidad del dato en el documento a las acciones pro-
hibidas por la ley, se llegaria al absurdo de que no se podria entregar
al titular de los datos un documento con la informacién personal que
consta en la base de datos salvo en forma encriptada. Sin duda, una
interpretacion absurda, que significaria, por ejemplo, que los registros
civiles no podrian dar partidas de nacimiento o de matrimonio. Entre-
gar estos documentos o certificados es precisamente una de las fun-
ciones propias de los registros publicos.

Tanto la LFTAIPG como las demas normas reglamentarias y los li-
neamientos reseflados se refieren al registro, custodia y tratamiento de
datos cuando establecen la obligacion de confidencialidad, y es dis-
cutible que entregarle a una persona un documento oficial en el que
aparece su propio domicilio signifique violar la regla de confidenciali-
dad. Entregar el documento al titular de los datos no implica difundir,
distribuir ni comercializar el dato personal a terceros, que es lo que es-
t& prohibido sin consentimiento del titular. En esta linea, el Reglamento
del INE es claro cuando dispone que “los datos personales son infor-
macion confidencial que no puede otorgarse a persona distinta de su
titular, a menos que exista una autorizacion expresa de éste” (articulo
35). Incluir el dato del domicilio en forma visible no implica violar esta
regla. Es el titular de la credencial quien se transforma en custodio de
la confidencialidad de los datos que constan en el documento.

El domicilio, entendido como direcciéon (address), no es conside-
rado un dato personal sensible que requiere confidencialidad en to-
dos los paises. En muchos casos el domicilio-direccion se considera
un dato “libre”, generalmente accesible y usable, al igual que el nom-
bre, el apellido, la fecha de nacimiento o el nimero de identificacion
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personal.” El tratamiento del dato de domicilio en los documentos de
identidad no es unanime en los paises latinoamericanos. Se utiliza el
ejemplo del documento de identidad porgue no todos los paises cuen-
tan con una credencial especial para votar, pero todos tienen un docu-
mento de identidad. El domicilio completo no figura en el documento de
identidad en 12 paises: Brasil, Chile, Colombia, Costa Rica, Ecuador, El
Salvador, Guatemala, Honduras, Panama, Paraguay, Uruguay y Vene-
zuela. En seis paises si aparece en el anverso o reverso del documen-
to: Argentina, Bolivia, Cuba, Nicaragua, Pert y Republica Dominicana.®

IV. Valoracion de la soluciéon adoptada

Tanto la decision del Tribunal en el caso SUP-RAP-37/2013 como el
acuerdo CG292/2013 del IFE —dictado como consecuencia de la sen-
tencia— adoptan una solucion razonable y plenamente ajustada al prin-
cipio de legalidad, en tanto dejan en manos de cada persona la decision
acerca de la forma en que el domicilio aparecera en su credencial pa-
ra votar. Sin perjuicio de lo cual también habia razones para sostener
la validez y legalidad de la primera decision del IFE en cuanto a la in-
clusioén visible del domicilio en la credencial para votar.

En sintesis, la solucién adoptada se ajusta al ordenamiento juridico
mexicanoy alos principios generales aplicables a la proteccion de los da-
tos personales. Los ejes de la solucion se refieren a los siguientes puntos:

1) El domicilio debe figurar en la credencial para votar. El Cédigo Fe-
deral de Instituciones y Procesos Electorales establece expresa-
mente que el domicilio es uno de los datos que debe contener la
credencial para votar, aunque no establece nada respecto a la for-
ma en que la informacién debe estar contenida. La determinacion
del formato a adoptar es una facultad del INE.

7 Véanse Simitis (1983, 171-77) y Gregorio [(2007), en especial el punto 3 acerca de acceso a
registros publicos mediante internet)].

8 La informacion fue chequeada con colegas de cada uno de los paises entre el 23 y 24 de
noviembre de 2014.
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2) Lafuncion de la credencial para votar es identificar al elector y ha-
bilitar el sufragio. Ambas funciones pueden cumplirse en plenitud
sin necesidad de que el domicilio figure en forma visible. La no
visibilidad del domicilio en la credencial para votar no afecta los
acuerdos que permiten su utilizacion como documento de identi-
dad hasta que se implemente la cédula de identidad, ello es asi
ya que la Ley de Poblacion no incluye el domicilio entre los datos
contenidos en la cédula.

3) El domicilio es un dato personal y confidencial. Tanto la Consti-
tucién como las leyes referidas al acceso a la informacion publi-
ca gubernamental y a la que esta en manos de los particulares
reconocen la proteccion de los datos personales entendidos de
forma amplia como cualquier informacion referida a una persona
identificada o identificable. Las normas del IFE acerca de trans-
parencia y proteccion de datos expresamente reconocen que el
domicilio es un dato personal y disponen la confidencialidad de
dicha informacion salvo consentimiento expreso y documentado
del titular del dato.

4) El derecho de autodeterminacion informativa justifica la consulta a
cada persona. La Constitucion y la legislacion mexicanas garanti-
zan el derecho a la autodeterminacion informativa como una mani-
festacion mas de la proteccion a la vida privada. La resolucion de
dejar en manos de cada ciudadano la decision sobre si desea que
su domicilio figure en forma visible en la credencial para votar es
congruente con este derecho. El domicilio figuraré siempre en for-
ma cifrada en el documento ya que es uno de los contenidos exi-
gidos en la ley.

Con esta solucién se conjugan de manera armonica el interés ge-
neral por la transparencia, certeza y confiabilidad del proceso electo-
ral, y el derecho de cada persona a la proteccion de su intimidad vy el
control de la informacion relativa a sus datos personales.
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